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1. Introduction

This contribution provides an analysis of the MCPTT session identity, its use with SIP REFER and subscription to conference events package and the related requirements on the MCPTT session identity in compliance with RFC 3515, RFC 6665, RFC 7621 and RFC 7647.
2. Background
TS 24.379 defines the MCPTT session identity as:
The MCPTT session identity is a SIP URI, which identifies the MCPTT session between the MCPTT client and the controlling MCPTT function.

The MCPTT session identity identifies the MCPTT session in such a way that e.g.:

-
the MCPTT user is able to subscribe to the participant information of the ongoing MCPTT session;

-
the MCPTT user is able to re-join an ongoing MCPTT session; and

-
the IM CN subsystem is able to route an initial SIP request to the controlling MCPTT function.

But there is also an outstanding editor’s note regarding whether the MCPTT session identity needs to be a GRUU:

Editor's Note [CT1#94, C1-153805]: It is FFS if the MCPTT session identity needs to be a GRUU.

The MCPTT session Identity is included by the MCPTT server as the contact address in the Contact header field when MCPTT sessions are established. 
RFC 6665 and RFC 7647 deprecates multiple dialog usages where a dialog created by SIP INVITE also can have a SIP subscription piggy backed in the same SIP dialog. SIP subscriptions are not only created explicitly by SIP SUBSCRIBE but also can be created implicitly by SIP REFER which by default creates an implicit subscription and generates SIP NOTIFY requests.

RFC 7647 states:

The "norefersub" extension defined in [RFC4488] asks to suppress this implicit subscription, but cannot prevent its creation.

RFC 7621 states:

This document updates [RFC6665] to clarify the actual requirements.

The replacement text is as follows:

      Notifiers MUST implement the Globally Routable User Agent URI

      (GRUU) extension defined in [RFC5627].  Notifiers MUST use a GRUU

      as their local target for all dialog-forming methods and all

      target-refresh methods, except for those dialogs for which they

      will reject all subscription requests (implicit or explicit).  For

      clarity: an implementation that uses a non-GRUU local contact

      under the exception described above MUST reject a request that

      might create a subscription to the associated dialog, regardless

      of whether such subscription would be created by a SUBSCRIBE or a

      REFER message.  The rejection code under such conditions SHOULD be

      403 (Forbidden) unless some other code is more appropriate to the

      circumstances.  The foregoing requirements to implement and use

      GRUUs specifically include dialogs created by the INVITE method.

3.  TS 24.379 usage

3.1. Use with SIP REFER

TS 24.379 defines the use of SIP REFER with the MCPTT session identity included in the Refer-to header field to identify the session for which the receipient of the SIP REFER should send the SIP request sent as a result of receiving the SIP REFER. The SIP REFER also has the Refer-Sub header field with value "false" in order to attempt to prevent an implicit subscription being established.
However it seems that currently in TS 24.379 we are (almost always) using SIP REFER outside an existing dialog. There may be some errors in the text that are not always clear about this and the text:

shall set the Request-URI of the SIP REFER request to the public service identity identifying the pre-established session on the MCPTT server serving the MCPTT user 
that appears in several places is wrong since a public service identity cannot identify the pre-established session only the MCPTT server serving the MCPTT user: However, the Target-Dialog header field is used to identify the pre-established session dialog.

It can be concluded that TS 24.379 is supposed to be outside of any existing dialog and therefore cannot create multiple dialog usages and violate RFC 6665 and RFC 7647.
3.2. Use with SIP SUBSCRIBE

TS 24.379 uses SIP SUBSCRIBE for conference events and it is stated in subclause 6.3.1.4 that the the MCPTT session identity or the public service identity in the Request-URI.

Subclause 10.1.3.2 states:

the MCPTT client:

2)
shall set the Request-URI of the SIP SUBSCRIBE request to the public service identity identifying the participating MCPTT function serving the MCPTT user;
however using the public service identity which identifies the server and not the session cannot work and is in conflict with the corresponding MCPTT server text in subclause 10.1.3.3 that states regarding handling of a SIP SUBCRIBE for conference events:
then the participating MCPTT function:

1) shall attempt to resolve the received Request-URI to an existing MCPTT session identity
The text in subclause 10.1.3.5.3 further states:

Upon receipt of the first subscription to the conference event package from an MCPTT client, the non-controlling MCPTT function:

1)
shall generate a SIP SUBSCRIBE request and use a new SIP-dialog according to IETF RFC 6665 [26], IETF RFC 4575 [30] and 3GPP TS 24.229 [4];
2)
shall set the Request-URI of the SIP SUBSCRIBE request to the temporary MCPTT session identity;
NOTE:
The SIP URI received in the Contact header field of the SIP INVITE request for non-controlling MCPTT function of an MCPTT group is the temporary MCPTT session identity. Towards MCPTT clients the non-controlling MCPTT function uses an internal generated MCPTT session identity.
It can be concluded that the current text related to subscription to conference event package is wrong regarding the Request-URI contents being a public service identity and that only including the MCPTT session identity in the Request-URI can allow the MCPTT server to identify the MCPTT session.
Since MCPTT session identity is needed to be included in the Request-URI (the target) a MCPTT server must provide a GRUU as the MCPTT session identity (its local target) in order to be compliant with RFC 7621 and ensure that the out of dialog subscription mechanism required by RFC 6665 is used for Subscriptions to the Conference Event package.

Note that this GRUU is NOT one allocated by a SIP Registrar at registration based on the instance ID etc. it is just a URI of the MCPTT Server that is reachable by the recipient of the Contact address and indicates that it is a GRUU with the “gr” parameter.

e.g.      sip:MCPTT-session-1234567@MCPTT-server1.example.com;gr 

4. Proposal

It is proposed to agree the changes to 3GPP TS 24.379 in C1-163599.
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