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Unless the UE is attached to an ePDG that has indicated support for the emergency services and is located in the same country where the UE is currently located, the UE terminates the exisitng ePDG connection, if any, and performs the emergency ePDG selection procedure described in clause 4.5.4a.2. Otherwise, the UE should reuse the existing ePDG connection.
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	*** First Change ***


7.2.5
Emergency session establishment

If the UE needs to establish an IMS emergency session over untrusted access as specified in 3GPP TS 24.229 [67] in the subclause R.2.2.6, the UE shall:

-
if the UE is already connected to an ePDG that supports the emergency services and the ePDG is located in the same country where the UE is currently located, reuse existing ePDG connection for emergency session; or 
-
if the UE is already connected to an ePDG but the ePDG does not support the emergency services or is not located in the same country where the UE is currently located, first follow procedure described in subclause 7.2.4.1 to disconnect existing IPsec tunnel. The UE shall then select an ePDG that supports emergency services as described in subclause 7.2.1a and initiate an IKEv2 tunnel establishment procedure towards this new ePDG as described in subclause 7.2.2. Upon receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message to the ePDG according to subclause 7.2.2.1 with the "IDr" payload containing the string "EMERGENCY", using capital letters only, in the Identification Data. The UE shall set the ID Type field of the "IDr" payload to ID_FQDN.
Editor's note (WID: SEW1-CT, CR#0459): The case where the UE that has trust relationship with the non-3GPP access network uses untrusted procedure to establish an IMS emergency session is FFS.
If the UE does not receive a response to an IKE_SA_INIT request message sent towards the selected ePDG, then the UE shall repeat the ePDG search as described in 3GPP TS 23.402 [6], excluding the ePDG for which the UE did not receive a response to the IKE_SA_INIT request message. The UE shall stop the establishment of emergency session if it is unable to select an ePDG for emergency bearer services.
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