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***** Begin 1st change *****
7.5.2.1 
Structure
The service configuration document structure is specified in this subclause.
The <service configuration> document:
1)
shall include a "domain" attribute;

2)
may include a <common> element;

3)
may include an <on-network> element;

4)
may include an <off-network> element; and

5)
may include any other attribute for the purposes of extensibility.
The <common> element:

1)
may include an <alias> element;

2)
may contain a <broadcast-group> element containing:

a)
a <num-levels-group-hierarchy> element; and

b)
a <num-levels-user-hierarchy> element;
The <on-network> element:

1)
may contain a <emergency-call> element containing:

a)
a <private-cancel-timeout> element; and

b)
a <group-time-limit> element.

2)
may contain a <private-call> element containing:

a)
a <hang-time> element; 

b)
a <max-duration- with-floor-control > element; and

c)
a <max-duration-without-floor-control> element;

3)
may contain a <num-levels-hierarchy> element;

4)
may contain a <transmit-time> element containing:

a)
a <time-limit> element; and

b)
a <time-warning> element;

5)
may contain a <hang-time-warning> element; and

6)
may contain a <floor-control-queue> element containing:

a)
a <depth> element; and

b)
a <max-user-request-time> element.

The <off-network> element:

1)
may contain a <emergency-call> element containing:

a)
a <private-cancel-timeout> element; and

b)
a <group-time-limit> element.

2)
may contain a <private-call> element containing:

a)
a <hang-time> element; and

b)
a <max-duration-with-floor-control> element;

3)
may contain a <num-levels-hierarchy> element;

4)
may contain a <transmit-time> element containing:

a)
a <time-limit> element; and

b)
a <time-warning> element.

5)
may contain a <hang-time-warning> element;

6)
may contain a <default-prose-per-packet-priority> element; and

7)
may contain a <allow-log-metadata> element.

***** Begin 2nd change *****
7.5.2.6
Validation Constraints

If the AUID value of the document URI or node URI in the Request-URI is other than that specified in subclause 7.5.2.2, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid application id used".

If the XUI value of the document URI or node URI in the Request-URI does not match the XUI of the service configuration document URI, the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid XUI".

The service configuration document shall conform to the XML Schema described in subclause 7.5.2.3.

The <service-configuration-info> element is the root element of the XML document. The <service-configuration-info> element can contain sub-elements.

NOTE 1:
The sub-elements of the <service-configuration-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcptt-info> element.

The <service-configuration-params> element is a subelement of the <service-configuration-info> element.

If the <service-configuration-info> element does not contain a <service-configuration-params> element, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "mandatory element is missing".

If the <service-configuration-params> element does not include a <common> element, an <on-network> element or an <off-network> element, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "mandatory element is missing".

The <service-configuration-params> element shall contain either:

1)
one <common> element only;

2)
one <common> element and one <on-network> element;

3)
one <common> element and one <off-network> element;

4)
one <on-network> element only;

5)
one <off-network> element only; or

6)
one <on-network> element and one <off-network> element.

If the <service-configuration-params> element does not confirm to one of the six choices above, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "semantic error".

If the "domain" attribute does not contain a syntactically correct domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect domain name".

If the "domain" attribute contains an unknown domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "unknown domain name".

The value of the <num-levels-group-hierarchy> element in the <broadcast-group> element refers to variable B1 defined in Annex A of 3GPP TS 22.179 [3].

The value of the <num-levels-user-hierarchy> element in the <broadcast-group> element refers to variable B2 defined in Annex A of 3GPP TS 22.179 [3].

The value of the <num-levels-group-hierarchy> element, the <num-levels-user-hierarchy> element or the <depth> element do not contain a semantically valid value, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "semantic error".
If the <num-levels-priority-hierarchy> element of the <off-network> element contains a value less than 1 and greater than 4, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "element value out of range".

If the <num-levels-priority-hierarchy> element of the <on-network> element contains a value less than 1 and greater than 4, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "element value out of range".

NOTE 2:
The higher the <priority-hierarchy> value, the higher the priority given to override an active transmission.
If the <off-network> element contains a <private-call> element with a <max-duration-without-floor-control> element, it shall be ignored.

If any of the constituent elements of the <default-prose-per-packet-priority> element contain a value less than 1 and greater than 8, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "element value out of range".

NOTE 3:
The higher the <default-prose-per-packet-priority> value, the higher the priority given to the signalling or media.

The following elements conform to the "xs: duration" XML type:

1)
<hang-time>;

2)
<hang-time-warning>;

3)
<max-duration-with-floor-contro>;

4)
<max-duration-without-floor-control>;

5)
<private-cancel-timeout>;

6)
<group-time-limit>;

7)
<max-user-request-time>;

8)
 <time-limit>; and
9
<time-warning>; 

The elements of "xs: duration" type specified above shall be represented in seconds using the element value: "PT<h>H<m>M<n>S" where <n> represents a valid value in seconds. 

NOTE 4:
"xs:duration" allows the use of decimal notion for seconds, e.g. 300ms is represented as <PT0.3S>.

If any of the elements of "xs: duration" type specified above contain values that do not conform to the "PT <n>S" structure then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid format for duration".
If an invalid value is received for <n>, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid value for duration".
The service configuration server ignores any unknown element and any unknown attribute.

If the configuration management server receives a duplicate element or attribute, it shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "duplicate attribute or element received".

7.5.2.7
Data Semantics
The "domain" attribute of the <service-configuration-params> element contains the domain name of the mission critical organization.

The <common> element contains service configuration data common to both on and off network service.

The <on-network> element contains service configuration data for on-network service only.

The <off-network> element contains service configuration data for off-network service only.

In the <common> element:

1)
the <alias> element contains an alphanumeric name assigned by the MCPTT administrator of minimum length (N3);

2)
the <num-levels- group-hierarchy> element of the <broadcast-group> element contains an integer indicating the number levels of group hierarchy for group-broadcast groups; and

3)
the <num-levels-user-hierarchy> element of the <broadcast-group> element contains an integer indicating the number levels of user hierarchy for user-broadcast groups;
In the <on-network> element:

1)
the <private-cancel-timeout> element of the <emergency-call> element contains the timeout value for the cancellation of an in-progress on-network emergency private call;

2)
the <group-time-limit> element of the <emergency-call> element contains the time limit for an in-progress on-network emergency call on an MCPTT group;
3)
the <hang-time> element of the <private-call> element contains the value of the hang timer for on-network private calls;

NOTE:
The hang time is a configurable maximum length of the inactivity (silence) period between consecutive MCPTT transmissions within the same call.
4)
the <max-duration-with-floor-control> element of the <private-call> element contains the maximum duration allowed for an on-network private call with floor control;

5)
the <max-duration-without-floor-control > element of the <private-call> element contains the maximum duration allowed for an on-network private call without floor control;

6)
the <num-levels-priority-hierarchy> element contains a priority hierarchy for determining what participants, participant types, and urgent transmission types shall be granted a request to override an active on-network MCPTT transmission;

7)
the <time-limit> element of the <transmit-time> element contains the transmit time limit in an on-network group or private call transmission;

8)
the <time-warning> element of the <transmit-time> element contains the warning time before the on-network transmit time is reached;

9)
the <hang-time-warning> element contains the warning time before the on-network hang time is reached;

10)
the <depth> element of the <floor-control-queue> element contains the maximum size of the floor control queue; and
11)
the <max-user-request-time> element of the <floor-control-queue> element contains the maximum time for a user's floor control request to be queued;

In the <off-network> element:

1)
the <private-cancel-timeout> element of the <emergency-call> element contains the timeout value for the cancellation of an in-progress off-network emergency private call;

2)
the <group-time-limit> element of the <emergency-call> element contains the time limit for an in-progress off-network emergency call on an MCPTT group;
3)
the <hang-time> element of the <private-call> element contains the value of the hang timer for off-network private calls;

4)
the <max-duration-with-floor-control> element of the <private-call> element contains the maximum duration allowed for an off-network private call with floor control;

5)
the <num-levels-priority-hierarchy> element contains a priority hierarchy for determining what participants, participant types, and urgent transmission types shall be granted a request to override an active off-network MCPTT transmission;

6)
the <time-limit> element of the <transmit-time> element contains the transmit time limit in an off-network group or private call transmission;

7)
the <time-warning> element of the <transmit-time> element contains the warning time before the off-network transmit time is reached;

8)
the <hang-time-warning> element contains the warning time before the off-network hang time is reached;

9)
the <default-prose-per-packet-priority> element contains priority values for off-network calls, for each of the following constituent elements: 

a)
mcptt private call signalling;
b)
mcptt private call media;
c)
mcptt emergency private call signalling; and
d)
mcptt emergency private call media; and
10)
the <allow-log-metadata> element contains one of the following values:

a)
"true" which indicates that logging of metadata for MCPTT group calls, MCPTT private calls and non-call activities from MCPTT UEs operating in off-network mode, is enabled; and

b)
"false" which indicates that logging of metadata for MCPTT group calls, MCPTT private calls and non-call activities from MCPTT UEs operating in off-network mode, is not enabled.

***** End changes *****
