3GPP TSG-CT WG1 Meeting #97
C1-162062
Ljubljana (Slovenia), 11-15 April 2016
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	24.381
	CR
	0002
	rev
	1
	Current version:
	13.0.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Corrections for managing group documents based on group ID

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C1

	
	

	Work item code:
	MCPTT-CT
	
	Date:
	2016-04-13

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	When a GMC wants to fetch or manage an MCPTT group document, the GMC needs to know XCAP URI of the MCPTT Group document.
However, when the MCPTT Group document is defined by another MCPTT user (of the same MCPTT provider or a different MCPTT provider), then the GMC does not know the XCAP URI of the MCPTT Group document. The GMC knows the MCPTT Group ID only.

	
	

	Summary of change:
	For each group document in users tree, an associated group document addressed by a group ID exists in global tree with the document name set to the group ID.
if the GMC accesses an MCPTT group document and the name of the document is an MCPTT Group ID owned by another MCPTT provider, then GMS forwards the HTTP request to the other MCPTT provider.

	
	

	Consequences if not approved:
	Not possible to access MCPTT Group documents defined by other MCPTT users.

	
	

	Clauses affected:
	6.2.2.2 (new), 6.2.2.3 (new), 6.2.4, 6.2.4.1 (new), 6.2.4.2 (new), 7.2.10, 7.2.10.1 (new), 7.2.10.2 (new), 7.2.11, 7.2.11.1 (new), 7.2.11.2 (new), 7.2.12, 7.2.12.1 (new), 7.2.12.2 (new), A.2.1

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** Next change *****
6.2.2.2
Accessing group document by MCPTT ID
If a GC knows an MCPTT ID of the MCPTT user owning a group document, then the GC shall set the Request-URI of an HTTP request to an XCAP URI in users tree where the XUI is set to the MCPTT ID.
6.2.2.3
Accessing group document by group ID

If a GC does not know an MCPTT ID of the MCPTT user owning a group document and the GC knows a group ID defined by the group document, then the GC shall set the Request-URI of an HTTP request to a XCAP URI identifying a group document addressed by a group ID as described in subclause 7.2.10.2, where the group ID is set to the group ID known by GC.
***** Next change *****
6.2.4
Group management server (GMS) procedures

6.2.4.1
General
The GMS shall handle the HTTP request as specified for the HTTP server in annex A of 3GPP TS 24.382 [10].

6.2.4.2
Access to group document of another MCPTT provider
The GMS shall be configured with a group ID routing database. The group ID routing database consists of mapping of a group ID of another MCPTT provider to an XCAP Root URI of the MCPTT provider.
If the GMS receives an HTTP request with Request-URI identifying a group document addressed by a group ID as described in subclause 7.2.10.2 and the group ID in the Request-URI identifies a group of another MCPTT provider, then GMS:

a)
shall derive XCAP root URI of the other MCPTT provider using the group ID routing database and the group ID in the Request-URI;

b)
shall replace the XCAP Root URI of the Request URI with the derived XCAP root URI of the other MCPTT provider;
c)
if the X-3GPP-Asserted-Identity header field is not present in the received HTTP request, shall insert an X-3GPP-Asserted-Identity header field with the identity of the sender of the HTTP request determined as specified in 3GPP TS 24.382 [10]:
d)
if the Authorization header field is present in the received HTTP request, shall remove the Authorization header field from the HTTP request: and

e)
shall forward the HTTP request.
***** Next change *****
7.2.10
Global documents

7.2.10.1
General
Global documents are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Global Documents".
7.2.10.2
Group document addressed by a group ID
A group document addressed by a group ID is a group document:

-
located in a subdirectory of the global tree, with the subdirectory name specified by the groupIDs-subdirectory ANBF rule of table 7.2.10-1; and

-
with the document name set to the group ID.
Table 7.2.10-1: ABNF syntax of names of subdirectories in global directory

groupIDs-subdirectory = %x67.72.6f.75.70.49.44.73 ; "groupIDs"
***** Next change *****
7.2.11
Resource interdependencies

7.2.11.1
General
Resource interdependencies are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Resource interdependencies".
7.2.11.2
Group document addressed by a group ID
The following applies for a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID identifies a group defined in the GMS:

a)
a group document addressed by a group ID shall be associated with a group document in the users tree of a particular user which defines the group ID;
b)
a group document addressed by a group ID shall exist for each associated group document in the users tree;
c)
a group document addressed by a group ID shall have the same content as the associated group document in the users tree;
d)
GMS shall create a group document addressed by a group ID when the associated group document in the users tree is created;
e)
modification of a group document addressed by a group ID shall result in the same modification of the associated group document in the users tree; and
f)
removal of a group document addressed by a group ID shall result in removal of the associated group document in the users tree.
The following applies for a group document addressed by a group ID where the group ID identifies a group of another MCPTT provider:

a)
GMS forwards a XCAP request for management of a group document addressed by a group ID towards the other MCPTT provider.
***** Next change *****
7.2.12
Authorization policies

7.2.12.1
General
Authorization policies are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Authorization policies".
None is authorized to insert, delete, and modify a <temporary> element of a <list-service> element of an existing MCPTT group.

None is authorized to remove a group document containing a <regrouped> element of a <list-service> element of an MCPTT group

Only a GMS is allowed to add and remove a <regrouped> element in the <list-service> element of an existing MCPTT group.

7.2.12.2
Group document addressed by a group ID
Authorizations for management of a group document addressed by a group ID as described in subclause 7.2.10.2 are the same authorizations for management of the associated group document in the users tree.

***** Next change *****
A.2.1
GMC creating a MCPTT group on behalf of MCPTT user served by the GMC

Figure A.2.1-1 shows a flow for a group management client GMC-1 creating an MCPTT group in a group management server GMS-1 on behalf of user-1 served by the GMC-1.

Document name of the MCPTT group is groupdocument1.xml.

The MCPTT group is a disabled pre-arranged MCPTT group with maximum of 10 participants, with group-priority of 5 and with display name "My conference display name".

The MCPTT group members are the user-1, a user-2 and a user-3. The user-1 and the user-2 are required MCPTT group members.

The MCPTT user identity of the user-1 is sip:user1@example.com, the MCPTT user identity of the user-2 is sip:user2@example.com, and the MCPTT user identity of the user-3 is sip:user3@example.com. The group document indicates a display name for each member.

The user-priority of the user-1 is 10, the user-priority of the user-2 is 20, and the user-priority of the user-3 is 30.

The XUI of the user-1 is the same as the MCPTT user identity of the user-1.

The members of the MCPTT group are allowed to initiate the MCPTT group session, are allowed to join the MCPTT group session, are allowed to request an MCPTT-emergency call on the MCPTT group, are allowed to request an imminent peril call on the MCPTT group and are allowed to request an MCPTT-emergency alert on the MCPTT group.

The GMC-1 proposes that the MCPTT group identity of the MCPTT group is sip:GMCproposedMCPTTGroupID@example.com, but the GMS-1 decides that the MCPTT group identity of the MCPTT group is sip:GMSdecidedMCPTTGroupID@example.com.

The hostname of GMS-1 is gms1.example.com.
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Figure A.2.1-1: GMC-1 creating a MCPTT group in GMS-1 on behalf of user served by the GMC-1

The details of the flows are as follows:

1)
GMC-1 sends an HTTP PUT request shown in table A.2.1-1 to the GMS-1.

Table A.2.1-1: first HTTP PUT request

	PUT /org.openmobilealliance.groups/users/sip:user1@example.com/groupdocument1.xml HTTP/1.1

Host: gms1.example.com

Content-Type: application/vnd.oma.poc.groups+xml; charset="utf-8"
<?xml version="1.0" encoding="UTF-8"?>

<group

  xmlns="urn:oma:xml:poc:list-service"

  xmlns:rl="urn:ietf:params:xml:ns:resource-lists"

  xmlns:cp="urn:ietf:params:xml:ns:common-policy"

  xmlns:ocp="urn:oma:xml:xdm:common-policy"

  xmlns:oxe="urn:oma:xml:xdm:extensions"

  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"

  >

  <list-service uri="sip:GMCproposedMCPTTGroupID@example.com">

    <display-name xml:lang="en-us">My conference display name</display-name>

    <list>

      <entry uri="sip:user1@example.com">

        <rl:display-name>User 1</rl:display-name>

        <mcpttgi:required/>

        <mcpttgi:user-priority>10</mcpttgi:user-priority>

      </entry>

      <entry uri="sip:user2@example.com">

        <rl:display-name>User 2</rl:display-name>

        <mcpttgi:required/>

        <mcpttgi:user-priority>20</mcpttgi:user-priority>

      </entry>

      <entry uri="sip:user3@example.com">

        <rl:display-name>User 3</rl:display-name>

        <mcpttgi:user-priority>30</mcpttgi:user-priority>

      </entry>

    </list>

    <invite-members>true</invite-members>

    <max-participant-count>10</max-participant-count>

    <cp:ruleset>

      <cp:rule id="a7c">

        <cp:conditions>

          <is-list-member/>

        </cp:conditions>

        <cp:actions>

          <allow-initiate-conference>true</allow-initiate-conference>

          <join-handling>true</join-handling>

          <mcpttgi:allow-MCPTT-emergency-call>true</mcpttgi:allow-MCPTT-emergency-call>

          <mcpttgi:allow-imminent-peril-call>true</mcpttgi:allow-imminent-peril-call>

          <mcpttgi:allow-MCPTT-emergency-alert>true</mcpttgi:allow-MCPTT-emergency-alert>

        </cp:actions>

      </cp:rule>

    </cp:ruleset>

    <oxe:supported-services>

     <oxe:service enabler="g.3gpp.mcptt">

      <oxe:group-media>

       <mcpttgi:mcptt-speech/>

      </oxe:group-media>

     </oxe:service>

    </oxe:supported-services>

    <mcpttgi:disabled/>

    <mcpttgi:group-priority>5</mcpttgi:group-priority>

  </list-service>

</group>


2)
GMS-1 rejects the HTTP PUT request with HTTP 409 (Conflict) response shown in table A.2.1-2.

Table A.2.1-2: HTTP 409 (Conflict) response to HTTP PUT request

	HTTP/1.1 409 Conflict

Content-Type: application/xcap-error+xml; charset="utf-8"

<?xml version="1.0" encoding="UTF-8"?>

<xcap-error xmlns="urn:ietf:params:xml:ns:xcap-error">

  <uniqueness-failure phrase="URI constraint violated">

    <exists field="group/list-service/@uri">

      <alt-value>sip:GMSdecidedMCPTTGroupID@example.com</alt-value>

    </exists>

  </uniqueness-failure>

</xcap-error>


3)
GMC-1 sends an HTTP PUT request to the GMS-1. The HTTP PUT request is the same as shown in table A.2.1-3 with exception of the value of the "uri" attribute of the <list-service> element of the <group> root element. The "uri" attribute contains sip:correctMCPTTGroupID@example.com.

4)
GMS-1 creates the MCPTT group document so that it is accessible using the XCAP URIs http://gms1.example.com/org.openmobilealliance.groups/users/sip:user1@example.com/groupdocument1.xml and http://gms1.example.com/org.openmobilealliance.groups/global/groupIDs/sip:GMSdecidedMCPTTGroupID@example.com. 


GMS-1 accepts the HTTP PUT request with HTTP 201 (Created) response.
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