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***** First change *****
5.2.1.1
UE-initiated addition of GERAN or UTRAN
If the NBIFOM applies to a PDN connection, then upon request to add GERAN or UTRAN to the PDN connection, the UE shall initiate the PDP context activation procedure according to 3GPP TS 24.008 [3].
In the ACTIVATE PDP CONTEXT REQUEST message of the PDP context activation procedure:

a)
the UE shall include the APN IE set to the APN indicated when the PDN connection was setup in subclause 5.1.1;

b)
the UE shall set the request type IE to "handover";
c)
the UE shall include the protocol configuration options IE. In the protocol configuration options IE, the UE shall include the NBIFOM request indicator; and

d)
the UE shall include the NBIFOM container IE. In the NBIFOM container IE:

1)
if the UE-initiated NBIFOM mode is the selected NBIFOM mode:

A)
the UE may include the NBIFOM routing rules parameter; and

B)
the UE shall include the NBIFOM default access parameter.

Upon receiving an ACTIVATE PDP CONTEXT ACCEPT message with the NBIFOM container IE containing the NBIFOM status parameter set to "Accepted":

a)
the UE shall consider that GERAN or UTRAN is added to the PDN connection;

b)
the UE shall consider the NBIFOM default access parameter of the NBIFOM container IE of the ACTIVATE PDP CONTEXT ACCEPT message as the NBIFOM default access; and

c)
if the network-initiated NBIFOM mode is the selected NBIFOM mode, and the NBIFOM RAN rules handling parameter of the NBIFOM container IE of the ACTIVATE PDP CONTEXT ACCEPT message is included and has the "RAN rules handling parameter is set" value, then the UE shall consider that the RAN rules handling parameter is set.
5.2.1.2
UE-initiated addition of E-UTRAN
If the NBIFOM applies to a PDN connection, then upon request to add E-UTRAN to the PDN connection, the UE shall initiate the UE requested PDN connectivity procedure according to 3GPP TS 24.301 [4].
In the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message, of the UE requested PDN connectivity procedure:

a)
the UE shall include the APN IE set to the APN indicated when the PDN connection was setup in subclause 5.1.1;

b)
the UE shall set the request type IE to "handover";
c)
the UE shall include the protocol configuration options IE. In the protocol configuration options IE, the UE shall include the NBIFOM request indicator; and

d)
the UE shall include the NBIFOM container IE. In the NBIFOM container IE:

1)
if the UE-initiated NBIFOM mode is the selected NBIFOM mode:

A)
the UE may include the NBIFOM routing rules parameter; and

B)
the UE shall include the NBIFOM default access parameter.

Upon receiving an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the NBIFOM container IE containing the NBIFOM status parameter set to "Accepted":

a)
the UE shall consider that E-UTRAN is added to the PDN connection;

b)
the UE shall consider the NBIFOM default access parameter of the NBIFOM container IE of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message as the NBIFOM default access; and

c)
if the network-initiated NBIFOM mode is the selected NBIFOM mode, and the NBIFOM RAN rules handling parameter of the NBIFOM container IE of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is included and has the "RAN rules handling parameter is set" value, then the UE shall consider that the RAN rules handling parameter is set.
5.2.1.3
UE-initiated addition of trusted WLAN using SCM

If the NBIFOM applies to a PDN connection, then upon request to add trusted WLAN using SCM to the PDN connection, the UE shall initiate the usage of single-connection mode procedure according to 3GPP TS 24.302 [5] subclause 6.4.2.6.2.
In the AT_TWAN_CONN_MODE attribute with the message type field set to SCM_REQUEST and included in the EAP-Response/AKA'-Challenge message of the usage of single-connection mode procedure:

a)
the UE shall set the CONNECTIVITY_TYPE item set to the PDN connection;

b)
the UE shall set the APN item to the APN indicated when the PDN connection was setup in subclause 5.1.1;

c)
the UE shall set the ATTACHMENT_TYPE item set to the handover; and

d)
the UE shall include the protocol configuration options item. In the protocol configuration options item, the UE shall include the NBIFOM request indicator.

Upon receiving an EAP-Request/AKA'-Notification message:

a)
including the AT_NOTIFICATION attribute indicating success; and

b)
including the AT_TWAN_CONN_MODE attribute:

1)
containing the message type field indicating SCM_RESPONSE;
2)
in the item list field containing the PROTOCOL_CONFIGURATION_OPTIONS item including the NBIFOM accepted indicator as defined in 3GPP TS 24.008 [3]:

the UE shall consider that the trusted WLAN using SCM is added to the PDN connection.

5.2.1.4
UE-initiated addition of trusted WLAN using MCM
If the NBIFOM applies to a PDN connection, then upon request to add trusted WLAN using MCM to the PDN connection, the UE shall initiate the PDN connectivity establishment procedure according to 3GPP TS 24.244 [6].
In the PDN CONNECTIVITY REQUEST message of the PDN connectivity establishment procedure:

a)
the UE shall include the APN IE set to the APN indicated when the PDN connection was setup in subclause 5.1.1;

b)
the UE shall set the request type IE to the "handover";
c)
the UE shall include the protocol configuration options IE. In the protocol configuration options IE, the UE shall include the NBIFOM request indicator; and

d)
the UE shall include the NBIFOM container IE. In the NBIFOM container IE:

1)
if the UE-initiated NBIFOM mode is the selected NBIFOM mode:

A)
the UE may include the NBIFOM routing rules parameter; and

B)
the UE shall include the NBIFOM default access parameter.

Upon receiving a PDN CONNECTIVITY ACCEPT message with the NBIFOM container IE containing the NBIFOM status parameter set to "Accepted":

a)
the UE shall consider that trusted WLAN using MCM is added to the PDN connection; and

b)
the UE shall consider the NBIFOM default access parameter of the NBIFOM container IE of the PDN CONNECTIVITY ACCEPT message as the NBIFOM default access.
5.2.1.5
UE-initiated addition of untrusted WLAN
If the NBIFOM applies to a PDN connection, then upon request to add untrusted WLAN access to the PDN connection, the UE shall initiate the tunnel establishment procedure according to 3GPP TS 24.302 [5].
In the IKE_AUTH request message of the tunnel establishment procedure:

a)
the UE shall set the IDr payload to the APN indicated when the PDN connection was setup in subclause 5.1.1; 
b)
the UE shall include the CFG_REQUEST configuration payload. In the CFG_REQUEST configuration payload, the UE shall include the INTERNAL_IP4_ADDRESS attribute, the INTERNAL_IP6_ADDRESS attribute or both, indicating the IP address(es) allocated when the PDN connection was setup in subclause 5.2.1; and

c)
the UE shall include the NBIFOM_GENERIC_CONTAINER Notify payload. In the NBIFOM_GENERIC_CONTAINER Notify payload:

A)
if the UE-initiated NBIFOM mode is the selected NBIFOM mode:

i)
the UE may include the NBIFOM routing rules parameter; and

ii)
the UE shall include the NBIFOM default access parameter.

NOTE:
Inclusion of the NBIFOM_GENERIC_CONTAINER Notify payload is an implicit indication of the NBIFOM request. 
Upon receiving an IKE_AUTH response message without a Notify payload indicating an error, and with the NBIFOM_GENERIC_CONTAINER Notify payload containing the NBIFOM status parameter set to "Accepted":

a)
the UE shall consider that untrusted WLAN access is added to the PDN connection; and

b)
the UE shall consider the NBIFOM default access parameter of the NBIFOM_GENERIC_CONTAINER Notify payload of the IKE_AUTH response message as the NBIFOM default access.
***** Second change *****
5.5.1.1
UE-initiated IP flow mapping over GERAN or UTRAN

If the NBIFOM applies to a PDN connection, the PDN connection is connected simultaneously over GERAN or UTRAN and WLAN, and the network-initiated NBIFOM mode is the selected NBIFOM mode, then upon request to initiate UE-initiated IP flow mapping over GERAN or UTRAN, the UE shall initiate the PDP context modification procedure according to 3GPP TS 24.008 [3].

In the MODIFY PDP CONTEXT REQUEST message of the PDP context modification procedure, the UE shall include the NBIFOM container IE. In the NBIFOM container IE, the UE shall include the NBIFOM IP flow mapping parameter.

NOTE:
If a MODIFY PDP CONTEXT ACCEPT message is received, network can provide routing rules updated based on the NBIFOM IP flow mapping parameter using the network-initiated IP flow mobility over GERAN or UTRAN described in subclause 5.3.1.6.
Upon receiving a MODIFY PDP CONTEXT REJECT message, the UE shall consider the NBIFOM status parameter of the NBIFOM container IE of the MODIFY PDP CONTEXT REJECT message as the cause of failure.
***** Third change *****
5.6.1.1
Usability change over GERAN or UTRAN

If the NBIFOM applies to a PDN connection, the PDN connection is connected simultaneously over GERAN or UTRAN and WLAN, the network-initiated NBIFOM mode is the selected NBIFOM mode, and:

a)
the 3GPP access has been unusable and the UE detects that the 3GPP access becomes usable;

b)
the trusted WLAN using SCM has been usable and the UE detects that the trusted WLAN using SCM becomes unusable;

c)
the trusted WLAN using MCM has been usable and the UE detects that the trusted WLAN using MCM becomes unusable;

d)
the untrusted WLAN has been usable and the UE detects that the untrusted WLAN becomes unusable; or

e)
the trusted WLAN using SCM has been unusable and the UE detects that the trusted WLAN using SCM becomes usable;

then the UE shall initiate the PDP context modification procedure according to 3GPP TS 24.008 [3].

In the MODIFY PDP CONTEXT REQUEST message of the PDP context modification procedure, the UE shall include the NBIFOM container IE. In the NBIFOM container IE, the UE shall include the NBIFOM access usability indication.

NOTE:
If a MODIFY PDP CONTEXT ACCEPT message is received, network can provide routing rules updated based on the NBIFOM access usability indication parameter using the network-initiated IP flow mobility over GERAN or UTRAN described in subclause 5.3.1.6.
Upon receiving a MODIFY PDP CONTEXT REJECT message, the UE shall consider the NBIFOM status parameter of the NBIFOM container IE of the MODIFY PDP CONTEXT REJECT message as the cause of failure.
***** Forth change *****
5.7.1.1
RAN rule indication via GERAN or UTRAN

If the NBIFOM applies to a PDN connection, the network-initiated NBIFOM mode is the selected NBIFOM mode, the RAN rules control the WLAN access selection and traffic routing as described in 3GPP TS 24.302 [5], the RAN rules handling parameter is set and:

a)
the PDN connection is connected simultaneously over GERAN or UTRAN and over trusted WLAN using SCM, the move-traffic-to-WLAN indication specified in 3GPP TS 24.302 [5] is received from the access stratum layer of the 3GPP access, and the Local Operating Environment Information in the UE does not contain non-radio-related conditions that prohibit the use of WLAN access; or
b)
the PDN connection is connected simultaneously over GERAN or UTRAN and WLAN, and the move-traffic-from-WLAN indication specified in 3GPP TS 24.302 [5] is received from the access stratum layer of the 3GPP access;

then the UE shall initiate the PDP context modification procedure according to 3GPP TS 24.008 [3].

NOTE 1:
The WLAN offload indication information element described in 3GPP TS 24.301 [4] and 3GPP TS 24.008 [3] does not influence execution of the RAN rule indication via GERAN or UTRAN. 
In the MODIFY PDP CONTEXT REQUEST message of the PDP context modification procedure, the UE shall include the NBIFOM container IE. In the NBIFOM container IE, the UE shall include the NBIFOM RAN rules status parameter with value indicating the indication received from the access stratum layer of the 3GPP access.

NOTE 2:
If a MODIFY PDP CONTEXT ACCEPT message is received, network can provide routing rules updated based on the NBIFOM RAN rules status parameter using the network-initiated IP flow mobility over GERAN or UTRAN described in subclause 5.3.1.6.
Upon receiving a MODIFY PDP CONTEXT REJECT message, the UE shall consider the NBIFOM status parameter of the NBIFOM container IE of the MODIFY PDP CONTEXT REJECT message as the cause of failure.
***** End of changes *****
