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1. Introduction
The purpose of this p-CR is to define a new IKEv2 notify payload message type and specify how to use it during the UE-initiated IP flow mobility procedure. It is used to indicate the IKEv2 request message is for NBIFOM routing rule request.
2. Reason for Change
UE-initiated IKE INFORMATIONAL exchange signallings between the UE and ePDG are used to perform the following procedures as specified in 3GPP TS 23.161:
1) UE-initiated NBIFOM IP flow mobility procedure;

2) IP flow mapping procedure;
3) access usability change procedure; and
4) RAN rule indictation procedure.
For UE-initiated NBIFOM IP flow mobility procedure, the call flow is described as figure 1 below. For IP flow mapping/ access usability change/ RAN rule indictation procedure, the call flow is described as figure 2 below.
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Fgure 1: UE-initiated IP flow mobility procedure
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Fgure 2: UE-initiated IP flow mapping/RAN rule indication/access usability change procedure

As described above, the difference between these two call flows can be identified.
In figure 1, the ePDG just needs to send an INFORMATIONAL response message to confirm UE routing rule request.

In figure 2, the ePDG needs to initiate another INFORMANTIONAL request to forward the updated routing rule request from the network in addition to the INFORMATIONAL response message for the request from UE (step 2).

Since all the NBIFOM related parameters (except NBIFOM request) are defined in the NBIFOM_GENERIC_CONTAINER configuration attribute (for IKEv2) and the NBIFOM container IE (for GTP) which are transparent to the ePDG, the ePDG is not able to distinguish the different procedures above.
3. Conclusions

As explained the issue above, it is proposed to define a new notify message type for ePDG to identify the NBIFOM procedure. Since ePDG just behaves differently in UE-initiated IP flow mapping procedure comparing with other three procedures, inclusion of the NBIFOM routing rule notify payload is suffient for the ePDG to learn the how to behave correctly.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.161 v1.0.0.
* * * First Change * * * *
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* * * Next Change * * * *

5.4.1.5
UE-initiated IP flow mobility over untrusted WLAN

If the PDN connection is connected simultaneously over two accesses, and the UE-initiated NBIFOM mode is the selected NBIFOM mode, then upon request to initiate UE-initiated IP flow mobility over untrusted WLAN access, the UE shall initiate the UE-initiated modification procedure according to 3GPP TS 24.302 [5].
In the INFORMATIONAL request of the UE-initiated modification procedure, the UE shall include the CFG_REQUEST configuration payload and the NBIFOM routing rule notify payload (as specified in the subcluase 6.x). In the CFG_REQUEST configuration payload, the UE shall include the NBIFOM_GENERIC_CONTAINER configuration attribute. In the NBIFOM_GENERIC_CONTAINER configuration attribute, the UE shall include the NBIFOM routing rules parameter.

Upon receiving an INFORMATIONAL response of the tunnel establishment, with the CFG_REPLY configuration payload containing the NBIFOM_GENERIC_CONTAINER configuration attribute containing the NBIFOM status parameter set to "Accepted", the UE shall consider that the UE-initiated IP flow mobility over untrusted WLAN access is successful.
* * * Next Change * * * *
5.4.2.5
UE-initiated IP flow mobility over untrusted WLAN

If the ePDG receives an INFORMATIONAL request message including:
a) NBIFOM_GENERIC_CONTAINER configuration attribute in the CFG_REQUEST configuration payload; and
b) NBIFOM routing rule notify payload (as specified in the subcluase 6.x);
the ePDG shall consider that it is a UE-initiated IP flow mobility procedure and hehave as specified in subclause 6.3.3.3 of 3GPP TS 23.161 [2].
After the reception of the  message including NBIFOM container IE from the PDN GW as specified in 3GPP TS 29.274 [7],
a)
the ePDG shall construct the NBIFOM_GENERIC_CONTAINER configuration attribute as specified in 3GPP TS 24.302 [5] and copy the NBIFOM container contents from the NBIFOM container IE into the NBIFOM container contents field of the NBIFOM_GENERIC_CONTAINER configuration attribute; and

b)
the ePDG shall include the NBIFOM_GENERIC_CONTAINER configuration attribute in the CFG_REPLY configuration payload of the INFORMATIONAL response message to the UE.
* * * Next Change * * * *

6.x
NBIFOM routing rule notify payload
The format of the NBIFOM routing rule notify payload is shown in figure 6.x-1.

The NBIFOM routing rule notify payload message type is xxxx. The length of the NBIFOM routing rule notify payload is 4 octets. The NBIFOM routing rule notify payload is used to indicate the NBIFOM routing rule request.
The other fields are defined by IETF RFC 7296 [a].
Editor’s note:

The NBIFOM routing rule notify payload message type is FFS and will be assigned by IANA
	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3-4


Figure 6.x-1: NBIFOM routing rule notify payload format

NOTE:
As the notify payload notifies information relating to an IKE_SA, SPI Size field is set to 0 and there is no Security Parameter Index field.
* * * End of Changes * * * *
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