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1. Introduction

<Introduction part >

2. Reason for Change

The affiliation is not covered in 3GPP TS 24.379 yet.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v1.0.0.
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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

MCPTT speech: conversational audio media used in mission critical push to talk systems as defined by 3GPP TS 22.179 [2] and 3GPP TS 23.179 [3].

Media-floor control entity: A media control resource shared by participants in an MCPTT session, controlled by a state machine to ensure that only one participant can access the media resource at the same time.

An MCPTT user is affiliated to an MCPTT group: the MCPTT user is listed as a member of the MCPTT group in the MCPTT group document, the MCPTT server owning the MCPTT group has authorized the MCPTT user's interest in the MCPTT group and the MCPTT server serving the MCPTT user has authorized the MCPTT user's interest in the MCPTT group.

An MCPTT user is affiliated to an MCPTT group at an MCPTT client: the MCPTT user is affiliated to the MCPTT group, the MCPTT client has a registered IP address for an IMPU related to the MCPTT ID, and the MCPTT server serving the MCPTT user has authorized the MCPTT user's interest in the MCPTT group at the MCPTT client.
Identifier of an MCPTT client of an MCPTT user: MCPTT ID with "target" parameter specified in IETF RFC 4458 [rfc4458] set to value of the Instance ID specified in 3GPP TS 24.229 [4] of the UE of the MCPTT client.
Affiliation status: applies for an MCPTT user to an MCPTT group and has one of the following states:

a)
the "not-affiliated" state indicating that the MCPTT user is not interested in the MCPTT group and the MCPTT user is not affiliated to the MCPTT group;

b)
the "affiliating" state indicating that the MCPTT user is interested in the MCPTT group but the MCPTT user is not affiliated to the MCPTT group yet. This state cannot be sent towards GMS;

c)
the "affiliated" state indicating that the MCPTT user is affiliated to the MCPTT group and there was no indication that MCPTT user is no longer interested in the MCPTT group; and

d)
the "deaffiliating " state indicating that the MCPTT user is no longer interested in the MCPTT group but the MCPTT user is still affiliated to the MCPTT group. This state cannot be sent towards GMS.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:

MCPTT emergency alert

MCPTT emergency group call

MCPTT emergency state

In-progress emergency

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.179 [3] apply:
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9
Affiliation

Editor's Note: Currently this subclause is proposed to cover affiliation requirements, see 3GPP TS 22.179 [2] subclause 5.1.5
9.1
General
Editor's note: MCPTT ID and MCPTT Group ID hiding is FFS
The affiliation description consists of procedures and coding.
9.2
Procedures
9.2.1
MCPTT client procedures
9.2.1.1
General
The MCPTT client procedures consist of:

-
an affiliation status change procedure; and

-
an affilication status determination procedure.
9.2.1.2
Affiliation status change procedure
In order;

-
to indicate that an MCPTT user is interested in one or more MCPTT group(s) at an MCPTT client;
-
to indicate that the MCPTT user is no longer interested in one or more MCPTT group(s) at the MCPTT client;
-
to refresh indication of an MCPTT user interest in one or more MCPTT group(s) at an MCPTT client due to near expiration of the expiration time of an MCPTT group with the affiliation status set to the "affiliated" state received in a SIP NOTIFY request in subsclause 9.2.1.3; or
-
any combination of the above;
the MCPTT client shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [rfc3903] and IETF RFC 4354 [rfc4354]. In the SIP PUBLISH request, the MCPTT client:
1)
shall set the Request-URI to the MCPTT ID of the MCPTT user;
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
shall set the Event header field to the 'poc-settings' value;

5)
if the MCPTT user is interested in at least one MCPTT group at the MCPTT client, shall set the Expires header field according to IETF RFC 3903 [52], to 4294967295;
NOTE:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
6)
if the MCPTT user is no longer interested in any MCPTT group at the MCPTT client, shall set the Expires header field according to IETF RFC 3903 [52], to zero; and
7)
shall include an application/poc-settings+xml MIME body indicating interest of an MCPTT user in MCPTT group(s) at an MCPTT client according to subclause 9.2.3.2. The MCPTT client shall include all MCPTT groups where the MCPTT user indicate its interest and, unless the MCPTT user has indicated otherwise, the MCPTT client shall also include any other MCPTT groups indicated with the "affiliated" affiliation status or the "affiliating" affiliation status in a SIP NOTIFY request received in subclause 9.2.1.3. The MCPTT client shall not include the "status" attribute and the "expires" attribute in the <group> element.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

9.2.1.3
Affilication status determination procedure
In order to discover MCPTT groups which the MCPTT user at an MCPTT client is affiliated to, the MCPTT client shall generate an initial SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], IETF RFC 4354 [rfc4354] and IETF RFC 4660 [rfc4660]. In the SUBSCRIBE request, the MCPTT client:
1)
shall set the Request-URI to the MCPTT ID of the MCPTT user;
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
shall set the Event header field to the 'poc-settings' value;

5)
shall include an Accept header field containing the "application/poc-settings+xml" MIME type;

6)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;
NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
7)
if the MCPTT client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and
8)
shall include an application/simple-filter+xml MIME body constructed according to subclause 9.2.3.3.
In order to re-subscribe or de-subscribe, the MCPTT client shall generate a in-dialog SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], IETF RFC 4354 [rfc4354]. In the SUBSCRIBE request, the MCPTT client:
1)
shall set the Event header field to the 'poc-settings' value;

2)
shall include an Accept header field containing the "application/poc-settings+xml" MIME type;

3)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295; and
NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
4)
if the MCPTT client wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero.

Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 6665 [rfc6665] and IETF RFC 4354 [rfc4354], if SIP NOTIFY request contains an application/poc-settings+xml MIME body indicating interest of an MCPTT user in MCPTT group(s) at an MCPTT client constructed according to subclause 9.2.3.2, then the MCPTT client shall determine affiliation status for each MCPTT group in the application/poc-settings+xml MIME body.
9.2.2
MCPTT server procedures
9.2.2.1
General

The MCPTT server procedures consist of:

-
procedures of MCPTT server serving the MCPTT user; and

-
procedures of MCPTT server owning the MCPTT group.
9.2.2.2
Procedures of MCPTT server serving the MCPTT user
9.2.2.2.1
General

The procedures of MCPTT server serving the MCPTT user consist of:

-
a receiving affiliation status change from MCPTT client procedure;
-
a sending affiliation status change towards MCPTT server owning MCPTT group procedure;
-
a receiving subscription to affiliation status procedure; and

-
a sending notification of change of affiliation status procedure.
9.2.2.2.2
Stored information
The MCPTT server shall maintain a list-L0.
In each entry of the list-L0, the MCPTT server shall maintain:

1)
MCPTT ID. This field uniquely identifies the entry in the list-L0; and
2)
list-L1.
The list-L0 contains one entry for each served MCPTT ID.
In each entry of the list-L1 of an MCPTT ID, the MCPTT server shall maintain:
1)
MCPTT group ID. This field uniquely identifies the entry in the list-L1 of the MCPTT ID;
2)
the affiliation status;

3)
list-L2; and
4)
list-L1 entry expiration time.
In each entry of the list-L2 of the MCPTT ID and the MCPTT group ID, the MCPTT server shall maintain:

1)
an identifier of MCPTT client of an MCPTT user such that the MCPTT user is interested in the MCPTT group at the MCPTT client. This field uniquely identifies the entry in the list-L2 of the MCPTT ID and the MCPTT group ID; and

2)
list-L2 entry expiration time.
9.2.2.2.3
Receiving affiliation status change from MCPTT client procedure
Upon receiving a SIP PUBLISH request such that:
1)
Request-URI of the SIP PUBLISH request identifies a served MCPTT user;
2)
an Accept-Contact header field of the SIP PUBLISH request contains the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
the Event header field of the SIP PUBLISH request contains the 'poc-settings' event type; and
4)
SIP PUBLISH request contains an application/poc-settings+xml MIME body indiciating indicating interest of an MCPTT user in MCPTT group(s) at an MCPTT client according to subclause 9.2.3.2;
then the MCPTT server:

1)
if the Request-URI of the SIP PUBLISH request identifies an MCPTT user other than the P-Asserted-Identity of the SIP PUBLISH request, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps;
2)
shall consider the "id" attribute of the <entity> element of the application/poc-settings+xml MIME body of the SIP PUBLISH request as the identifier of the MCPTT client of the MCPTT user;
3)
shall identify the MCPTT ID in the identifier of the MCPTT client of the MCPTT user;
4)
if the Request-URI of the SIP PUBLISH request identifies an MCPTT user other than the MCPTT ID, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps;
5)
if the Expires header field of the SIP PUBLISH request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP PUBLISH request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
6)
if the Expires header field of the SIP PUBLISH request has nonzero value, shall set the candidate expiration time to a value between 2592000 and the value of the Expires header field of the SIP PUBLISH request; and
7)
if the Expires header field of the SIP PUBLISH request has zero value, shall set the candidate expiration time to zero; and
8)
shall consider the list-L1 stored for the MCPTT ID in an entry of the list-L0 described in subclause 9.2.2.2.2 as current-list-L1;
9)
if the candidate expiration time is nonzero, constructs candidate-list-L1 as follows:

A)
for each MCPTT group ID which has an entry in current-list-L1 and which is indicated in a <group> element of the <affiliations> element of the <entity> element of the application/poc-settings+xml MIME body of the SIP PUBLISH request:
i)
shall copy the MCPTT group entry of the current-list-L1 into a new entry of the candidate-list-L1;

ii)
if the list-L2 of the MCPTT group entry of the current-list-L1 does not include the identifier of the MCPTT client of the MCPTT user, shall add the identifier of the MCPTT client of the MCPTT user to the list-L2 of the new entry; and
iii)
shall set the list-L2 entry expiration time for the identifier of the MCPTT client of the MCPTT user in list-L2 of the new entry to the candidate expiration time; and
B)
for each MCPTT group ID which has an entry in current-list-L1 and which is not indicated in any <group> element of the <affiliations> element of the <entity> element of the application/poc-settings+xml MIME body of the SIP PUBLISH request:
i)
shall copy the MCPTT group entry of the current-list-L1 into a new entry of the candidate-list-L1;

ii)
if the list-L2 of the new entry includes the identifier of the MCPTT client of the MCPTT user and includes an identifier of another MCPTT client of the MCPTT user, then shall remove the identifier of the MCPTT client of the MCPTT user from the list-L2 of the new entry;

iii)
if the list-L2 of the new entry includes the identifier of the MCPTT client of the MCPTT user and does not include any identifier of another MCPTT client of the MCPTT user:

a)
shall set the affiliation status of the new entry to the "de-affiliating" state;
b)
shall set the list-L1 entry expiration time of the new entry to twice the value of timer F; and
c)
shall set the list-L2 entry expiration time for the identifier of the MCPTT client of the MCPTT user in list-L2 of the new entry to twice the value of timer F; and
C)
for each MCPTT group ID which does not have an entry in current-list-L1 and which is indicated in a <group> element of the <affiliations> element of the <entity> element of the application/poc-settings+xml MIME body of the SIP PUBLISH request:
i)
shall add an new entry in the candidate-list-L1 for the MCPTT group ID;
ii)
shall set the affiliation status of the new entry to the "affiliating" state;

iii)
shall add the identifier of the MCPTT client of the MCPTT user to the list-L2 of the new entry;
iv)
shall set the list-L1 entry expiration time of the new entry to twice the value of timer F; and
v)
shall set the list-L2 entry expiration time for the identifier of the MCPTT client of the MCPTT user in list-L2 of the new entry to the candidate expiration time;

10)
if the candidate expiration time is zero, constructs candidate-list-L1 as follows:

A)
for each MCPTT group ID which has an entry in current-list-L1:
i)
shall copy the MCPTT group entry of the current-list-L1 into a new entry of the candidate-list-L1;

ii)
if the list-L2 of the new entry includes the identifier of the MCPTT client of the MCPTT user and includes an identifier of another MCPTT client of the MCPTT user, then shall remove the identifier of the MCPTT client of the MCPTT user from the list-L2 of the new entry;

iii)
if the list-L2 of the new entry includes the identifier of the MCPTT client of the MCPTT user and does not include any identifier of another MCPTT client of the MCPTT user:

a)
shall set the affiliation status of the new entry to the "de-affiliating" state;
b)
shall set the list-L1 entry expiration time of the new entry to twice the value of timer F; and

c)
shall set the list-L2 entry expiration time for the identifier of the MCPTT client of the MCPTT user in list-L2 of the new entry to twice the value of timer F; and
11)
if the amount of entries in the candidate-list-L1 with the affiliation status set to the "affiliating" state or the "affiliated" state is bigger than N2 value of the user, shall reject the SIP PUBLISH request with SIP 400 (Bad request) response according to 3GPP TS 24.229 [4], IETF RFC 3903 [rfc3903] and IETF RFC 4354 [rfc4354] and skip the rest of the steps;

12)
shall respond with SIP 200 (OK) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [rfc3903] and IETF RFC 4354 [rfc4354]. In the SIP 200 (OK) response, the MCPTT server:

a)
shall set the Expires header field according to IETF RFC 3903 [52], to the candidate expiration time;
13)
for each MCPTT group ID which does not have an entry in the current-list-L1 and which has an entry in the candidate-list-L1, shall send an affiliation request towards MCPTT server owning the MCPTT group according to subclause 9.2.2.2.4;
14)
for each MCPTT group ID which has an entry in the current-list-L1 with the affiliation status set to the "affiliated" state and which has an entry in the candidate-list-L1 with the affiliation status set to the "de-affiliating" state, shall send an de-affiliation request towards MCPTT server owning the MCPTT group according to subclause 9.2.2.2.4; and
15)
shall replace the list-L1 stored for the MCPTT ID in an entry of the list-L0 described in subclause 9.2.2.2.2 with the candidate-list-L1.
9.2.2.2.4
Sending affiliation status change towards MCPTT server owning MCPTT group procedure
In order:
-
to send an affiliation request of an MCPTT ID to an MCPTT group ID;
-
to send an de-affiliation request of an MCPTT ID from an MCPTT group ID; or
-
to send an affiliation request of an MCPTT ID to an MCPTT group ID due to near expiration of the list-L1 entry expiration time of an entry of an MCPTT group ID with the affiliation status set to the "affiliated" state in the list-L1 stored for an MCPTT ID in an entry of the list-L0 described in subclause 9.2.2.2.2;
the MCPTT server shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [rfc3903] and IETF RFC 4354 [rfc4354]. In the SIP PUBLISH request, the MCPTT server:
1)
shall set the Request-URI to the MCPTT group ID;
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];

4)
shall set the Event header field to the 'poc-settings' value;

5)
if sending an affiliation request, shall set the Expires header field according to IETF RFC 3903 [52], to 4294967295;
NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
6)
if sending an de-affiliation request, shall set the Expires header field according to IETF RFC 3903 [52], to zero;
7)
shall include an P-Asserted-Identity header field set to MCPTT ID according to 3GPP TS 24.229 [4]; and
8)
shall include an application/poc-settings+xml MIME body indicating an MCPTT user's interest in an MCPTT group constructed according to subclause 9.2.3.2.
The MCPTT server shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

Upon receiving a SIP final response to the SIP PUBLISH request, the MCPTT server:
1)
if the SIP PUBLISH request was to send an affiliation request of MCPTT ID to the MCPTT group ID:
A)
if the SIP response is a SIP 2xx response:

i)
shall determine the entry of the MCPTT group ID in the list-L1 stored for the MCPTT ID in an entry of the list-L0 described in subclause 9.2.2.2.2;

ii)
shall set the affiliation status of the entry to the "affiliated" state; 
iii)
shall set the list-L1 entry expiration time of the entry to the value of the Expires header field of the 2xx response to the SIP PUBLISH request; and
B)
if the SIP response is a SIP response other than SIP 2xx response, shall remove the entry of the MCPTT group ID from the list-L1 stored for the MCPTT ID in an entry of the list-L0 described in subclause 9.2.2.2.2; and
2)
if the SIP PUBLISH request was to send an de-affiliation request of MCPTT ID from the MCPTT group ID, shall remove the entry of the MCPTT group ID from the list-L1 stored for the MCPTT ID in an entry of the list-L0 described in subclause 9.2.2.2.2.
If timer F expires for the SIP PUBLISH request sent for a (de)affiliation request of MCPTT ID to the MCPTT group ID, the MCPTT server:

1)
shall remove the entry of the MCPTT group ID from the list-L1 stored for the MCPTT ID in an entry of the list-L0 described in subclause 9.2.2.2.2.
9.2.2.2.5
Receiving subscription to affiliation status procedure
Upon receiving a SIP SUBSCRIBE request such that:

1)
Request-URI of the SIP SUBSCRIBE request identifies a served MCPTT user;
2)
an Accept-Contact header field of the SIP SUBSCRIBE request contains the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
the Event header field of the SIP SUBSCRIBE request contains the 'poc-settings' event type; and
4)
SIP SUBSCRIBE request contains an application/simple-filter+xml MIME body constructed according to subclause 9.2.3.3;
the MCPTT server:

1)
if the Request-URI of the SIP SUBSCRIBE request identifies an MCPTT user other than the P-Asserted-Identity of the SIP SUBSCRIBE request, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps;
2)
shall determine the identifier of the subscribed MCPTT client of the subscribed MCPTT user in the value of the <include> element of the <what> element of the <filter> element of the <filter-set> root element of the application/simple-filter+xml MIME body of the SIP SUBSCRIBE request;
3)
shall identify the subscribed MCPTT user in the identifier of the MCPTT client of the MCPTT user;

4)
if the Request-URI of the SIP SUBSCRIBE request identifies an MCPTT user other than the subscribed MCPTT user, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps; and
5)
shall generate a 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], IETF RFC 4354 [rfc4354] and IETF RFC 4660 [rfc4660].

For the duration of the subscription, the MCPTT server shall notify subscriber about changes of the poc-settings information of the subscribed MCPTT client of the subscribed MCPTT user, as described in subclause 9.2.2.2.6.
9.2.2.2.6
Sending notification of change of affiliation status procedure
In order to notify the subscriber about changes of the poc-settings information of the subscribed MCPTT client of the subscribed MCPTT user, the MCPTT server:

1)
shall determine the list-L1 of the subscribed MCPTT user in an entry of the list-L0 described in subclause 9.2.2.2.2;
2)
shall generate an application/poc-settings+xml MIME body indicating interest of an MCPTT user in MCPTT group(s) at an MCPTT client constructed according to subclause 9.2.3.2 and for each entry of the list-L1 where the list-L2 contains the identifier of the subscribed MCPTT client:

A)
set the "URI" attribute of the <group> element to the MCPTT group ID of the entry of the list-L1;
B)
set the "status" attribute of the <group> element according to the affiliation status of the entry of the list-L1; and
C)
set the "expires" attribute of the <group> element according to the list-L2 entry expiration time in an entry in list-L2 with the identifier of the subscribed MCPTT client, where the list-L2 is in the entry of the list-L1; and
3)
send a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], IETF RFC 4354 [rfc4354] and IETF RFC 4660 [rfc4660] with the constucted application/poc-settings+xml MIME body;
9.2.2.3
Procedures of MCPTT server owning the MCPTT group
9.2.2.3.1
General
The procedures of MCPTT server owning the MCPTT group consist of:
-
receiving group affiliation status change procedure.
9.2.2.3.2
Stored information
The MCPTT server shall maintain a list-L3.
In each entry of the list-L3, the MCPTT server shall maintain:

1)
MCPTT group ID. This field uniquely identifies the entry in the list-L3; and
2)
list-L4.
In each entry of the list-L4 of an MCPTT group ID, the MCPTT server shall maintain:

1)
MCPTT ID of an member MCPTT users, which uniquely identifies the entry in the list-L4 of the MCPTT group ID;
2)
the affiliation status; and

3)
list-L4 entry expiration time.
9.2.2.3.3
Receiving group affiliation status change procedure
Upon receiving a SIP PUBLISH request such that:

1)
Request-URI of the SIP PUBLISH request identifies a owned MCPTT group;

2)
an Accept-Contact header field of the SIP PUBLISH request contains the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
the Event header field of the SIP PUBLISH request contains the 'poc-settings' event type; and
4)
SIP PUBLISH request contains an application/poc-settings+xml MIME body indicating an MCPTT user's interest in an MCPTT group constructed according to subclause 9.2.3.2:

then the MCPTT server:

1)
shall identify the MCPTT ID in the <user> element of the <affiliations> element of the <entity> element;

2)
if the P-Asserted-Identity header field of the SIP PUBLISH request identifies an MCPTT user other than the MCPTT ID, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps;
3)
shall consider the "id" attribute of the <entity> element as the MCPTT group ID;

4)
if the Request-URI of the SIP PUBLISH request identifies an MCPTT group other than the MCPTT Group ID, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps;
5)
if the Expires header field of the SIP PUBLISH request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP PUBLISH request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
6)
if no entry exists for the MCPTT group ID in the list-L3 described in subclause 9.2.2.3.2:

A)
shall request MCPTT group for the MCPTT group ID from the Group Management Server according to 3GPP TS 24.381 [31];

B)
if the request for MCPTT group for the MCPTT group ID from the Group Management Server according to 3GPP TS 24.381 [31] is not successful, shall reject the SIP PUBLISH request with SIP 400 (Bad request) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [rfc3903] and IETF RFC 4354 [rfc4354] and skip the rest of the steps;
C)

shall add an new entry for the MCPTT group ID in the list-L3 described in subclause 9.2.2.3.2; and
D)
shall set the list-L4 of the new entry according to the MCPTT group received from the Group Management Server;
7)
shall determine the list-L4 of the MCPTT group ID in an entry of the list-L3 described in subclause 9.2.2.3.2;

8)
if the MCPTT ID does not have an entry in list-L4 of the MCPTT group ID, shall reject the SIP PUBLISH request with SIP 400 (Bad request) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [rfc3903] and IETF RFC 4354 [rfc4354] and skip the rest of the steps;

9)
if the Expires header field of the SIP PUBLISH request is set to zero, shall set the affiliation status to the "not-affiliated" state for the entry of the MCPTT ID in the list-L4 of the MCPTT group ID and shall set the list-L4 entry expiration time to zero;
10)
if the Expires header field of the SIP PUBLISH request is not set to zero, shall set the affiliation status to the "affiliated" state for the entry of the MCPTT ID in the list-L4 of the MCPTT group ID and shall set the list-L4 entry expiration time to a value between 2592000 and the value of the Expires header field of the SIP PUBLISH request;
11)
shall respond with SIP 200 (OK) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [rfc3903] and IETF RFC 4354 [rfc4354]. In the SIP 200 (OK) response, the MCPTT server:

A)
shall set the Expires header field according to IETF RFC 3903 [52], to a value indicating the list-L4 entry expiration time; and

12)
requests the Group Management Server to update the MCPTT group for the MCPTT group ID according to 3GPP TS 24.381 [31].
9.2
Coding

9.2.3
Extension of MIME types

9.2.3.1
General
The parent subclause of this subclause defines extensions of MIME type defined in other documents.
9.2.3.2
Extension of application/poc-settings+xml MIME type
9.2.3.2.1
Introduction
The parent subclause of this subclase describes extension of the application/poc-settings+xml MIME body specified in IETF RFC 4354 [rfc4354]. The extension is used to indicate:

-
interest of an MCPTT user in MCPTT group(s) at an MCPTT client;
-
interest of an MCPTT user in an MCPTT group.

9.2.3.2.2
Syntax
The application/poc-settings+xml MIME body indicating interest of an MCPTT user in MCPTT group(s) at an MCPTT client is constructed according to IETF RFC 4354 [rfc4354] and:
1)
contains a <poc-settings> root element according to IETF RFC 4354 [rfc4354];

2)
contains one <entity> child element according to IETF RFC 4354 [rfc4354] of the <poc-settings> element;
3)
contains an "id" attribute of the <entity> element set to the identifier of the MCPTT client of the MCPTT user;
4)
contains an <affiliations> child element defined in the XML schema defined in table 9.2.3.2.2-2, of the <entity> element;

NOTE:
The <affiliations> element is validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <entity> element.

5)
contains one <group> child element defined in the XML schema defined in table 9.2.3.2.2-2, of the <affiliations> element, for each MCPTT group in which the MCPTT user is interested at the MCPTT client;
NOTE:
The <group> element is validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <affiliations> element.

6)
contains an "URI" attribute of each <group> element set to the MCPTT Group ID of the MCPTT group in which the MCPTT user is interested at the MCPTT client; and
7)
can contain an "status" attribute of each <group> element indicating the affiliation status of the MCPTT user to MCPTT Group at the MCPTT client.
The application/poc-settings+xml MIME body indicating an MCPTT user's interest in an MCPTT group is constructed according to IETF RFC 4354 [rfc4354] and:
1)
contains the <poc-settings> root element according to IETF RFC 4354 [rfc4354];

2)
contains one <entity> child element  according to IETF RFC 4354 [rfc4354] of the <poc-settings> element;

3)
contains an "id" attribute of the <entity> element set to the MCPTT group ID;
4)
contains an <affiliations> child element defined in the XML schema defined in table 9.2.3.2.2-2, of the <entity> element;

NOTE:
The <affiliations> element is validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <entity> element.

5)
contains one <user> child element defined in the XML schema defined in table 9.2.3.2.2-2, of the <affiliations> element; and

NOTE:
The <user> element is validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <affiliations> element.

6)
contains the "URI" attribute of the <user> element set to the MCPTT ID of the MCPTT user which is affiliated to the MCPTT group.

The application/poc-settings+xml MIME body refers to namespaces using prefixes specified in table 9.2.3.2.2-1.

Table 9.2.3.2.2-1: Assignment of prefixes to namespace names in the application/poc-settings+xml MIME body
	Prefix
	Namespace

	PoC1Set
	urn:oma:params:xml:ns:poc:poc-settings

	mcptt10Set
	urn:3gpp:ns:mcpttSettings:1.0


Table 9.2.3.2.2-2: XML schema with elements and attributes extending the application/poc-settings+xml MIME body
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  targetNamespace="urn:3gpp:ns:mcpttSettings:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  xmlns:mcptt10Set="urn:3gpp:ns:mcpttSettings:1.0"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- MCPTT specific "entity" child elements -->

  <xs:element name="affiliations" type="mcptt10Set:affiliationsType"/>

  <xs:complexType name="affiliationsType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  <xs:element name="group" type="mcptt10Set:groupType"/>

  <xs:complexType name="groupType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="URI" type="xs:anyURI" use="required"/>

    <xs:attribute name="status" type="mcptt10Set:statusType" use="optional"/>

    <xs:attribute name="expires" type="xs:unsignedInt" use="optional"/>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  <xs:simpleType name="statusType" >

    <xs:restriction base="xs:string">

      <xs:enumeration value="affiliating"/>

      <xs:enumeration value="affiliated"/>

      <xs:enumeration value="deaffiliating"/>

    </xs:restriction>

  </xs:simpleType>

  <xs:element name="user" type="mcptt10Set:userType"/>

  <xs:complexType name="userType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="URI" type="xs:anyURI" use="required"/>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  </xs:schema>
An example application/poc-settings+xml MIME body indicating interest of an MCPTT user in MCPTT group(s) at an MCPTT client is shown in table 9.2.3.2.2-3.
Table 9.2.3.2.2-3: Example application/poc-settings+xml MIME body indicating interest of an MCPTT user in MCPTT group(s) at an MCPTT client
<?xml version="1.0" encoding="UTF-8"?>
<PoC1Set:poc-settings

  xmlns:PoC1Set="urn:oma:params:xml:ns:poc:poc-settings"

  xmlns:mcptt10Set="urn:3gpp:ns:mcpttSettings:1.0"

  >

  <PoC1Set:entity id='sip:user1@example.com;target="urn:gsma:imei:90420156-025763-0;vers=0"'>

    <mcptt10Set:affiliations>

      <mcptt10Set:group URI="sip:correctMCPTTGroupID@example.com"/>

      <mcptt10Set:group URI="sip:correctMCPTTGroupID2@example.com"/>

      <mcptt10Set:group URI="sip:correctMCPTTGroupID3@example.com"/>

    </mcptt10Set:affiliations>

  </PoC1Set:entity>

</PoC1Set:poc-settings>

An example application/poc-settings+xml MIME body indicating an MCPTT user's interest in an MCPTT group is shown in table 9.2.3.2.2-4.
Table 9.2.3.2.2-4: Example application/poc-settings+xml MIME body indicating an MCPTT user's interest in an MCPTT group 
<?xml version="1.0" encoding="UTF-8"?>

<PoC1Set:poc-settings

  xmlns:PoC1Set="urn:oma:params:xml:ns:poc:poc-settings"

  xmlns:mcptt10Set="urn:3gpp:ns:mcpttSettings:1.0"

  >

  <PoC1Set:entity id='sip:correctMCPTTGroupID@example.com'>

    <mcptt10Set:affiliations>

      <mcptt10Set:user URI="sip:user1@example.com"/>

    </mcptt10Set:affiliations>

  </PoC1Set:entity>

</PoC1Set:poc-settings>

9.2.3.3
Extension of application/simple-filter+xml MIME type
9.2.3.3.1
Introduction
The parent subclause of this subclase describes extension of the application/simple-filter+xml MIME body specified in IETF RFC 4661 [rfc4661]. The extension is used to indicate restrictions of poc-settings event package notification information.
9.2.3.3.2
Syntax
The application/simple-filter+xml MIME body indicating restrictions of poc-settings event package notification information is constructed according to IETF RFC 4661 [rfc4661] and:
1)
contains a <filter-set> root element according to IETF RFC 4661 [rfc4661];

2)
contains a <ns-bindings> child element according to IETF RFC 4661 [rfc4661], of the <filter-set> element;

3)
contains a <ns-binding> child element according to IETF RFC 4661 [rfc4661], of the <ns-bindings> element where the <ns-binding> element:

A)
contains a "prefix" attribute according to IETF RFC 4661 [rfc4661], set to the "PoC1Set" value; and

B)
contains an "urn" attribute according to IETF RFC 4661 [rfc4661], set to the "urn:oma:params:xml:ns:poc:poc-settings" value;

4)
contains a <ns-binding> child element according to IETF RFC 4661 [rfc4661], of the <ns-bindings> element where the <ns-binding> element:

A)
contains a "prefix" attribute according to IETF RFC 4661 [rfc4661], set to "mcptt10Set"; and

B)
contains an "urn" attribute according to IETF RFC 4661 [rfc4661], set to the "urn:3gpp:ns:mcpttSettings:1.0" value;

5)
contains a <filter> child element according to IETF RFC 4661 [rfc4661], of the <filter-set> element where the <ns-binding> element;

A)
contains an "id" attribute set to a value constructed according to IETF RFC 4661 [rfc4661];

B)
does not contain an "uri" attribute of the <filter> child element according to IETF RFC 4661 [rfc4661]; and
C)
does not contain an "domain" attribute according to IETF RFC 4661 [rfc4661];

6)
contains a <what> child element according to IETF RFC 4661 [rfc4661], of the <filter> element; and

7)
contains an <include> child element according to IETF RFC 4661 [rfc4661], of the <what> element where the <include> element;

A)
does not contain a "type" attribute according to IETF RFC 4661 [rfc4661]; and
B)
contains the value, according to IETF RFC 4661 [rfc4661], set to concation of the '/PoC1Set:poc-settings/PoC1Set:entity[@id="' string, the identifier of an MCPTT client of an MCPTT user, and the '"]/mcptt10Set:affiliations/mcptt10Set:group' string.

An example application/simple-filter+xml MIME body body indicating restrictions of poc-settings event package notification information is shown in table 9.2.3.3.2-1.
Table 9.2.3.3.2-1: Example application/simple-filter+xml MIME body indicating restrictions of poc-settings event package notification information
<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">

  <ns-bindings>

    <ns-binding prefix="PoC1Set" urn="urn:oma:params:xml:ns:poc:poc-settings"/>

    <ns-binding prefix="mcptt10Set" urn="urn:3gpp:ns:mcpttSettings:1.0"/>

  </ns-bindings>

  <filter id="123">

    <what>

      <include type="xpath">

        /PoC1Set:poc-settings/PoC1Set:entity[@id="sip:user1@example.com;target=""urn:gsma:imei:90420156-025763-0;vers=0""]/mcptt10Set:affiliations/mcptt10Set:group

      </include>

    </what>

  </filter>

</filter-set>
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