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1. Introduction

<Introduction part >

2. Reason for Change

Issue-1: stage-2 uses term "NBIFOM applies to the PDN connection", e.g. in 23.161 subclause 5.2 while our specification uses "NBIFOM is supported in the PDN connection". Alignment with stage-2 is needed.
Issue-2: stage-2 requires the UE to provide the default access in the UE-initiated NBIFOM mode, e.g. in 23.161 subclause 6.2.2 while in our specification this is optional. Alignment with stage-2 is needed.
Issue-3: clarification is needed how the UE determines that an access is not added to the PDN connection.
Issue-4: in untrusted non-3GPP access, the UE needs to check that the IKE_AUTH response does not contain any Notify payloads indicating an error.

Issue-5: "untrusted non-3GPP access" -> "untrusted WLAN" to be aligned with the subclause name.

Issue-6: adding of access in untrusted non-3GPP access can result to PDN connection handover to untrusted non-3GPP access as described in 23.161 subclause 5.6 NOTE 3.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.161 v1.0.0
* * * First Change * * * *

5.3.1.1
UE-initiated addition of GERAN or UTRAN
If the NBIFOM applies to a PDN connection, then upon request to add GERAN or UTRAN to the PDN connection, the UE shall initiate the PDP context activation procedure according to 3GPP TS 24.008 [3].
In the activate PDP context request message of the PDP context activation procedure:

a)
the UE shall include the APN IE set to the APN indicated when the PDN connection was setup in subclause 5.2.1;

b)
the UE shall set the request type IE to the "handover";
c)
the UE shall include the protocol configuration options IE. In the protocol configuration options IE, the UE shall include the NBIFOM request indicator; and

d)
the UE shall include the NBIFOM container IE. In the NBIFOM container IE:

1)
if the UE-initiated NBIFOM mode is the selected NBIFOM mode:

A)
the UE may include the NBIFOM routing rules parameter; and

B)
the UE shall include the NBIFOM default access parameter.

Upon receiving an activate PDP context ACCEPT message with the NBIFOM container IE containing the NBIFOM status parameter set to "Accepted":

a)
the UE shall consider that GERAN or UTRAN is added to the PDN connection; and

b)
the UE shall consider the NBIFOM default access parameter of the NBIFOM container IE of the activate PDP context ACCEPT message as the NBIFOM default access.
Upon receiving:

a)
an ACTIVATE PDP CONTEXT ACCEPT message:

1)
without the NBIFOM container IE;

2)
with the NBIFOM container IE not containing the NBIFOM status parameter; or

3)
with the NBIFOM container IE containing the NBIFOM status parameter set to value other than "Accepted"; or

b)
an ACTIVATE PDP CONTEXT REJECT message:

the UE shall consider that GERAN or UTRAN is not added to the PDN connection.
5.3.1.2
UE-initiated addition of E-UTRAN
If the NBIFOM applies to a PDN connection, then upon request to add E-UTRAN to the PDN connection, the UE shall initiate the UE requested PDN connectivity procedure according to 3GPP TS 24.301 [4].
In the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message, of the UE requested PDN connectivity procedure:

a)
the UE shall include the APN IE set to the APN indicated when the PDN connection was setup in subclause 5.2.1;

b)
the UE shall set the request type IE to the "handover";
c)
the UE shall include the protocol configuration options IE. In the protocol configuration options IE, the UE shall include the NBIFOM request indicator; and

d)
the UE shall include the NBIFOM container IE. In the NBIFOM container IE:

1)
if the UE-initiated NBIFOM mode is the selected NBIFOM mode:

A)
the UE may include the NBIFOM routing rules parameter; and

B)
the UE shall include the NBIFOM default access parameter.

Upon receiving an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the NBIFOM container IE containing the NBIFOM status parameter set to "Accepted":

a)
the UE shall consider that E-UTRAN is added to the PDN connection; and

b)
the UE shall consider the NBIFOM default access parameter of the NBIFOM container IE of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message as the NBIFOM default access.
Upon receiving:

a)
an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message:

1)
without the NBIFOM container IE;

2)
with the NBIFOM container IE not containing the NBIFOM status parameter; or

3)
with the NBIFOM container IE containing the NBIFOM status parameter set to value other than "Accepted"; or

b)
a PDN CONNECTIVITY REJECT message:

the UE shall consider that E-UTRAN is not added to the PDN connection.
5.3.1.3
UE-initiated addition of trusted WLAN using SCM

If the NBIFOM applies to a PDN connection, then upon request to add trusted WLAN using SCM to the PDN connection, the UE shall initiate the usage of single-connection mode procedure according to 3GPP TS 24.302 [5] subclause 6.4.2.6.2.
In the AT_TWAN_CONN_MODE attribute  with the message type field set to SCM_REQUEST and included in the EAP-Response/AKA'-Challenge message of the usage of single-connection mode procedure:

a)
the UE shall set the CONNECTIVITY_TYPE item set to the PDN connection;

b)
the UE shall set the APN item to the APN indicated when the PDN connection was setup in subclause 5.2.1;

c)
the UE shall set the ATTACHMENT_TYPE item set to the handover; and

d)
the UE shall include the protocol configuration options item. In the protocol configuration options item, the UE shall include the NBIFOM request indicator.

Editor's note (WI: NBIFOM-CT): it is FFS how to indicate NBIFOM mode.
Editor's note (WI: NBIFOM-CT): it is FFS how to indicate NBIFOM default access.
Upon receiving an EAP-Request/AKA'-Notification message:

a)
including the AT_NOTIFICATION attribute indicating success; and

b)
including the AT_TWAN_CONN_MODE attribute:

1)
containing the message type field indicating SCM_RESPONSE;

Editor's note (WI: NBIFOM-CT): it is FFS based on which IEs the UE identifies that the NBIFOM applies to the PDN connection.
the UE shall consider that the trusted WLAN using SCM is added to the PDN connection.

Editor's note (WI: NBIFOM-CT): it is FFS which IE contains NBIFOM default access.
5.3.1.4
UE-initiated addition of trusted WLAN using MCM
If the NBIFOM applies to a PDN connection, then upon request to add trusted WLAN using MCM to the PDN connection, the UE shall initiate the PDN connectivity establishment procedure according to 3GPP TS 24.244 [6].
In the PDN CONNECTIVITY REQUEST message of the PDN connectivity establishment procedure:

a)
the UE shall include the APN IE set to the APN indicated when the PDN connection was setup in subclause 5.2.1;

b)
the UE shall set the request type IE to the "handover";
c)
the UE shall include the protocol configuration options IE. In the protocol configuration options IE, the UE shall include the NBIFOM request indicator; and

d)
the UE shall include the NBIFOM container IE. In the NBIFOM container IE:

1)
if the UE-initiated NBIFOM mode is the selected NBIFOM mode:

A)
the UE may include the NBIFOM routing rules parameter; and

B)
the UE shall include the NBIFOM default access parameter.

Upon receiving a PDN CONNECTIVITY ACCEPT message with the NBIFOM container IE containing the NBIFOM status parameter set to "Accepted":

a)
the UE shall consider that trusted WLAN using MCM is added to the PDN connection; and

b)
the UE shall consider the NBIFOM default access parameter of the NBIFOM container IE of the PDN CONNECTIVITY ACCEPT message as the NBIFOM default access.
Upon receiving:

a)
a PDN CONNECTIVITY ACCEPT message:
1)
without the NBIFOM container IE;

2)
with the NBIFOM container IE not containing the NBIFOM status parameter; or

3)
with the NBIFOM container IE containing the NBIFOM status parameter set to value other than "Accepted"; or

b)
a PDN CONNECTIVITY REJECT message:

the UE shall consider that the trusted WLAN using MCM is not added to the PDN connection.
5.3.1.5
UE-initiated addition of untrusted WLAN
If the NBIFOM applies to a PDN connection, then upon request to add untrusted WLAN access to the PDN connection, the UE shall initiate the tunnel establishment procedure according to 3GPP TS 24.302 [5].
In the IKE_AUTH request of the tunnel establishment procedure:

a)
the UE shall set the IDr payload to the APN indicated when the PDN connection was setup in subclause 5.2.1; and
b)
the UE shall include the CFG_REQUEST configuration payload. In the CFG_REQUEST configuration payload:

1)
the UE shall include the INTERNAL_IP4_ADDRESS configuration attribute, the INTERNAL_IP6_ADDRESS configuration attribute or both, indicating the IP address(es) allocated when the PDN connection was setup in subclause 5.2.1; and

2)
the UE shall include the NBIFOM_GENERIC_CONTAINER configuration attribute. In the NBIFOM_GENERIC_CONTAINER configuration attribute:

A)
if the UE-initiated NBIFOM mode is the selected NBIFOM mode:

i)
the UE may include the NBIFOM routing rules parameter; and

ii)
the UE shall include the NBIFOM default access parameter.

NOTE:
Inclusion of the NBIFOM_GENERIC_CONTAINER configuration attribute is an implicit indication of the NBIFOM request. 
Upon receiving an IKE_AUTH response without a Notify payload indicating an error, with the CFG_REPLY configuration payload containing the NBIFOM_GENERIC_CONTAINER configuration attribute containing the NBIFOM status parameter set to "Accepted":

a)
the UE shall consider that untrusted WLAN access is added to the PDN connection; and

b)
the UE shall consider the NBIFOM default access parameter of the NBIFOM_GENERIC_CONTAINER configuration attribute of the CFG_REPLY configuration payload of the IKE_AUTH response as the NBIFOM default access.
Upon receiving an IKE_AUTH response without a Notify payload indicating an error; and:
a)
without the CFG_REPLY configuration payload; or
b)
with the CFG_REPLY configuration payload without the NBIFOM_GENERIC_CONTAINER configuration attribute;

the UE shall consider that the PDN connection was handed over to untrusted WLAN access and that NBIFOM does not apply to the PDN connection.
Upon receiving:

a)
an IKE_AUTH response without a Notify payload indicating an error; and

1)
with the CFG_REPLY configuration payload with the NBIFOM_GENERIC_CONTAINER configuration attribute not containing the NBIFOM status parameter; or

2)
with the CFG_REPLY configuration payload with the NBIFOM_GENERIC_CONTAINER configuration attribute containing the NBIFOM status parameter set to value other than "Accepted"; or

b)
an IKE_AUTH response with a Notify payload indicating an error;
the UE shall consider that untrusted WLAN access is not added to the PDN connection.
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