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1. Abstract
This document focuses on principles of solutions for affiliation.
2. Discussion
Affiliation enables an MCPTT user who is a member of an MCPTT group, to express interest in receiving information related to the MCPTT group.I.e.
-
if the MCPTT user is affiliated to the MCPTT group, the MCPTT user will e.g. be invited in the session of the MCPTT group.
-
if the MCPTT user is NOT affiliated to the MCPTT group, even if the MCPTT user is a member of the MCPTT group, the MCPTT user will NOT get any invitations to the MCPTT group.

The affiliation to an MCPTT group on behalf of a MCPTT user can be done:

-
by the MCPTT user himself/herself/itself; or

-
by the another MCPTT user, who is authorized in the MCPTT group to manage affiliation status of other MCPTT users.

In short - affiliation enables any MCPTT user to ensure that he/she/it is NOT bothered by sessions of any MCPTT group in which the MCPTT user is not interested.

Conclusion-1: affiliation enables an MCPTT user to prevent session setups related to MCPTT groups where the MCPTT user is a member but in which the MCPTT user is not interested.

Conclusion-2: affiliation status is managed by the MCPTT user himself, or by another MCPTT user authorized in the MCPTT group to manage affiliation status of other MCPTT users.

It stage-2, it is not clear whether the affiliation is permanent or whether the affiliation is valid only for a limited amount of time (and then automatically expires). If affiliation is valid only for a limited amount of time, then the affiliation needs to be periodically repeated. 

Usage of MCPTT-1 reference point seems to indicate affiliation validity only for a limited amount of time but it is not clear. There is just a hint on "De-affiliation can occur either through MCPTT user's explicit request, or implicitly (e.g. changed as the result of another action, such as the user logging off)."
Observation-1: it is not clear whether the affiliation status is permanent or valid only for a limited amount of time (and then affiliation request needs to be repeated).
3 Solution for affiliation/de-affiliation

This paper focuses on the MCPTT user himself/herself/itself performing the affiliation on own behalf.
If affiliation status is permanent, then SIP MESSAGE or HTTP PUT are appropriate method for change of affiliation status.
If affiliation status is temporary, then SIP MESSAGE, SIP PUBLISH, or SIP SUBSCRIBE are appropriate methods for change of affiliation status.
The following contains extended description of TS 23.179 subclause 10.4.3.2.2.
---------------------

10.4.3.2.2
Procedure

Procedure for affiliation to MCPTT group(s) which is defined in partner MCPTT system is described in figure 10.4.3.2.2-1.

Pre-conditions:

1.
The MCPTT client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MCPTT client is allowed to be affiliated.

[
Possible stage-3 solution:

-
either the MCPTT user inserts the MCPTT Group ID, or the MCPTT client gets the MCPTT Group ID via some other means - e.g. SMS, email, Group Advertisement, ...
]
2.
The MCPTT server of the primary MCPTT system may have locally cached the MCPTT group affiliation status of the MCPTT user.

3.
The MCPTT server of the partner MCPTT system may have retrieved the group related information from the group management server.

4.
The MCPTT client may have indicated to the group management server of the partner MCPTT system that it wishes to receive updates of group configuration data for MCPTT group(s) for which it is authorized (as described in subclause 10.5).

5.
The MCPTT user triggers the affiliation procedure. This is an explicit affiliation caused by the MCPTT user.
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Figure Figure 10.4.3.2.2-1: Affiliation for an MCPTT group defined in partner MCPTT system

1.
The MCPTT client requests the MCPTT server of the primary MCPTT system to affiliate to an MCPTT group or a set of MCPTT groups. The MCPTT client shall provide the initiating user ID and the MCPTT group ID(s) being affiliated to. [
Possible stage-3 solution:

-
MCPTT client sends a request. 
-
The Request-URI of request is set to a URI of the home MCPTT server of the MCPTT user at the MCPTT client. 
-
The request contains MCPTT user ID of the MCPTT user at the MCPTT client (in header or a body)

-
A MIME body of the request contains a list of MCPTT group IDs of the MCPTT groups to be affiliated to. 
-
if the affiliation status is temporary, the MCPTT client indicates validity of the affiliations (either per each MCPTT group or one per all MCPTT groups)
]
2.
The MCPTT server of the primary MCPTT system shall check if the MCPTT client is authorized to affiliate to the requested MCPTT group(s) based on the user subscription. The MCPTT server also performs the check for the maximum limit of the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.[
Possible stage-3 solution:

For each MCPTT user served by MCTT server, the MCPTT server locally stores a list of MCPTT group IDs which the MCPTT user is affiliated to. This list is call "list L1" in the rest of the text.
Upon reception of the request on the URI of the MCPTT server, the MCPTT server (i.e. home MCPTT server of the MCPTT user):

-
determines the MCPTT user in the request;

-
checks whether amount of MCPTT groups in list L1 + amount of MCPTT group IDs listed in the body of the request (except those which are already in the list L1) is <=N2. If not so, the MCPTT server rejects the request and does not continue the rest of the steps;

-
adds the MCPTT groups listed in the body of the request to the list L1 and tag them as being in progress.
-
for each MCPTT group listed in the body of the request, the MCPTT server performs steps 3 - 8 separately.

]
3.
Based on the group information included in the request, the MCPTT server of the primary MCPTT system, it determines to send group affiliation request to the corresponding MCPTT server of the partner MCPTT system. The request may be routed through some intermediate signalling nodes.

[ Possible stage-3 solution:
For a given MCPTT group, the MCPTT server sends an request. 

-
The Request-URI of request is set to the MCPTT group ID (one of those which was in the MIME body of the request received in step 2). 
-
The request contains MCPTT user ID of the MCPTT user (the one which in the request received in step 2);

-
if the affiliation is temporary, the request contains validity of the affiliation

]

4a.
The MCPTT server of the partner MCPTT system checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server subscribes to the group policy from the group management server.

[ Possible stage-3 solution:

Upon reception of the request with Request-URI containing the MCPTT group ID, the targetted MCPTT server fetches from GMS using xcap-diff event package the MCPTT group document for the MCPTT group ID.

]

4b.
The MCPTT server of the partner MCPTT system receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the MCPTT server of the partner MCPTT system checks if the MCPTT group(s) is not disabled and if the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s).

[ Possible stage-3 solution:
-
checks that the MCPTT group is disabled (<disabled> element in 24.381). If so, reject the request. 
-
determine the MCPTT user in the request;

-
checks whether the MCPTT user is a member of the MCPTT group. If not so, reject the request. 

]

6.
If the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s) then the MCPTT server of the partner MCPTT system stores the affiliation status of the user for the requested MCPTT group(s).

7.
The MCPTT server of the partner MCPTT system sends the affiliation status result of requested MCPTT group(s) to the MCPTT server of the primary MCPTT system (7a) and updates the group management server with the affiliation status of the user for the requested MCPTT group(s) (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.

[ Possible stage-3 solution:
MCPTT server updates the MCPTT group document and stores it using HTTP PUT in the GMS. If the affiliation is temporary, the timeout of the affiliation would be set for the MCPTT user.
MCPTT server sends 200 response for the request.

]

8.
The MCPTT server of the primary MCPTT system stores the affiliation status of the user for the requested MCPTT group(s).

9.
The MCPTT server of the primary MCPTT system sends the group affiliation status result for the requested MCPTT group(s) to the MCPTT client.

[ Possible stage-3 solution:
MCPTT server waits until receiving responses for all the requests sent in step 3 or until time out. 

MCPTT server removes from list L1 the MCPTT groups for which rejection was received or no response was received.

MCPTT server removes the "in-progress tag" from list L1 for the MCPTT groups for which 200 response was received.

MCPTT server sends 200 response for the request. In the body of 200 response, the MCPTT server indicates affiliation status per each MCPTT group listed in the request.

]

---------------------

4. Proposal

It is proposed to discuss the affiliation solution in section 2.
_1508573876.vsd
�

MCPTT Client


Partner MCPTT server


Primary MCPTT server


�

2.Authorization check based on user subscription and limit check


�

8.Store group affiliation status


�

�

1.MCPTT group affiliation request


3.MCPTT group affiliation request


Group management server


5.Authorization check based on group policy


4a.Subscribe group policy


4b.Notify group policy


6.Store group affiliation status


7a.MCPTT group affiliation response


7b.group affiliation status update(user ID, group ID(s))


9.MCPTT group affiliation response



