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1.
Introduction
The requirements for MCPTT group and configuration management in general and group affiliation in particular can be summarised from a high level view as the interaction between a set of documents (XML) which can be set and updated by authorised users (directly or through some servers acting as proxies) and whose modifications are notified to MCPTT clients and servers for use and/or enforcement.
This set of documents may at a first level be split into documents which can be queried and/or modified based on a "MCPTT group URI" (MCPTT group ID) and documents which can be queried and/or modified based on a "MCPTT user URI" (MCPTT ID).
The following sections try to analyse the requirements in order to propose a solution for the stage 3 mapping of the stage 2 procedures.

2.
Some requirements and their consequences

2.1
Remote change of group affiliation

Two variants exists in TS 23.179 clause 10.4.5 (negotiated or mandatory mode), but in all cases, the sending of the Group affiliation change request to the target client has to be asynchronous compared to the group affiliation change request from the authorised user initiating the procedure. The reason is that the target user may be out of network coverage at the time of initiation of the procedure, but that the procedure shall be completed, even several hours later. The same applies for the group affiliation change response (for the same reasons). For the same reason, the initiating group affiliation change request from the authorised user shall be memorised.
This leads to the following proposals:

Proposal 1. The MCPTT group affiliation change request from the authorised user (transaction 1 of figure 10.4.5.1.1-1, transaction 1 of figure 10.4.5.1.2-1 and transactions 1 and 3 of figure 10.4.5.2.1-1) is a "posting" transactions, e.g. an http PUT or SIP PUBLISH transaction. The request URI shall identify the target client.
Proposal 2. The MCPTT group affiliation change request to the target user (transaction 7a of figure 10.4.5.1.1-1, transaction 3 of figure 10.4.5.1.2-1 and transaction 10a of figure 10.4.5.2.1-1) is a "notification" transaction, e.g. a SIP NOTIFY transaction. The corresponding request URI identifies the target client. This client shall have subscribed first to some event package to get this notification.
Proposal 3. The MCPTT affiliation change response from the target client (transaction 7b of figure 10.4.5.1.1-1, transaction 5 of figure 10.4.5.1.2-1 and transaction 10b of figure 10.4.5.2.1-1) may be identical to the group affiliation request (transaction 1 of figure 10.4.3.1-1 and transaction 1 of figure 10.4.3.2.2-1). The transaction 7b of figure 10.4.5.1.1-1 and transaction 10b of figure 10.4.5.2.1-1 may also be the acknowledgment of the corresponding change notification transaction.
Note 1: In figure 10.4.5.1.2-1, the storing and group affiliation status update steps have been omitted but they can be considered as identical to the corresponding steps of figure 10.4.5.1.1-1, as per step 5 description.

Note 2: In figure 10.4.5.1.1-1, to match the affiliation part with figure 10.4.5.1.2-1, the order of transactions should be 7a, 7b, 6 and 8.

Note 3: The stage 3 translation of transactions 7b of figure 10.4.5.1.1-1and transaction 10b of figure 10.4.5.2.1-1, and of transaction 5 of figure 10.4.5.1.2-1 may be different as the semantics of their use (acknowledgement of a notification or acceptance of a recommended affiliation) are different.
2.2
Participating role
The participating server has two roles related to affiliation (among others) that trigger architectural consequences.
First, the participating server serving a client shall, when receiving an MCPTT group affiliation request, verify that the authorised affiliation count (N2) is not exceeded. It is the only entity which may perform this check as various groups may be "hosted" by various servers. It shall thus manage (or cache) a list of groups a client is affiliated to.
Note: this is corresponding to pre-condition 2 of procedure 10.4.3.2.2.

Second, in order to be able to route to the clients the group related terminating transactions, the participating server shall have access to the same information.
To keep updated with the real time information of this list of groups, the participating server shall subscribe to the repository (TBD) of this list of group the client has affiliated to.

An authorised user (dispatcher) may also query this information or subscribe to its changes.

Additionally, the information about selection of a group or priority in the order of presentation should be present in this information repository.

Note: The repository cannot be the participating server itself as the "marking" transaction of section 2.5 below could not be routed to the participating server based on the knowledge of the MCPTT ID of the client.

Proposal 4. The participating server serving a client caches the list of groups the client is affiliated to. It gets it by subscription to the repository of this information. 
2.3
Affiliation.

When a MCPTT client affiliates (either as a user decision based on the profile or as mandated or recommended by the reception of a corresponding "MCPTT group affiliation change request"), it shall indicate it through its participating server to a controlling server. The similarities with section 2.1 suggest that this server shall be identified by the client URI. Thus, the affiliation request should be a "posting" transaction to a document containing the list of groups the client is affiliated to. The document should correspond to the event package the client has subscribed to as per Proposal 2. The group affiliation response is then identical to the MCPTT group affiliation change request sent to the target client as per Proposal 2. This leads to the following proposal:
Proposal 5. The MCPTT affiliation request is a "posting" transaction to a document containing the list of group the client is affiliated to. The event package referred in proposal 2 is the event package notifying the change of this document, and thus the group affiliation response transaction to the affiliating client is the notification of proposal 2.
Note: the MCPTT affiliation request cannot be a "SUBSCRIBE" transaction as the source of affiliation request is different in 10.4.3 (client itself) and in 10.4.5.1.1 (authorised user), situation which is forbidden by RFC 6665.

Proposal 6. The group policy referred in transactions 2a, 2b of figure 10.4.3.1-1 and 4a, 4b of figure 10.4.3.2.2-1 is the list of groups the target user is member of. It is managed in the configuration management server of the corresponding MCPTT user.
Proposal 7. The group affiliation status update transaction updates the list of affiliated members of a group in the group document hosted by the corresponding group management server.
Proposal 8. The group affiliation response transaction to a participating server is the notification from the subscription in proposal 4.
2.4
Group hosting (controlling) role

The group hosting server shall be aware in real-time of changes of configuration of a group it is hosting, for example for timers, list of users that shall be invited at setup, policy for time-out,.. This leads to the following proposal. It shall also be aware of the list of affiliated members based on proposal 7 above.
Proposal 9. The controlling server hosting a group subscribes to the changes of the corresponding group information in the group management server and is notified of the corresponding changes. The group information document contains the list of affiliated members.
2.5
Group regrouping and group broadcast group creation.
The group regrouping operation as described in clause 10.6.4 involves two steps. The first step between the group management client of an authorised user and one or two group management servers involves the creation of a temporary group in a group management server and the notification of the regrouping to the other involved group management servers. This leads to:
Proposal 10. The group regroup request from the authorised user creates a group document in the designated group management server and it marks the regrouped groups as "regrouped" with an indication of the group URI of the regrouping group. The group regroup request from one group management server to another is a "posting" transaction marking the regrouped groups as "regrouped" with an indication of the group URI of the regrouping group.
Note: The group regroup notify is the notification which is the consequence of the subscription of section 2.4 when the "marking" transaction is performed.

The notification of the affiliated users is indicated as targeting the group management client, which is inconsistent with the targeting of the MCPTT client for affiliation which is not different.
Based on this modification, it may be assumed that the notification of the regrouping is performed as the notification of a remote mandatory affiliation. This leads to:
Proposal 11. Upon notification of a group regroup operation for a group it is hosting, the controlling server which has knowledge of the list of affiliated users in the group should perform the mandatory affiliation of each of the corresponding users to the regrouped group using the "posting" transaction of proposal 1. The corresponding client is then notified using proposal 2.
3.
Summary of proposed documents and transactions

Following the proposals of previous sections, the procedures would be as follows.

3.1
Documents to be defined and maintained.

From a group management point of view, the following documents are to be used.

Client profile:

Contains the list of group a client is member of. It includes the group it is member of when the client logs with a given user profile. It contains also the list of groups it has been recommended to affiliate to.
This later information may be updated (by posting) by authorised users. The client subscribes to the modifications of this document. The set of profiles is managed in the configuration server.
The (dynamic) instance should be maintained by the controlling server managing the client as a user instance (in case of multiple devices for the same MCPTT user).
Client affiliation document:
Contains the list of groups a client has affiliated to or has been mandatorily affiliated to (for remote mandatory affiliation and group regrouping).
The participating server serving a client subscribes to this information (to build and maintain in real time the list of groups which have to be supported by the participating server). The client itself subscribes to this document to receive acknowledgement of it affiliation(s) and notification(s) of remote mandatory affiliations and group regrouping operations.

This document is managed by the controlling server managing the client.
Group configuration document:
Contains all information about a group, but inclusion of group membership information is questionable as the primary source of this information is in the user profile document. The affiliation information (list of affiliated members) is part of this document. The regrouping status (or group broadcast status) is included in the document. The controlling server hosting a group subscribes to the corresponding part of the group document. Authorised users may subscribe to part of the group document.
This document is managed by the group management server.
Note: It is questionable if the list of affiliated users in a group is maintained in the group document or in a separate "list" document. The main advantage in keeping the list separate is that client may safely subscribe to the group information of the groups they have affiliated to (without further filtering). The (minor) drawback is the creation of another document.

3.2
Sketch of the various group management related procedures.

3.2.1
Procedures of the controlling server

The controlling server hosting a group subscribes to the group document for the groups it is hosting. It will keep a cached copy of the information.
3.2.2
Procedures at registration of a user

At registration to a participating server, the controlling server creates the client profile document by instantiation of information (user profile) from the configuration server.
The controlling server creates an empty client affiliation document.

The client subscribes to its client profile document.
The client subscribes to its client affiliation document.

The participating server subscribes to the client affiliation document of the registered clients.

3.2.3
Affiliation procedure

When the client initiates an affiliation to a list of groups, it published this list in the client affiliation document in the controlling server managing the client through the participating server. This server notifies as an acknowledgement the publication to the client (as it has subscribed to its own client affiliation document). The controlling server posts (http PUT) the affiliation status of the client in every group configuration document of the list of groups to affiliate.
The controlling servers hosting groups in the list are updated on the list of affiliated clients through their subscription to the group configuration document(s).
The participating server is notified of the affiliation of the clients it is serving through its subscription to the corresponding client affiliation document.
Note: the participating server may use this notification to trigger an INVITE to the controlling server for the first client affiliated to a (chat) group. The main benefit compared to the procedures in 24.379 for chat group is that it is done once per participating server, whatever the number of clients affiliated to the same group.

3.2.4
Remote affiliation procedure - mandatory

The procedure is identical except that the publication in the client affiliation document is performed by the requesting (authorised user) client after proper authorisation.
Authorised user performing such publication shall subscribe to the corresponding client affiliation document to get acknowledgement.

3.2.5
Remote affiliation procedure - negotiated

The authorised user adds the groups for which affiliation is recommended in the client profile. The client is notified on this addition thanks to its subscription to this document. It then proceeds to affiliation as indicated in section 3.2.3.

Authorised user performing such publication shall subscribe to the corresponding client affiliation document to get acknowledgement.

3.2.6
Group regrouping

The authorised user performs the creation of new regrouping group in the group management server (http PUT) and provides the list of groups to be regrouped. The group management server containing the new regrouping group updates (http PUT) the group management server(s) containing the regrouped groups to mark them as regrouped and to store the regrouping group URI.
The controlling server hosting any of these regrouped groups is notified (through its subscription to the group configuration document) about the regrouping and the URI of the regrouping group. It also knows the list of the corresponding affiliated clients. It can then perform for each of them the remote mandatory affiliation procedure as described in section 3.2.4.
Each participating server serving any of the clients will then be informed about the regrouping by its subscription to the client affiliation document as per section 3.2.3.

4.
Conclusion

The architecture and procedures above give a complete set of procedures matching the description of TS 23.179 (with few fixes).

