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1. Introduction
[bookmark: OLE_LINK26]Rel-13 RISE WID covers the following objective:
"1.	To analyze identified retry restriction issues not resolved in Rel-12, including retry restriction issues happened when the UE registers to a new PLMN which is in the list of equivalent PLMN, or not in the list of equivalent PLMN."

In CT1#93 meeting, two sets of CRs [1-4] were agreed on EPLMN retry restriction issues. The agreed network-based solution and UE-based solution provide a complete solution for the EPLMN retry restriction issues. However, the non-EPLMN retry restriction issue has not been discussed much yet.

This discussion paper attempts to provide a detail analysis on the non-EPLMN retry restriction issue, evaluate the possible solutions, and finally propose a way forward.


2. Discussion
2.1 Background
The UE mobility between non-EPLMN does refers to the roaming scenarios. There are two typical roaming architectures defined by stage 2 in TS 23.401:


[bookmark: _MON_1315889042]	

Home routed (TS 23.401, Figure 4.2.2-1)		Local breakout (TS 23.401, Figure 4.2.2-3) 

For a subscribed APN requested by a roaming UE and included in an (E)SM request, whether it can be accessed via home routed or local breakout, is configured by the home operator in the HSS and then this info provided to the visited MME/SGSN. Typically, as specified in TS 29.272, it was denoted by the VPLMN-Dynamic-Address-Allowed AVP, which is included in the APN-Configuration AVP for the UE:
"7.3.38	VPLMN-Dynamic-Address-Allowed
The VPLMN-Dynamic-Address-Allowed AVP is of type Enumerated. It shall indicate whether for this APN, the UE is allowed to use the PDN GW in the domain of the HPLMN only, or additionally, the PDN GW in the domain of the VPLMN.. If this AVP is not present, this means that the UE is not allowed to use PDN GWs in the domain of the VPLMN. The following values are defined:
NOTALLOWED (0)
ALLOWED (1)"
Furthermore, for a user which APN can be used for accessing the packet services (e.g. Internet) it was also configured in the HSS by its home operator. Hence, for a user (by an IMSI) there could be more than one APN-Configuration AVPs and for each of these APNs, the VPLMN Address Allowed can be configured differently based on different services associated with this APN, e.g. home routed for the IMS services while local breakout for the Internet services.

Note that the APN included in the APN-Configuration AVPs in the HSS does contain the APN-NI part of the APN only. Also, the UE does only send the APN-NI part of the APN in the PDN connection activation/PDP context activation request. The MME/SGSN will construct the full APN (APN-NI + APN-OI) for the DNS resolution to select a P-GW/SGSN for accessing this APN by using different APN-OIs per different cases. In the roaming case, if the VPLMN Address Allowed indicates the GGSN/PGW from the VPLMN is allowed to be selected, the APN-OI for the UE is constructed from the VPLMN ID.

Furthermore, the UE is aware of the full APN construction rules at the network side. Hence, for a requested APN (APN-NI) whether it will be accessed via home routed or local breakout is fully agnostic to the UE.

2.2 Retry restriction for non-EPLMN change
What CT1 discussed the UE retry restriction under the SINE (Rel-12) and RISE (Rel-12) is per (E)SM procedure and PLMN and APN level.

For the intra-PLMN inter-RAT retry restriction, a Back-off timer value IE and Re-attempt indicator IE were added together with related (E)SM reject cause values (e.g. #8/#27/#32/#33).

For the EPLMN retry restriction, the Back-off timer value IE and Re-attempt indicator IE is re-used with adding a new bit value in the Re-attempt indicator IE to indicate whether another attempt is allowed in an EPLMN. Note that for some cause values (e.g. #50/#51/#66) the EPLMN retry restriction can be performed with Re-attempt indicator IE only without back-off timer. Furthermore, for the EPLMN retry restriction, a UE implementation dependent solution was adopted as well.

When looking the non-EPLMN retry restriction, the scenarios are little different:
(1) As stated in section 2.1, the APN access is determined by the APN configuration in the HSS which was settled by roaming agreement with roamed operators.
(2) [bookmark: OLE_LINK9][bookmark: OLE_LINK10]Unlike the EPLMN change, the UE has to perform a PLMN selection before re-attempting to a non-EPLMN. As specified in TS 23.122, for a roaming UE, register to another non-EPLMN after a PLMN selection can only happen in case of the current RPLMN (and its all EPLMNs) are not available or another higher priority VPLMN in the same county is available (via periodic background scan).

The above two differences should be taken into account when thinking about the solutions for the non-EPLMN retry restriction. When recalling the agreed solutions for the intra-PLMN inter-RAT and EPLMN retry restriction, it is easy to have two alternative solutions for the non-EPLMN retry restriction in the mind:

[bookmark: OLE_LINK14]Solution #1: Add a new network re-attempt indicator for non-EPLMN retry restriction

Solution #2: To give a retry chance in a non-EPLMN for the UE

Solution #1 will follow the similar logic of EPLMN retry restriction, i.e. to add a new bit value in the Re-attempt indicator IE to explicitly indicate whether another attempt is allowed in a non-EPLMN. At the network side, this solution can work well due to the network knows well that for that rejected APN whether the situation will be changed when changing a VPLMN, typically, for the home routed APN, the VPLMN change will not change the fact that the UE will not be allowed getting access to that APN (e.g. for cause #8) while for the local breakout APN, the situation maybe changed after changing to another VPLMN (e.g. for cause #50/51).

However, at the UE side, Solution #1 will make the UE implementation more complicated due to the UE’s retry restriction is already very complicated and now has to coordinate between three re-attempt indicators as well as back-off timer. Let’s consider a typical scenario as below:
(1)  The UE registers to its home PLMN (PLMN A) and initiates a new PDN connection request with APN1;
(2)  The MME determines APN1 is home routed in the roaming cases and decides to reject this request with cause value #32 "service option not supported", hence the MME includes a back-off timer value and sets the bits in the Re-attempt indicator IE as below:
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(The indicators mean the retry in A/Gb or Iu mode and EPLMN is allowed but in non-EPLMN is not allowed)

(3)  Upon receipt of PDN connection reject in PLMN A, the UE will start the back-off timer for the PLMN A and S1 mode only to enable the retry in A/Gb or Iu mode and EPLMN is allowed.

Now the key problem is how to start the back-off timer to disallow the retry in a non-PLMN (PLMN B)? 
Note that the UE cannot know whether it will change to an EPLMN or a non-EPLMN, or even which non-EPLMN, after the above step (3) during the subsequent mobility. It is clear that the UE will not start the back-off timer for all PLMNs in the EPLMN list due to the UE knows which PLMN is its EPLMN. However, it is unfeasible for the UE to start the back-off timer for all non-EPLMN in the World. Unlike the T3396 for congestion control which is tied to APN only (not to any PLMN), the back-off timer for retry restriction is tied to a given (E)SM procedure and PLMN and APN combination. Hence, in the above typical scenario, the UE’s behaviour is non-implementable. In fact, in case of the back-off timer value cannot be ignored (e.g. #8/#27/#32/#33) and the retry in a non-EPLMN is not allowed, the UE retry restriction cannot be implemented regardless the retry is allowed in the EPLMN or not.

One way to make the Solution #1 workable is: the UE always ignores the back-off timer value (like #50/51/66) and just remembers that retry for the same (E)SM procedure and APN in an non-EPLMN is always not allowed. However, one big risk of this way is: this restriction is permanent (until the UE is switched off or the USIM is removed) for all non-EPLMNs even when the reject cause received is semi-permanent (like #8/32/33).

Hence, we could have a below observation:
[bookmark: OLE_LINK15]Observation #1: Solution #1 cannot work well in case of the back-off timer value cannot be ignored and the retry in the non-EPLMN is not allowed.


For Solution #2, it will not require any network enhancement but just to follow the same principle that we agreed for the SINE cause values (e.g. #8/#27/#32/#33) as below:
"1)	after a PLMN change the UE may send a PDN CONNECTIVITY REQUEST message for the same APN in the new PLMN, if the back-off timer is not running and is not deactivated for the PDN connectivity procedure and the combination of new PLMN and APN;"

Note that the above text covers both the EPLMN change and non-EPLMN change cases, hence if going for Solution#2, there is no need to further enhance the UE’s behaviour as well. Furthermore, the UE’s implementation for retry restriction is quiet simple, i.e. just to check whether there is a back-off timer running for the (E)SM procedure and the new PLMN and APN combination. As analyzed for Solution#1, the UE cannot run a back-off timer for a non-EPLMN, therefore, it is very natural for a UE to be allowed to retry when moving to a new non-EPLMN.

Hence, we could further have a below observation:
Observation #2: Solution #2 was already covered by the existing SINE solution without any further enhancement on both the network and the UE.

The drawback of Solution#2 is, for the APN accessing via home routed when roaming, the operator may expect that any retry in the non-EPLMN is not allowed when the (E)SM request was rejected in the HPLMN or a VPLMN with a specific cause value (e.g. #8/#32/#33). In this case, Solution#2 will open the door for the UE to have a (first) retry in a non-EPLMN which created unnecessary signalling to the network. However, note that this retry can only be allowed once due to it will be rejected again and the back-off timer will start for this new non-EPLMN and then the subsequent retry will be blocked. Furthermore, as highlighted above, one big difference between non-EPLMN change and EPLMN change is that the PLMN selection procedure has to be performed by the UE which can only happen in case of the current RPLMN (and its all EPLMNs) are not available or another higher priority VPLMN in the same county is available (via periodic background scan). This will be happened very less often than the EPLMN change. Hence in the normal cases, the unnecessary signalling created due to this one time retry should be acceptable for both the home operator and the visited operator.
2.3 Proposal
Based on the analysis and the evaluation done in the section 2.2, there is no perfect solution for the non-EPLMN retry restriction issue. After comparing the pros and cons of Solution#1 and Solution#2, Solution#2 seems more workable and simpler for UE implementation and does not require any further network and UE enhancement. Hence, we would like to provide the below proposal:
Proposal: to adopt Solution#2 to deal with the non-EPLMN retry restriction issue.

Going for this proposal means that no further CR action is needed for the non-EPLMN retry restriction issue due to it is already covered by the existing mechanism.

4. Conclusion
Following the current roaming architectures and APN configuration, the scenarios are different between the non-EPLMN retry restriction and the EPLMN retry restriction. Hence, whether to follow the same solution for the non-EPLMN retry restriction should be carefully analyzed and evaluated.

Two solutions have been analyzed in detail and we have got the below two observations:
Observation #1: Solution #1 cannot work well in case of the back-off timer value cannot be ignored and the retry in the non-EPLMN is not allowed.

Observation #2: Solution #2 was already covered by the existing SINE solution without any further enhancement on both the network and the UE.

Based on the result of evaluation of the different solutions, we would like to provide the below proposal:
Proposal: to adopt Solution#2 to deal with the non-EPLMN retry restriction issue.

It is proposed that CT1 discusses the non-EPLMN retry restriction issue and agree the proposed solution as a way forward. Going for the proposed solution#2 means that no further CR action is needed for the non-EPLMN retry restriction issue.
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