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***** Start of changes *****
6.5.1.1
General

The purpose of the UE requested PDN connectivity procedure is for a UE to request the setup of a default EPS bearer to a PDN. The UE requests connectivity to a PDN by sending a PDN CONNECTIVITY REQUEST message to the network. If accepted by the network, this procedure initiates the establishment of a default EPS bearer context. The procedure is used either to establish the first default bearer by including the PDN CONNECTIVITY REQUEST message into the initial attach message, or to establish subsequent default bearers to additional PDNs in order to allow the UE simultaneous access to multiple PDNs by sending the message stand-alone.

If there is already a PDN connection for emergency bearer services established, the UE shall not request an additional PDN connection for emergency bearer services.
A UE attached for emergency bearer services shall not request a PDN connection to any other PDN.
The UE may also initiate the UE requested PDN connectivity procedure to add 3GPP access to the PDN connection which is already established over WLAN as specified in the subclause 6.2.2 of 3GPP TS 23.161 [x].
***** Next change *****
6.5.1.2
UE requested PDN connectivity procedure initiation
When the PDN CONNECTIVITY REQUEST message is sent together with an ATTACH REQUEST message, the UE shall not include the APN.
NOTE 1:
If the UE needs to provide protocol configuration options which require ciphering or provide an APN, or both, during the attach procedure, the ESM information transfer flag is included in the PDN CONNECTIVITY REQUEST. The MME then at a later stage in the PDN connectivity procedure initiates the ESM information request procedure in which the UE can provide the MME with protocol configuration options or APN or both.
In order to request connectivity to a PDN using the default APN, the UE includes the Access point name IE in the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message, according to the following conditions:

-
if use of a PDN using the default APN requires PAP/CHAP, then the UE should include the Access point name IE; and

-
in all other conditions, the UE need not include the Access point name IE.

In order to request connectivity to an additional PDN, the UE shall send a PDN CONNECTIVITY REQUEST message to the MME, start timer T3482 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.1.2.1). If the additional PDN connection is for emergency bearer services, the UE shall not include an APN in the PDN CONNECTIVITY REQUEST message; otherwise the UE shall include the requested APN.
In the PDN type information element the UE shall indicate the IP version capability of the IP stack associated with the UE as specified in subclause 6.2.2.
The UE shall set the request type to "initial request" when the UE is establishing a new PDN connectivity to a PDN in an attach procedure or in a stand-alone PDN connectivity procedure. The UE shall set the request type to "emergency" when the UE is requesting a new PDN connectivity for emergency bearer services. The UE shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the UE was connected to that PDN before the handover to the 3GPP access network, or when the UE initiates the procedure to add 3GPP access to the PDN connection which is already established over WLAN.
NOTE 2:
For emergency bearer services, the handover from non-3GPP access to E-UTRA is not supported.

If the UE supports DSMIPv6, the UE may include a request for obtaining the IPv6 address and optionally the IPv4 address of the home agent in the Protocol configuration options IE in the PDN CONNECTIVITY REQUEST message. The UE may also include a request for obtaining the IPv6 Home Network Prefix. The UE shall request the IPv6 Home Network Prefix only if the UE has requested the home agent IPv6 address. The requested home agent address(es) and the Home Network Prefix are related to the APN the UE requested connectivity for.
The UE may set the ESM information transfer flag in the PDN CONNECTIVITY REQUEST message to indicate that it has ESM information, i.e. protocol configuration options, APN, or both, that needs to be sent after the NAS signalling security has been activated between the UE and the MME.
If the UE supports A/Gb mode or Iu mode or both, the UE shall indicate the support of the network requested bearer control procedures (see 3GPP TS 24.008 [13]) in A/Gb mode or Iu mode in the Protocol configuration options IE.

Protocol configuration options provided in the ESM INFORMATION RESPONSE message replace any protocol configuration options provided in the PDN CONNECTIVITY REQUEST message.
When the UE initiates the procedure to add 3GPP access to the PDN connection that is already established over WLAN, the UE shall provide the same APN as that of the PDN connection established over WLAN in the PDN connectivity procedure as specified in the subclause 6.2.2 of 3GPP TS 23.161 [x]. 
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Figure 6.5.1.2.1: UE requested PDN connectivity procedure
***** Next change *****
8.3.6
Activate default EPS bearer context request

8.3.6.1
Message definition

This message is sent by the network to the UE to request activation of a default EPS bearer context. See table 8.3.6.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.6.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	Activate default EPS bearer context request message identity
	Message type

9.8
	M
	V
	1

	
	EPS QoS
	EPS quality of service

9.9.4.3
	M
	LV
	2-14

	
	Access point name
	Access point name

9.9.4.1
	M
	LV
	2-101

	
	PDN address
	PDN address

9.9.4.9
	M
	LV
	6-14

	5D
	Transaction identifier
	Transaction identifier

9.9.4.17
	O
	TLV
	3-4

	30
	Negotiated QoS
	Quality of service

9.9.4.12
	O
	TLV
	14-22

	32
	Negotiated LLC SAPI
	LLC service access point identifier

9.9.4.7
	O
	TV
	2

	8-
	Radio priority
	Radio priority

9.9.4.13
	O
	TV
	1

	34
	Packet flow Identifier
	Packet flow Identifier

9.9.4.8
	O
	TLV
	3

	5E
	APN-AMBR
	APN aggregate maximum bit rate

9.9.4.2
	O
	TLV
	4-8

	58
	ESM cause
	ESM cause

9.9.4.4
	O
	TV
	2

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.11
	O
	TLV
	3-253

	B-
	Connectivity type
	Connectivity type

9.9.4.2A
	O
	TV
	1

	C-
	WLAN offload indication
	WLAN offload acceptability
9.9.4.18
	O
	TV
	1

	y
	NBIFOM container
	NBIFOM container 
9.9.4.y
	O
	TLV
	x


8.3.6.2
Transaction identifier

If the UE supports A/Gb mode or Iu mode or both, a network supporting mobility from S1 mode to A/Gb mode or Iu mode or both shall include this IE.
8.3.6.3
Negotiated QoS

If the UE supports A/Gb mode or Iu mode or both, a network supporting mobility from S1 mode to A/Gb mode or Iu mode or both shall include the corresponding R99 QoS parameter values of a PDP context.
8.3.6.4
Negotiated LLC SAPI

If the UE supports A/Gb mode, a network supporting mobility from S1 mode to A/Gb mode shall include this IE.
8.3.6.5
Radio priority

If the UE supports A/Gb mode, a network supporting mobility from S1 mode to A/Gb mode shall include this IE.
8.3.6.6
Packet flow identifier
If the UE supports A/Gb mode and BSS packet flow procedures, a network supporting mobility from S1 mode to A/Gb mode shall include this IE.
8.3.6.7
APN-AMBR
This IE is included in the message when the network wishes to transmit the APN-AMBR to the UE for possible uplink policy enforcement.
8.3.6.8
ESM cause
The network shall include this IE, if the network allocated a PDN address of a PDN type which is different from the PDN type requested by the UE.

8.3.6.9
Protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
This IE shall be included if the network supports Local IP address in the traffic flow aggregate description and TFT filter.
8.3.6.10
Connectivity type
The network shall include the Connectivity type IE if:

-
the network is configured to indicate when a PDN connection is a LIPA PDN connection; and

-
the present PDN connection is a LIPA PDN connection.
8.3.6.11
WLAN offload indication
This IE shall be included in the message when the network wishes to indicate if the UE is allowed to offload the traffic of the associated PDN connection to WLAN(s), as specified in subclause 9.9.4.18.

8.3.6.y
NBIFOM container 
This IE shall be included in the message when the network indicates:

· the default access to the UE; and

· the requested routing rule handling result to the UE as specified in the subclause 6.2.2 of 3GPP TS 23.161 [x].
Editor’s note (WID:NBIFOM-CT, CR#2183): The length x and the definition of the NBIFOM container IE is FFS.
***** Next change *****
8.3.20
PDN connectivity request

8.3.20.1
Message definition

This message is sent by the UE to the network to initiate establishment of a PDN connection. See table 8.3.20.1.

Message type:
PDN CONNECTIVITY REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.20.1: PDN CONNECTIVITY REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	PDN connectivity request message identity
	Message type

9.8
	M
	V
	1

	
	Request type
	Request type

9.9.4.14
	M
	V
	1/2

	
	PDN type
	PDN type

9.9.4.10
	M
	V
	1/2

	D-
	ESM information transfer flag
	ESM information transfer flag
9.9.4.5
	O
	TV
	1

	28
	Access point name
	Access point name

9.9.4.1
	O
	TLV
	3-102

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.11
	O
	TLV
	3-253

	C-
	Device properties
	Device properties
9.9.2.0A
	O
	TV
	1

	y
	NBIFOM container
	NBIFOM container 
9.9.4.y
	O
	TLV
	x


8.3.20.2
ESM information transfer flag

The UE shall include this IE in the PDN CONNECTIVITY REQUEST message sent during the attach procedure if the UE has protocol configuration options that need to be transferred security protected or wishes to provide an access point name for the PDN connection to be established during the attach procedure.

8.3.20.3
Access point name
This IE is included in the message when the UE wishes to request network connectivity as defined by a certain access point name. This IE shall not be included when the PDN CONNECTIVITY REQUEST message is included in an ATTACH REQUEST message or if the request type indicates "emergency".

8.3.20.4
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
This IE shall be included if the UE supports local IP address in traffic flow aggregate description and TFT filter.
8.3.20.5
Device properties
The UE shall include this IE if the UE is configured for NAS signalling low priority.
8.3.20.x
NBIFOM container 
This IE shall be included in the message to indicate the default access and optionally the routing rule to the network as specified in the subclause 6.2.2 of 3GPP TS 23.161 [x].
Editor’s note (WID:NBIFOM-CT, CR#2183): The length x and the definition of the NBIFOM container IE is FFS.
***** Next change *****
9.9.4.y
NBIFOM container
Editor’s note (WID:NBIFOM-CT, CR#2183): The definition of the NBIFOM container IE is FFS.
***** End of changes *****
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