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	Reason for change:
	According to stage 2, routeing an emergency call via S-CSCF is only applicable in the non-roaming case.

So, if the operator policy requires that emergency service requests are forwarded to the S-CSCF the P-CSCF needs to check that the user is not roaming.

In the present version of 3GPP TS 24.229 the subclause 5.2.10.3 states:

1A)
if operator policy requires that emergency service requests are forwarded to the S-CSCF and the P-CSCF determines that the network to which the originating user is attached (see the IP-CAN specific annexes for the detailed procedure) is the network the P-CSCF is in then:

Issue 1: These conditions can also be fulfilled by a roaming user! This will result in:

a)
execute the procedure described in subclause 5.2.6.3.3, subclause 5.2.6.3.7, subclause 5.2.6.3.11 and subclause 5.2.7.2, as appropriate except for routing to IBCF; and

b)
before the request is forwarded in the referenced procedures, include a bottom most Route header field set to the URI associated with an E-CSCF;

Issue 2: As a consequent of the above, the request will be routed bypassing any IBCF to the home network (also for a roaming user) since the route set contains the routes based on Service-Route + E-CSCF as the last hop.

It seems very strange that the SIP request is sent to the home network without involving an IBCF. Using the route set based on Service-Route.

 Both issue 1 and issue 2 would be resolved if the condition in the 1A) is changed to check if the user is roaming.

	
	

	Summary of change:
	Updated 1A) to check if the UE is not a roaming user

	
	

	Consequences if not approved:
	Emergency calls will not work if the user is roaming and registered via a P-CSCF in the visited network and the operator policy is to route emergency calls via S-CSCF.
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***** Next change *****
5.2.10.3
General treatment for all dialogs and standalone transactions excluding the REGISTER method after emergency registration

If the P-CSCF receives an initial request for a dialog, or a standalone transaction, or an unknown method, for a registered user over the security association, TLS session, or IP association that was created during the emergency registration, as identified by the presence of the "sos" SIP URI parameter in the Contact header field of the 200 (OK) response, the P-CSCF shall inspect the Request-URI independent of values of possible entries in the received Route header fields for emergency service identifiers. The P-CSCF shall consider the Request URI of the initial request as an emergency service identifier, if it is an emergency number or an emergency service URN from the configurable lists that are associated with:
-
the country of the operator to which the P-CSCF belongs to; and

-
for inbound roamers, the country from which the UE is roaming from. The P-CSCF determines the country to which the UE is belonging to based on the content of the P-Assserted-Identity header field which contains the home network domain name in a SIP URI belonging to the user.

If the P-CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method does not match any one of the emergency service identifiers in the associated lists, the P-CSCF shall reject the request by returning a 403 (Forbidden) response to the UE.

If the P-CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method matches one of the emergency service identifiers in the associated lists, the P-CSCF shall:

1)
include in the Request-URI an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]:

-
if the received Request-URI matches an emergency service URN, as received from the UE in the Request-URI; and
-
if the received Request-URI does not match an emergency service URN, as deduced from the Request-URI received from the UE.

1A)
if the operator policy requires that emergency service requests are forwarded to the S-CSCF and the P-CSCF determines that the network to which the originating user is attached (see the IP-CAN specific annexes for the detailed procedure) is the network the P-CSCF is in and the user is not a roaming user then:
NOTE 0:
The P-CSCF can know if the user is roaming by comparing the home domain name of the user received in the Request-URI in the REGISTER request with its own domain name. If they are different the user is a roaming user.
a)
execute the procedure described in subclause 5.2.6.3.3, subclause 5.2.6.3.7, subclause 5.2.6.3.11 and subclause 5.2.7.2, as appropriate except for routing to IBCF; 

b)
before the request is forwarded in the referenced procedures, include a bottom most Route header field set to the URI associated with an E-CSCF;

NOTE 1:
It is implementation dependent as to how the P-CSCF obtains the list of E-CSCFs.

1B)
if the condition for 1A) is not fulfilled then:

a)
execute the procedure described in subclause 5.2.6.3.3, subclause 5.2.6.3.7, subclause 5.2.6.3.11 and subclause 5.2.7.2, as appropriate except for verifying the preloaded route against the received Service-Route header field; and routing to IBCF;

b)
before the request is forwarded in the referenced procedures, remove all Route header fields and include a Route header field set to the URI associated with an E-CSCF; and 

NOTE 2:
It is implementation dependent as to how the P-CSCF obtains the list of E-CSCFs.

1C)
if the request is from a UE that is not considered as priviledged sender and if the alternative identity of the originator of the request was not identified (see subclause 5.2.6.3.1):

i)
if the P-Asserted-Identity header field in the request to be sent contains a SIP URI and if a tel URI belongs to the set of implicitly registered public user identities that contains the SIP URI, add a second P-Asserted-Identity header field that contains the first tel URI of the implicitly registered public user identities; and

ii)
if the P-Asserted-Identity header field in the request to be sent contains a tel URI, add a second P-Asserted-Identity header field that contains the first SIP URI of the implicitly registered public user identities that contains the tel URI;
2)
if the request contains a Contact header field containing a GRUU the P-CSCF shall save the GRUU received in the Contact header field of the request and associate it with the UE IP address and UE port such that the P-CSCF is able to route target refresh request containing that GRUU in the Request-URI. The UE port used for the association is determined as follows:

-
if IMS AKA or SIP digest with TLS is being used as a security mechanism, the UE protected server port for the security association on which the request was received; or

-
if SIP digest without TLS, NASS-IMS bundled authentication or GPRS-IMS-Bundled Authentication is being used as a security mechanism, the UE unprotected port on which the request was received; and
3)
where the network uses the Resource-Priority header field to control the priority of emergency calls, add a Resource-Priority header field containing a namespace of "esnet" as defined in RFC 7135 [197].

If the P-CSCF does not receive any response to an initial request for a dialog or standalone transaction or an unknown method sent to an E-CSCF (including its retransmissions); or receives a 480 (Temporarily Unavailable) response to an initial request for a dialog or standalone transaction or an unknown method sent to an E-CSCF, the P-CSCF shall include a URI, associated with a different E-CSCF, in the topmost Route header field and forward the request.
If the P-CSCF does not receive any response to an initial request for a dialog or standalone transaction or an unknown method sent to a S-CSCF (including its retransmissions); or receives a 480 (Temporarily Unavailable) response to an initial request for a dialog or standalone transaction or an unknown method sent to a S-CSCF, the P-CSCF shall include a URI, associated with a different E-CSCF, in the topmost Route header field of the initial request for a dialog or standalone transaction or an unknown method, and forward the request.

When the P-CSCF received a subsequent request in the dialog from the UE, and the network uses the Resource-Priority header field to control the priority of emergency calls, the P-CSCF shall add a Resource-Priority header field containing a namespace of "esnet" as defined in RFC 7135 [197].

When the P-CSCF receives a target refresh request for a dialog with the Request-URI containing a GRUU the P-CSCF shall:

-
obtain the UE IP address and UE port associated to the GRUU contained in the Request-URI and rewrite the Request-URI with that UE IP address and UE port; and

-
perform the steps in subclause 5.2.6.4.5 for when the P-CSCF receives, destined for the UE, a target refresh request for a dialog.

***** Next change *****
