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	Reason for change:
	Currently, when the MS attempts to access the network to receive PS emergency bearer services and one of the following abnormal cases occurs:

- lower layer failure without "Extended Wait Time" received from lower layers;

- supervision timer expires; or

- request rejected with a GMM cause not described in the "unsuccessful cases", then the MS will follow the requirements described for the specific abnormal case.

Additionally,if the MS is still in the same PLMN, it will inform the upper layers of the failure of the procedure – which can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain), or other implementation specific mechanisms – or, in certain cases, the MS will attempt a GPRS attach for emergency bearer service.

In contrast to this, no additional MS actions are specified for the case when the MS cannot access the network due to access class barring. That means the MS will follow the usual behaviour: the MS does not start the GMM procedure, it stays in the current serving cell and applies normal cell reselection process. Finally, when access is granted or the MS changes to a different cell, the MS may start the GMM procedure.

For emergency calls, such a behaviour is not acceptable, especially if the MS has other options (e.g. the CS domain or another IP-CAN within the same PLMN, or another PLMN in a shared network cell). It is proposed that GMM informs the upper layers of the failure to access the network so that – as for the other abnormal cases – the upper layers can decide whether to request establishment of a CS emergency call or to use other implementation specific mechanisms to establish the emergency call.

Note that due to the RRC establishment cause = "emergency call" provided by NAS, AS will perform access barring checks based on the setting of the "AC10" bit in the system information broadcast. I.e. if access is barred for a normal attach, RAU or service request procedure with RRC establishment cause = "emergency call", then in the same PLMN also access for a GPRS attach for emergency bearer services will be barred. On the other hand, when DSAC is activated in a shared network, then the "AC10" bit can be set differently for the different networks sharing the cell. So an access attempt for a GPRS attach for emergency bearer services to another PLMN in the shared network can be successful. 
(Note: The barring of emergency calls based on the use of the "AC10" bit is "deterministic", i.e. access is permitted dependent on the broadcasted value of the AC10 bit, not based on a random mechanism using a barring factor and barring time broadcasted by the network and a random number generated by the MS as for the access class barring for AC0 … AC9 in E-UTRAN.

So it is not possible to predict when the AC10 barring will be alleviated or when the MS will be allowed to make the next access attempt. But normally, AC10 barring is an indication of severe congestion, and it can be assumed that this state will last for some time.

On the other hand, when AC10 barring is activated for the PS domain, there is a risk that the same applies also to the CS domain within the same PLMN. I.e. there is no guarantee that by switching to the CS domain of the same PLMN the MS will be able to setup the emergency call. – In any case, upper layers should be given the opportunity to try and establish the emergency call via another suitable domain or access network.)

	
	

	Summary of change:
	If a GMM procedure initiated for the purpose of receiving emergency bearer services fails due to acces class barring, the MS shall perform the usual actions as described in the abnormal cases section, and additionally inform the upper layers of the failure to access the network. In a shared network, if an attach request for emergency bearer services fails, the MS may alternatively attempt an attach for emergency bearer services to another PLMN in the shared network.

	
	

	Consequences if not approved:
	Failure to inform the upper layers can result in an unnecessary delay of the setup of the emergency call, if other domains or access networks are available.
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	Other comments:
	


4.7.3.1.4a
GPRS attach for emergency bearer services not accepted by the network (UTRAN Iu mode only)
If the attach request for emergency bearer services cannot be accepted by the network, an ATTACH REJECT message is transferred to the MS. The ATTACH REJECT message includes GMM cause #5 "IMEI not accepted" or one of the GMM cause values as described in subclause 4.7.3.1.4.
NOTE 1:
If GMM cause #11 is sent to a MS of a roaming subscriber attaching for emergency bearer services and the MS is in automatic network selection mode, it cannot obtain normal service provided by this PLMN.

Upon receiving the ATTACH REJECT message including GMM cause #5, the MS shall enter the state GMM-DEREGISTERED.NO-IMSI.
Upon receiving the ATTACH REJECT message including one of the other GMM cause values, the MS shall perform the actions as described in subclause 4.7.3.1.4 with the following addition: the MS shall inform the upper layers of the failure of the procedure.

NOTE 2:
This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain), or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [13D] can result in the emergency call being attempted to another IP-CAN.
If the attach request for emergency bearer services fails due to abnormal cases b), c) or d) in subclause 4.7.3.1.5, the MS shall perform the actions as described in subclause 4.7.3.1.5 with the following addition: the MS shall inform the upper layers of the failure of the procedure.

NOTE 3:
This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain), or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [13D] can result in the emergency call being attempted to another IP-CAN.
If the attach request for emergency bearer services fails due to abnormal case a) in subclause 4.7.3.1.5, the MS shall perform the actions as described in subclause 4.7.3.1.5 and inform the upper layers of the failure to access the network.

In a shared network, upon receiving the ATTACH REJECT message, the MS shall perform the actions as described in subclause 4.7.3.1.4, and shall:

a)
inform the upper layers of the failure of the procedure; or

NOTE 4:
This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain), or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [13D] can result in the emergency call being attempted to another IP-CAN.
b)
attempt the attach for emergency bearer services to another PLMN in the shared network.

In a shared network, if the attach request for emergency bearer services fails due to abnormal cases b), c) or d) in subclause 4.7.3.1.5, the MS shall perform the actions as described in subclause 4.7.3.1.5, and shall:

a)
inform the upper layers of the failure of the procedure; or

NOTE 5:
This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain), or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [13D] can result in the emergency call being attempted to another IP-CAN.
b)
attempt the attach for emergency bearer services to another PLMN in the shared network.

In a shared network, if the attach request for emergency bearer services fails due to abnormal case a) in subclause 4.7.3.1.5, the MS shall perform the actions as described in subclause 4.7.3.1.5 and shall:

a)
inform the upper layers of the failure to access the network; or
b)
attempt the attach for emergency bearer services to another PLMN in the shared network.

4.7.3.1.4b
Attach for initiating a PDN connection for emergency bearer services not accepted by the network (UTRAN Iu mode only)
If the network cannot accept the attach request for initiating a PDN connection for emergency bearer services with attach type not set to "emergency attach", the MS shall perform the procedures as described in subclause 4.7.3.1.4. Then if the MS is in the same selected PLMN where the last attach request was attempted, the MS shall:
a)
inform the upper layers of the failure of the procedure; or

NOTE 1: This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain) or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [95] that can result in the emergency call being attempted to another IP-CAN.
b)
attempt GPRS attach for emergency bearer services.
If the attach request for initiating a PDN connection for emergency bearer services with attach type not set to "emergency attach" fails due to abnormal cases b), c) or d) in subclause 4.7.3.1.5, the MS shall perform the procedures as described in subclause 4.7.3.1.5. Then if the MS is in the same selected PLMN where the last attach request was attempted, the MS shall:
a)
inform the upper layers. This could result in the MS attempting a CS emergency call (if not already attempted in the CS domain) or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [95] that can result in the emergency call being attempted to another IP-CAN; or

b)
attempt GPRS attach for emergency bearer services.
If the attach request for initiating a PDN connection for emergency bearer services with attach type not set to "emergency attach" fails due to abnormal case a) in subclause 4.7.3.1.5, the MS shall perform the procedures as described in subclause 4.7.3.1.5 and inform the upper layers of the failure to access the network.

***** Next change *****
4.7.5.1.4a
Routing area updating procedure for initiating a PDN connection for emergency bearer services not accepted by the network (UTRAN Iu mode only)
If the routing area updating request for initiating a PDN connection for emergency bearer services cannot be accepted by the network, the MS shall perform the procedures as described in subclause 4.7.5.1.4. Then if the MS is in the same selected PLMN where the last routing area updating was attempted, the MS shall:
a)
inform the upper layers of the failure of the procedure; or

NOTE 1: This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain) or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [95] that can result in the emergency call being attempted to another IP-CAN.
b)
detach locally, if not detached already, attempt GPRS attach for emergency bearer services.
If the routing area updating request for initiating a PDN connection for emergency bearer services fails due to abnormal cases b), c) or d) in subclause 4.7.5.1.5, the MS shall perform the procedures as described in subclause 4.7.5.1.5. Then if the MS is in the same selected PLMN where the last routing area updating was attempted, the MS shall:
a)
inform the upper layers of the failure of the procedure; or

NOTE 2: This can result in the upper layers requesting  establishment of a CS emergency call (if not already attempted in the CS domain) or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [95] that can result in the emergency call being attempted to another IP-CAN.
b)
detach locally, if not detached already, attempt GPRS attach for emergency bearer services.
If the routing area updating request for initiating a PDN connection for emergency bearer services fails due to abnormal case a) in subclause 4.7.5.1.5, the MS shall perform the procedures as described in subclause 4.7.5.1.5 and inform the upper layers of the failure to access the network.

***** Next change *****
4.7.13.4a
Service request procedure for initiating a PDN connection for emergency bearer services not accepted by the network (UTRAN Iu mode only)
If the service request for initiating a PDN connection for emergency bearer services cannot be accepted by the network, the MS shall perform the procedures as described in subclause 4.7.13.4. Then if the MS is in the same selected PLMN where the last service request was attempted, the MS shall: 
a)
inform the upper layers of the failure of the procedure; or

NOTE 1: This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain) or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [95] that can result in the emergency call being attempted to another IP-CAN.
b)
detach locally, if not detached already, attempt GPRS attach for emergency bearer services.
If the service request for initiating a PDN connection for emergency bearer services fails due to abnormal cases b), c) or d) in subclause 4.7.13.5, the MS shall perform the procedures as described in subclause 4.7.13.5. Then if the MS is in the same selected PLMN where the last service request was attempted, the MS shall: 
a)
inform the upper layers of the failure of the procedure; or

NOTE 2: This can result in the upper layers establishment of a CS emergency call (if not already attempted in the CS domain) or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [95] that can result in the emergency call being attempted to another IP-CAN.
b)
detach locally, if not detached already, attempt GPRS attach for emergency bearer services.
If the service request for initiating a PDN connection for emergency bearer services fails due to abnormal case a) in subclause 4.7.13.5, the MS shall perform the procedures as described in subclause 4.7.13.5 and inform the upper layers of the failure to access the network.

