3GPP TSG CT WG1 Meeting #90





C1-150375
Sorrento (Italy), 2-6 February 2015
Source:
LG Electronics
Title:
Discussion on UE impacts of ACDC mechanism
Agenda item:
13.3
Document for:
Discussion and decision
1. Introduction

SA1 has agreed the stage-1 requirements in TS 22.011 on Application specific Congestion control for Data Communication (ACDC) in Release 13. ACDC is an access control mechanism for the operator to allow/prevent new access attempts from particular, operator-identified applications in the UE so that the network can prevent/mitigate overload of the UE’s access attempts. This paper aims at discussing the CT1 impacts of ACDC mechanism and also provides observations on ACDC mechanism in UE side which could meet the SA1 requirements. 
2. Discussion

2.1 Stage-1 requirements on ACDC
Based on the SA1 requirements [1][2], ACDC categories are ranked in descending order of the probability of being restricted as below: 

“ACDC categories are ranked in the order of the probability of being restricted. The operator assigns an application that needs minimal restriction to a higher ranked ACDC category. This reduces the impact to access attempts from such applications. Structuring controls in this way ensures that the same principle holds for roaming UEs, if the visited operator chooses to make ACDC applicable to roamers.”
“There may be many applications on a UE that are not assigned an ACDC category. Such applications should be treated by the UE as part of the lowest ranked ACDC category. If the operator requires differentiation with respect to these uncategorized applications, the operator should avoid assigning applications to the lowest ranked ACDC category.”
“The home network shall be able to configure a UE with at least four ACDC categories to each of which particular, operator-identified applications are associated. The categories shall be ranked in order of the probability of being restricted.

Note:
Provisioning of the ACDC categories in the UE is the responsibility of the HPLMN operator, and the categorization is outside the scope of 3GPP.”
From the yellow highlighted text above, there exist two problems in roaming cases because of unclear ACDC requirements. Firstly, there is only the minimum boundary of ACDC categories to each of which particular operator-identified applications are associated. If the roaming UE is configured ACDC categories I, II, III, IV and V (e.g., V for Google Map) by HPLMN and goes to VPLMN which configures the UE with only ACDC categories I, II, III and IV (NOT categories V), then how can Google MAP of ACDC categories V in the roaming UE be handled?
Secondly, the HPLMN and VPLMN can provide the same number of ACDC categories (e.g. ACDC categories I, II, III and IV) for the UE but the ACDC categorization can be different between the operator A and B. For example, Google MAP can be in ACDC categories I of HPLMN but Google MAP can be in ACDC categories IV of VPLMN. In such a scenario, if the roaming UE goes to VPLMN, then how can Google MAP in the roaming UE be handled?
Therefore, CT1 needs to send an LS to SA1 for clarification of ACDC requirements. (see, the outgoing LS to SA1 in C1-15xxxx)
2.2 Configuration of the ACDC categories
According to the SA1 requirements, the home network shall be able to configure a UE with at least four ACDC categories to each of which particular, operator-identified applications are associated. 
Basically, the ACDC categories provided by the operator can be configured via OMA DM or via USIM into the UE. To implement this configuration, a new management object (MO) for ACDC will be introduced in TS 24.105 and the related parameters for USIM will be defined in TS 31.102 [3].
2.3 Provisioning of access control information per ACDC category
The access control information per each ACDC category could be broadcast in the SystemInformationBlock (e.g., SIB2) to the UEs. The access control information for ACDC could consist of several parameters such as a barring factor, a barring time and an indication for a roaming UE subject to ACDC control. 
Considering at least four ACDC categories are configured by the network, the access control information list for ACDC is broadcast per ACDC category in SIB as shown in Table 1. This should be decided by RAN2 but it is important for CT1 to evaluate the related impact in the NAS layer of the UE for ACDC mechanism.
Table 1. Access control information list per ACDC category
	Access control information list per ACDC category

	ACDC category
	Access control information

	ACDC category I
	Barring factor A

	
	Barring time A

	
	Indication for a roaming UE subject to ACDC control 

	ACDC category II
	Barring factor B

	
	Barring time B

	
	Indication for a roaming UE subject to ACDC control

	ACDC category III
	Barring factor C

	
	Barring time C

	
	Indication for a roaming UE subject to ACDC control

	ACDC category IV
	Barring factor D

	
	Barring time D

	
	Indication for a roaming UE subject to ACDC control

	∙∙∙
	∙∙∙


2.4 Possible solutions for ACDC mechanism
The key point of possible solutions for ACDC mechanism is which layer performs ACDC category check and ACDC (barring) check. From ACDC (barring) check point of view, to align with existing access control mechanism (or logic) for ACDC (barring) check (e.g. ACB, ACB skip, SSAC, EAB overriding), there are basically two possible solutions: 1) Application layer performs ACDC (barring) check and 2) RRC layer performs ACDC (barring) check. 
2.4.1 Application layer based scheme (Alternative I)
For SSAC, the MMTEL layer obtains the barring factors and barring time values for MMTEL voice and MMTEL video from RRC layer and then performs SSAC check for processing the related session establishment. 
Considering the same logic for ACDC mechanism, the application layer first performs ACDC category check (i.e. determine which ACDC category this application ID belongs based on provision of ACDC MO or USIM). Afterward, the application obtains the barring factors, barring time values and other information from RRC layer and then, the application layer performs ACDC (barring) check for processing the related session establishment. If ACDC (barring) check passed, then NAS layer performs Service Request procedure. If ACB information is provided by the network simultaneously, the upper layer (application or NAS) needs to indicate ACDC (barring) check has passed to RRC in order to skip ACB check.
This alternative would have a large impact on the UE among the layers (application, NAS and RRC) and also complicate internal UE implementation.
2.4.2 NAS based scheme with call types (Alternative II)
For ACB skip mechanism, the MMTEL indicates the triggering of MMTEL/SMS over IP session for MMTEL voice, MMTEL video and SMS over IP service to NAS layer. Then NAS layer is aware of it and performs Service Request procedure with call types for MMTEL voice, MMTEL video and SMS over IP service. RRC layer determines whether this access attempt should be passed based on call types provided by NAS and access control information provided by the network.
Considering the same approach for ACDC mechanism, the application layer first indicates the application ID to NAS. Then, the NAS layer performs ACDC category check (i.e. determine which ACDC category this application ID belongs based on provision of ACDC MO or USIM). Then, NAS layer initiates Service Request procedure for processing the related session establishment with call types. RRC layer finally determines whether this access attempt should be passed based on call types provided by NAS and access control information provided by the network. If ACB information is provided by the network simultaneously, the RRC layer just ignores (skips) ACB check. 

This approach could have less impact on the UE among the layers (application, NAS and RRC) but call types should be defined per ACDC category. 
2.4.3 NAS based scheme with the ACDC indication (Alternative III)
This scheme is almost same as Alternative II. The only difference is between to define call types and to introduce the indication for ACDC check. 
The application layer first indicates the application ID to NAS. Then, the NAS layer performs ACDC category check (i.e. determine which ACDC category this application ID belongs based on provision of ACDC MO or USIM). Then, NAS layer initiates Service Request procedure for processing the related session establishment with the ACDC indication. RRC layer finally determines whether this access attempt should be passed based on the ACDC indication provided by NAS and access control information provided by the network. If ACB information is provided by the network simultaneously, the RRC layer just ignores (skips) ACB check. 

This approach could have less impact on the UE among the layers (application, NAS and RRC) like Alternative II. The ACDC indication requires the values (the bits) per ACDC category but it would simpler than the call types method from UE implementation manner point of view. 
2.5 Evaluation of possible solutions for ACDC mechanism
Comparing possible solutions for ACDC mechanism, Alternative I would have a large impact on the UE side and this application based solution could be more complicated than NAS based solutions.
For Alternative II, this NAS based solution could have a small impact on the UE among the layers (application, NAS and RRC) but call types should be defined per ACDC category. According to the current SA1 requirements, the network shall be able to configure a UE with at least four ACDC categories to each of which particular, operator-identified applications are associated. So, there is no upper boundary of ACDC categories which can lead a problem that how many call types should be defined in the stage 3 specification for ACDC. 

For Alternative III, this solution could have a small impact on the UE among the layers (application, NAS and RRC) like Alternative II. Furthermore, even if The ACDC indication requires the values (the bits) per ACDC category but it would simpler than the call types method for the future purposes from UE implementation point of view.
Proposal 1: The stage 3 solution for ACDC mechanism should consider the existing access control mechanisms and should have less impact on the UE among the layers (application, NAS and RRC).
Proposal 2: It is proposed to adopt Alternative III as way forward for ACDC mechanism.
3. Conclusion

In summary, we propose some proposals below about the solution for ACDC mechanism in CT1.

Proposal 1: The stage 3 solution for ACDC mechanism should consider the existing access control mechanisms and should have less impact on the UE among the layers (application, NAS and RRC).

Proposal 2: It is proposed to adopt Alternative III as way forward for ACDC mechanism.
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