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1.
Introduction

At CT1#88bis, CT1 agreed a Rel-13 WID on Application specific Congestion control for Data Communication (ACDC) in [1]. At the same meeting, as well as during CT1#89, several discussion papers on the related SA1 requirements and on open issues were discussed ([2],[3],[4]), with the conclusion that the feature would require a new Management Object and/or new USIM files to allow the home operator to map applications into ACDC categories. However there has not yet been extensive discussions on the possible options to specify the use of this mapping at the UE. In particular, there has been no discussion on which layer (application layer, NAS layer or RRC layer) would perform which task and what the interactions between these layers should be.

The purpose of this document is to identify the possible options to specify the use of the ACDC provisioning info by the different protocol layers at the UE, as well as the interactions between each layer, to compare their pros and cons, and to propose a way forward.

2.
Possible options for ACDC stage 3 specification
Option 1: Re-use SSAC frame work

For SSAC, as specified in TS 24.173 and TS 36.331, the MMTel layer obtains the barring factors and barring timers for MMTel voice and MMTel video from the RRC layer, then performs the SSAC “check” to determine whether to proceed with session establishment.
Applying the same approach for ACDC would require the application requesting an access attempt to obtain the ACDC factor for the ACDC category to which it belongs from the RRC layer, then perform the ACDC “check” to determine whether access is allowed before proceeding with passing on the access request to the lower layer.
Pros: 

· Re-uses existing framework

· No impact to NAS
· Minimal impact to RRC

Cons:
· Requires updates to ALL applications installed on the UE for ACDC feature to work, since applications would need to:
· be aware of the UE state (idle or connected)
· be aware of the ACDC category to which they belong
· communicate with RRC layer to obtain ACDC barring factor
· perform ACDC check
This is a major drawback because it cannot be expected that all 3rd party applications will be updated for ACDC. For the ACDC feature to be easily deployable, it should work with existing applications.

Proposal 1: Stage 3 specification of ACDC should enable the feature to work with existing applications.
· Does not seem feasible to specify in practice, since not all common applications have a corresponding 3GPP spec (for instance, there is no 3GPP spec for Google Maps)
Option 2: NAS performs the ACDC check
In this option, upon receiving a session establishment request from upper layers, if the UE is in EMM-IDLE mode NAS would:

1. determine the OS App id of the application triggering the request

2. determine to which ACDC category this OS App id belongs (based on the info provisioned to the UE by the home operator via e.g. OMA DM or the USIM)

3. obtain the barring factor for the given ACDC category from RRC

4. perform the ACDC check

5. proceed with the Service Request procedure if the ACDC check passes
Pros: 

· Works with existing applications

Cons:
· Probability of mismatch between SIB info and outcome of ACDC check (in case SIB info changes) is greater if ACDC check is done by NAS layer as compared to when it is done by RRC layer
Option 3: RRC performs the ACDC check – no NAS impact
In this option, upon receiving an access attempt request, if the UE is in RRC_IDLE state RRC would:

1. determine the OS App id of the application triggering the access attempt request

2. determine to which ACDC category this OS App id belongs (based on the info provisioned to the UE by the home operator via e.g. OMA DM or the USIM)

3. perform the ACDC check based on SIB info for the given ACDC category

4. proceed with the access attempt if the ACDC check passes

Pros: 

· Works with existing applications

· No NAS impact

Cons:
· Requires RRC to determine the OS App id of the application triggering an access attempt
· Requires RRC to be aware of the ACDC info provisioned to the UE via e.g OMA DM or the USIM
Option 4: RRC performs the ACDC check – some NAS impact

In this option, upon receiving a session establishment request, if the UE is in EMM-IDLE mode NAS would:

1. determine the OS App id of the application triggering the session establishment request

2. determine to which ACDC category this OS App id belongs (based on the info provisioned to the UE by the home operator via e.g. OMA DM or the USIM)

3. pass the corresponding ACDC category along with the Service Request and the call type to RRC

Upon receiving the Service Request with the call type and the ACDC category from NAS, RRC would:

1. perform the ACDC check based on SIB info for the given ACDC category

2. proceed with the access attempt if the ACDC check passes

Pros: 

· Works with existing applications
Cons:
· Requires NAS to determine the OS App id of the application triggering a session establishment request

· Requires extension of the interface between NAS and RRC to convey the ACDC category associated with a given Service Request
3.
Discussion
Based on the pros and cons identified in the previous section, Option 1 should be ruled out as it cannot work with existing applications. Options 3 and 4 are preferable to Option 2 as they minimize the probability of a mismatch between the SIB info and the outcome of the ACDC check. The main difference between Option 3 and Option 4 is whether it is NAS, or RRC, that determines the OS App id of the application requesting session establishment. Given that NAS has existing interfaces with the application layer it seems easier from a UE implementation point of view to have NAS make that determination. 

Proposal 2: It is proposed to go with Option 4 for stage 3 specification of ACDC

Moreover, as the interfaces between NAS and the application layer have some UE-implementation specific aspects, it is proposed to leave the way this determination is made up to UE implementation
Proposal 3: It is proposed to leave the determination of the OS App id corresponding the application that is requesting session establishment up to UE implementation.
4.
Proposal
Proposal 1: Stage 3 specification of ACDC should enable the feature to work with existing applications.
Proposal 2: It is proposed to go with Option 4 as described in section 2 for stage 3 specification of ACDC (see Annex A for more details)
Proposal 3: It is proposed to leave the determination of the OS App id corresponding to the application that is request session establishment up to UE implementation.
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Annex A:
Diagram for Option 4
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