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	Feature / Item:
	eSaMOG_St3

	Affects:
	UE/MS:

Yes
	CN:

Yes
	GERAN:


	UTRAN:


	E-UTRAN:



	Expected Completion Date:
	3GPP CT#66 (Dec 2014)

	Service(s) impacted:
	In Rel-11, the support of GTP & PMIPv6 on S2a for WLAN access was developed with certain limitations on supported functions as follows:
· Handover-indicator from the UE is not supported;

· APN indication from the UE is not supported;

· Transport of PCO in Trusted WLAN is not supported;
· Multiple PDN connections in Trusted WLAN access are not supported.

· Simultaneous access for a UE to EPC through S2a and non-seamless offload using a single SSID is not supported.
This work item is aiming at making enhancements to the Rel-11 solution to avoid these limitations above.

	Specification(s) affected:
	3GPP TS 24.244

	Task(s) within work which are not complete:
	· The protocol stack of WLCP shall be transported over UDP and IP between the UE and the TWAG. However, it has been identified by SA3 that the current underlying security for WLAN is not sufficient to mitigate the identified threats for WLCP security. These threats as well as the corresponding solutions which will impact the WLCP protocol stack are still under discussion in SA3.
· The value of WLCP UDP user port number is unknown yet and it is required to register WLCP user port number and service name in the "IANA Service Name and Transport Protocol Port Number Registry" and specifically "Service Name and Transport Protocol Port Number Registry".

	Consequences if not included in Release 12:
	Multi-connection mode can not be supported for trusted WLAN access.


Abstract of document:

3GPP TS 24.244 specifies the procedures of the Wireless LAN control plane protocol (WLCP) for trusted WLAN access to EPC which is used between User Equipment (UE) and Trusted WLAN Access Gateway (TWAG) for multi-connection mode. 

The specification comprises for:
-
Establishment of PDN connections including initial request and handover from a 3GPP access;

-
Requesting the release of a PDN connection by the UE or notifying the UE of the release of a PDN connection; 

-
Transport of parameters related to PDN connections, such as APN, PDN type, PCO, handover indication, user plane MAC address of the TWAG etc.; and

-
IP address allocation.
-
Security 
-
The message format, information elements coding, error handling and system parameters applied by the WLCP protocol.
The security related is still on-going discussion. All the other features are completed.
Contentious Issues:

None.
