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6.2
XCAP application usage

XCAP requires application usages to fulfil a number of steps in the definition of such application usage. The reminder of this clause specifies the required definitions of the supplementary services XCAP Application Usage.

Application Unique ID (AUID): Each XCAP application usage is associated with a unique name called the Application Unique ID (AUID). The AUID defined by this application usage falls into the vendor‑proprietary namespace of XCAP AUID, where ETSI is considered a vendor.

The AUID allocated to the supplementary services XCAP application usage is:

simservs.ngn.etsi.org

XML schema: Implementations in compliance with the present document shall implement the XML schema that includes the XML Schema defined in clause 6.3. Additionally, each supplementary service (or group of them) is modelled with a XML fragment that is validated according to a specific XML schema. The XML schema that affects the settings of the related service is specified in the specification of the given supplementary service. Subclause 6.4 provides a template that shall be included in XML Schema that also includes the XML Schema defined in subclause 6.3 along with inclusion of XML schema defined by each of the supplementary services that implement XML schemas for data manipulation. Additionally the schema in subclause 6.3 contains the specification of a number of common service specific elements and types, the semantics and applicability of these elements is described in the service specifications that use them.

Default document namespace: XCAP requires application usages to declare the default document namespace specified in IETF RFC 4825 [8]. The default document namespace of the supplementary services XCAP application usage is:

http://uri.etsi.org/ngn/params/xml/simservs/xcap
MIME type: The MIME type of supplementary services XML documents is:

application/vnd.etsi.simservs+xml
Validation constraints: The present document does not specify any additional constraint beyond those defined by XCAP RFC 4825 [8]. Note, however, that each of the supplementary services may specify additional constraints on each of the XML subdocuments.

Data semantics: The XML schema does not accept URIs that could be expressed as a relative URI reference causing a resolution problem. However, each of the supplementary services should consider if relative URIs are allowed in the subdocument tree, and in that case, they should indicate how to resolve relative URI references. In the absence of further indications, relative URI references should be resolved using the document URI as the base of the relative URI reference.

Naming conventions: Supplementary services XML documents are stored under the user's Home Directory (which is located under the "users" sub‑tree). The filename in the document selector is:

simservs.xml

Resource interdependencies: The present document does not specify additional resource interdependency beyond those specified in the XML schema and beyond any resource interdependency that may be specified in each of supplementary services.

Authorization policies: The following authorization policy applies to the owner of simservs XML document:

a)
authorised to retrieve any part of the document;

b)
unauthorised to create:

1)
new child element(s) to the <simservs> root element; and

2)
new attribute(s) for a child element of the the <simservs> root element;

c)
unauthorised to remove:

1)
existing child element(s) from the <simservs> root element; and

2)
existing attribute(s) from a child element of the <simservs> root element;

d)
unauthorised to replace or remove:

1)
read-only child element(s) of the <simservs>  root element, their attributes and their content;

e)
unauthorised to replace:

1)
descendant element(s) of the <simservs>  root element that are not allowed to be modified by the service capability fragments as described in subclause 5.2.3.4; and

2)
attribute(s) within descendant element(s) of the the <simservs> root element that are not allowed to be modified by the service capability fragments as described in subclause 5.2.3.4; and

f)
authorized to replace element(s) and attribute(s) other than those specified in bullet d).

Users other than the owner of the simservs XML document are unauthorised to perform any operation on the document.

Unauthorized manipulation attempts on the simservs XML document are rejected with an HTTP 409 (Conflict) response as defined in IETF RFC 4825 [8].

NOTE 1:
It is allowed to replace the simservs XML document or its <simservs> root element containing read-only child elements provided that the read-only child elements, including their content, are preserved.

NOTE 2:
Any child elements of the <simservs> root element of the simservs XML document unknown to the XCAP client can be potentially read-only.
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