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1. Introduction

This document proposes references are included to the fundamental IETF documentation, as represented by draft-ietf-rtcweb-overview.
2. Reason for Change

2.1 Additional requirements
It is necessary that the normal rtcweb documentation is referenced. The document that provides the overall reference is draft-ietf-rtcweb-overview, which then is divided into sections that reference more specific rtcweb documents. The latest version of the document now does contain normative language.

Terminology. This document defines the following terms that can be used:

· WebRTC User Agent (WebRTC UA), WebRTC Browser

· WebRTC device

· WebRTC endpoint

· WebRTC compatible endpoint

· WebRTC gateway
In summary, this document contains:

· Section 4, "data transport", which references draft-ietf-rtcweb-transports. Requirement on WebRTC devices.
· Section 5, "data framing and securing", which references RFC 3550, RFC 3711. RTP is covered in draft-ietf-rtcweb-rtp-usage. Further references are to draft-ietf-rtcweb-security and draft-ietf-rtcweb-security-arch. Non-RTP is covered in draft-ietf-rtcweb-data-channel, which is already referenced in the document but only in terms of specific functions. Note that only one of the security documents should be normatively referenced. Requirement on WebRTC devices. Gateway document identifies gateway is required to support DTLS SRTP. Gateways may choose to not support data channel.
· Section 6, "data formats", which references draft-ietf-rtcweb-audio.  Note that this reference is scope to the codecs that MUST be implemented, not to how they should be implemented, which should be in other codec documents. Requirement on WebRTC devices.
· Section 8, "presentation and control", which references the W3C documents for the API. Requirement on WebRTC browsers to implement W3C.WD-webrtc-20120209 and W3C.WD-mediacapture-streams-20120628.
· Section 7, "connection management", which references SDP offer / answer requirements and draft-ietf-mmusic-unified-plan. Requirement on WebRTC devices to support draft-ietf-rtcweb-jsep. Requirement on WebRTC devices to implement a subset of draft-ietf-rtcweb-jsep that relate to the network layer (for example Bundle, RTCP-mux and Trickle ICE), but do not need to support the API functionality described there. Gateways document indicates requirement for gateways to respond to ICE consent checks.
· Section 9, "local system support functions", references draft-ietf-rtcweb-audio as a requirement on WebRTC devices, but also has some statements about echo cancellation, privacy and automatic gain control.
· Section 11, "security considerations", references draft-ietf-rtcweb-security. Covered by an earlier section.
It is proposed that clauses are created for all of these, except for currently "security considerations. This will allow 3GPP to flexibly amend and update this as:

· IETF develops new documents that do not necessarily get reflected in the overview document in the future.

· 3GPP identifies its own requirements in this area, such as e.g. regarding codecs.

New clauses on "data framing and securing" and "data formats" may need to incorporate existing text and proposed text on data channel usage.

The references from security considerations are already contained in the section on data framing and securing.

2.2 Strength of requirements

3GPP CT1 has already had discussions on the strength of requirements applied to variously the WIC, the WWSF and the e-PCSCF. As a starting point for discussion, the following is proposed:

· The eP-CSCF shall support the browser functionality as specified in draft-ietf-rtcweb-overview.

· [Do we need to add words "in respect of the protocol exchanged with the WIC"?]

· The WIC is expected to support the browser functionality as specified in draft-ietf-rtcweb-overview

· The WSWF is expected to support the server functionality as specified in draft-ietf-rtcweb-overview

3. Conclusions

Changes will reflect references to specific clauses within the overview document.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.371 and version 0.2.0.
PROPOSED CHANGE
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5A
Data transport
5A.1
General

Data transport is the support of TCP, UDP and the means to securely set up connections between entities, as well as the functions for deciding when to send data: Congestion management, bandwidth estimation and so on.

5A.2
UE
A UE supporting WebRTC shall support the WebRTC device functionality as specified in draft-ietf-rtcweb-overview [xx] clause 4.
Editor's note: This clause references draft-ietf-rtcweb-transports-06 which uses the terminology "WebRTC browser", "WebRTC endpoint" and "WebRTC device" for both ends of the transport. STUN and TURN introduce further "server" and "client" terminology that has to be allowed for.

5A.3
WWSF (WebRTC Web Server Function)
There are no data transport requirements for the WWSF.
NOTE:
Any application downloaded from the WWSF that requires data transport is expected to use it in accordance with WebRTC device support of data transport.
5A.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [xx] clause 4 as modified by draft-alvestrand-rtcweb-gateways [yy].

5B
Data framing and securing
5B.1
General

Data framing RTP and other data formats that serve as containers, and their functions for data confidentiality and integrity.

5B.2
UE
A UE supporting WebRTC shall support the WebRTC endpoint functionality as specified in draft-ietf-rtcweb-overview [xx] clause 5.
Editor's note: This clause references RFC 3550 which uses the terminology "RTP implementation" for both ends of the RTP. This clause references draft-ietf-rtcweb-rtp-usage which uses the terminology "WebRTC endpoint" for both ends of the RTP, but also uses other terms e.g. "RTP endpoint". 
5B.3
WWSF (WebRTC Web Server Function)
There are no data framing requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires data framing is expected to use it in accordance with WebRTC device support of data framing.
5B.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [xx] clause 5 as modified by draft-alvestrand-rtcweb-gateways [yy].
5C
Data formats

5C.1
General
Data format is codec specifications, format specifications and functionality specifications for the data passed between systems. audio and video codecs, as well as formats for data and document sharing, belong in this category. 
5C.2
UE
A UE supporting WebRTC shall support the WebRTC device functionality as specified in draft-ietf-rtcweb-overview [xx] clause 6.
Editor's note: This clause references draft-ietf-rtcweb-audio which uses the terminology "WebRTC clients" for both ends of the RTP. The terminology used here needs to be aligned to cater for these inconsistencies.
Editor's note: It needs to be decided whether this specification (3GPP TS 24.371) should make any requirements on codec specifications, or whether that should be made solely by an SA4 specification, or not made at all. No WEBRTC work is currently in progress in SA4. draft-ietf-rtcweb-audio mandates the support G.711 and OPUS. A further reference is expected to mandate support of H.264 and VP8.
5C.3
WWSF (WebRTC Web Server Function)
There are no data format requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires data formats is expected to use it in accordance with WebRTC device support of data formats.
5C.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [xx] clause 6 as modified by draft-alvestrand-rtcweb-gateways [yy].
5D
Connection management
5D.1
General
Connection management is setting up connections, agreeing on data formats, changing data formats during the duration of a call; SIP and Jingle/XMPP belong in this category.
5D.2
UE
A UE supporting WebRTC shall support the WebRTC browser or WebRTC device functionality as specified in draft-ietf-rtcweb-overview [xx] clause 7 as appropriate.
Editor's note: This clause references draft-ietf-rtcweb-jsep which uses the terminology "browser". The terminology used here needs to be aligned to cater for these inconsistencies.

5D.3
WWSF (WebRTC Web Server Function)
There are no connection management requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires connection management is expected to use it in accordance with WebRTC device support of connection management.
5D.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [xx] clause 7 as modified by draft-alvestrand-rtcweb-gateways [yy].
5E
Presentation and control

5E.1
General
Presentation and control is what needs to happen in order to ensure that interactions behave in a non-surprising manner.  This can include floor control, screen layout, voice activated image switching and other such functions - where part of the system require the cooperation between parties. 

5E.2
UE
A UE supporting WebRTC as a WebRTC browser shall support the WebRTC browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 8.
Editor's note: This clause only references APIs produced by W3C. 

5E.3
WWSF (WebRTC Web Server Function)
There are no presentation and control requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires presentation and control is expected to use it in accordance with WebRTC browser support of presentation and control.
5E.4
eP-CSCF (P-CSCF enhanced for WebRTC)
There are no presentation and control requirements for the eP-CSCF.
5F
Local system support functions

5F.1
General
Local system support functions is what needs to happen in order to ensure that interactions behave in a non-surprising manner. This can include floor control, screen layout, voice activated image switching and other such functions - where part of the system require the cooperation between parties.
5F.2
UE
A UE supporting WebRTC shall support the WebRTC device functionality as specified in draft-ietf-rtcweb-overview [xx] clause 9.
Editor's note: This clause references draft-ietf-rtcweb-audio which uses the terminology "WebRTC clients" for both ends of the RTP. The terminology used here needs to be aligned to cater for these inconsistencies.

5F.3
WWSF (WebRTC Web Server Function)
There are no local system support requirements for the WWSF.

NOTE:
Any application downloaded from the WWSF that requires local system support is expected to use it in accordance with WebRTC browser support of local system support.
5F.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [xx] clause 9 as modified by draft-alvestrand-rtcweb-gateways [yy].
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