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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Access Network Discovery and Selection Function: In this specification, Access Network Discovery and Selection Function (ANDSF) is a network element specified in 3GPP TS 23.402 [6]. Unless otherwise specified, the term ANDSF is used to refer to both Home and Visited ANDSF.

Emergency session: In this specification, an emergency session is an emergency PDN connection established in E-UTRAN and handed over to a S2a based cdma2000® HRPD access network.

Home ANDSF: In this specification, the Home ANDSF (H-ANDSF) is an ANDSF element located in the home PLMN of a UE.

Preferred Service Providers List (PSPL): In this specification, the Preferred Service Providers List refers to a prioritized list of service provider realm s preferred by the UE's 3GPP home operator for WLAN.

Set of Access network discovery information: In this specification, a set of Access network discovery information is the access network discovery information from a single ANDSF.

Set of Inter-system mobility policy: In this specification, a set of Inter-system mobility policy is the inter-system policy information received from a single ANDSF.

Visited ANDSF: In this specification, the Visited ANDSF (V-ANDSF) is an ANDSF element located in the visited PLMN of a UE.

Restrictive non-3GPP access network type I: a non-3GPP access network forwarding IP packets of TCP connections initiated by a served UE, with destination port 443, and with destination address outside of the non-3GPP access network, and discarding IP packets of some or all other TCP connections initiated by the served UE, with destination address outside of the non-3GPP access network.

Restrictive non-3GPP access network type II: a non-3GPP access network discarding IP packets of TCP connections initiated by a served UE, with destination address outside of the non-3GPP access network, where the non-3GPP access network contains HTTP proxy supporting HTTP CONNECT method for URIs with port 443 and with host outside of the non-3GPP access network.

Restrictive non-3GPP access network: restrictive non-3GPP access network type I or restrictive non-3GPP access network type II.

Firewall traversal tunnel (FTT): a TCP connection with TLS connection enabling passing of messages between UE in restrictive non-3GPP access network and ePDG.

Firewall traversal tunnel keep-alive time (FTT KAT): a maximum time between two subsequent messages sent by UE in the firewall traversal tunnel.

WLAN Selection Policy (WLANSP): In this specification, the WLAN Selection Policy is a set of operator-defined rules that determine how the UE selects/reselects a WLAN access network.

WLAN selection information: In this specification, WLAN selection information refers to the information received from ANDSF including WLAN Selection Policy (WLANSP), VPLMNs with preferred WLAN Selection Rules, Preferred Service Provider List (PSPL) and the S2a connectivity preference.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.122 [4] apply:
EHPLMN
Home PLMN
RPLMN
Visited PLMN
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.402 [6] apply:
IFOM capable UE
Inter-APN routing capable UE

Local Operating Environment Information

MAPCON capable UE

S2a
S2b
S2c
Non-seamless WLAN offload capable UE
Single-connection mode (SCM)
Transparent single-connection mode (TSCM)
Multi-connection mode (MCM)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 29.273 [17] apply:
STa

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.301 [10] apply:
Evolved packet core network
Evolved packet system
For the purposes of the present document, the following terms and definitions given in WiMAX Forum Network Architecture Release 1.0 version 1.2 – Stage 3 [25] apply:
Network Access Provider

Network Service Provider

For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.402 [15] apply:
External AAA server
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.312 [13] apply:
Active rule

Valid rule

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [3] apply:

Alternative NAI

Decorated NAI

Emergency NAI
Fast-Reauthentication NAI
Pseudonym Identity
Root NAI
***** Next change *****
5.2.3.2.3
Automatic mode service provider selection procedure
The purpose of this procedure is to:

-
select a service provider over WLAN; and

-
construct a NAI for authentication with the selected service provider.

The UE shall select the service provider over WLAN as follows:

1)
The UE shall select a WLAN from the list of selected WLAN(s) constructed using the WLAN selection procedure described in subclause 5.1.3.2.3.3.

2)
If the WLAN selected in step 1): 
a)
supports ANQP specified in IEEE Std 802.11-2012 [57], the UE shall send an ANQP request for a list of realms (i.e. ANQP-elements "NAI Realm") and/or PLMN identities (i.e. ANQP-element "3GPP Cellular Network").

NOTE 1: The UE uses procedures defined in IEEE Std 802.11-2012 [57] to determine if the WLAN supports ANQP and to send the ANQP request. The ANQP request corresponds to ANQP query request for ANQP-elements "NAI Realm" and/or "3GPP Cellular Network" specified in IEEE Std 802.11-2012 [57].
b)
does not support ANQP (see IEEE Std 802.11-2012 [57]) or the UE does not receive a list of realms in item a), an EAP-Request/Identity is received and the EAP-request/Identity does not include one or more of realms and/or PLMN identities of service providers (encoded in accordance with IETF RFC 4284 [ab]), the UE supports IEEE 802.1x authentication (see IEEE Std 802.1X™-2010 [x]), then the UE shall request a list of realms and/or PLMN identities of service providers interworking with that WLAN by sending the EAP-Response/Identity message including as identity the alternative NAI.
NOTE 2:
The list with realms and/or PLMN identities of service providers received in accordance with procedures in IETF RFC 4284 [ab], is of limited size (e.g. 30) and might not contains all the realms and/or PLMN identities of service providers available via the WLAN. A UE using procedures in IETF RFC 4284 [ab] to obtain a list of service providers is only required to select the HPLMN or equivalent service provider, if available. If the UE selects another service provider, the UE could be roaming even though the HPLMN or equivalent servie provider is available at the access point.


The UE shall convert any received PLMN identities into PLMN realms using the rules defined in 3GPP TS 23.003 [3]. The UE uses the PLMN realms as the service provider realms in the remaining steps of this subclause.
3)
If the following conditions are fulfilled:

- the "3GPP RPLMN preferred" indicator is configured to prioritize 3GPP RPLMN; and

-  the realm of the RPLMN or the realm of a PLMN equivalent to the RPLMN is included in the list or PLMN realms received in step 2)


then the UE shall select the RPLMN or the PLMN equivalent to the RPLMN as the service provider. The UE shall convert the RPLMN identity into selected PLMN realm using the rules defined in 3GPP TS 23.003 [3] and use it as the service provider realms in the remaining steps of this subclause.
4)
If the condition in step 3) is not satisfied, the UE shall select the highest priority service provider realm from the Preferred Service Provider List that is contained in the list of service provider realms constructed in step 2) or in step 3) as the selected service provider realm.


If a UE used the procedures in IETF RFC 4284 [ab] to obtain a list of service providers, then the UE is only required to select one of the HPLMN or equivalent service provider.

If a service provider could not be selected for the WLAN selected in step 1), the UE shall repeat the procedure from step 1) without considering the selected WLAN. If a service provider could not be selected for any of the WLANs in the list of selected WLANs the UE shall proceed in implementation-dependent way.

Editor’s note [WID WLAN_NS-CT; CR#0278]: the determination of the HPLMN realm when the service provider is the HPLMN identified with a non-PLMN realm is FFS.

The UE shall construct a NAI for authentication with the selected service provider as follows:

i)
root NAI corresponding to the HPLMN, if the selected service provider is the HPLMN advertised using a PLMN identity; or

ii)
decorated NAI corresponding to the realm of the selected service provider, otherwise.
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