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1. Introduction

This document proposes references are included to the fundamental IETF documentation, as represented by draft-ietf-rtcweb-overview.
2. Reason for Change

2.1 Additional requirements
It is necessary that the normal rtcweb documentation is referenced. The document that provides the overall reference is draft-ietf-rtcweb-overview, which then is divided into sections that reference more specific rtcweb documents. The latest version of the document now does contain normative language.
In summary, this document contains:

· Section 4, "data transport", which references draft-ietf-rtcweb-transports
· Section 5, "data framing and securing", which references RFC 3550, RFC 3711. RTP is covered in draft-ietf-rtcweb-rtp-usage. Further references are to draft-ietf-rtcweb-security and draft-ietf-rtcweb-security-arch. Non-RTP is covered in draft-ietf-rtcweb-data-channel, which is already referenced in the document but only in terms of specific functions.
· Section 6, "data formats", which references draft-cbran-rtcweb-codec which is a placeholder for any future videocodec discussion, and currently contains no other requirement. It is understood this will be removed, but it is assumed that all codec requirements, including the audio codec requirements, should be here.
· Section 7, "connection management", which references SDP offer / answer requirements and draft-ietf-mmusic-unified-plan.
· Section 8, "presentation and control", which references the W3C documents for the API. It is not clear that the API statements will end up being normative requirements.
· Section 9, "local system support functions", references draft-ietf-rtcweb-audio, but also has some statements about echo cancellation, privacy and automatic gain control.
· Section 11, "security considerations", references draft-ietf-rtcweb-security
It is proposed that clauses are created for all of these, except for currently "security considerations. This will allow 3GPP to flexibly amend and update this as:

· IETF develops new documents that do not necessarily get reflected in the overview document in the future.

· 3GPP identifies its own requirements in this area, such as e.g. regarding codecs.
New clauses on "data framing and securing" and "data formats" may need to incorporate existing text and proposed text on data channel usage.

The references from security considerations are already contained in the section on data framing and securing.

2.2 Strength of requirements

3GPP CT1 has already had discussions on the strength of requirements applied to variously the WIC, the WWSF and the e-PCSCF. As a starting point for discussion, the following is proposed:
· The eP-CSCF shall support the browser functionality as specified in draft-ietf-rtcweb-overview.

· [Do we need to add words "in respect of the protocol exchanged with the WIC"?]

· The WIC is expected to support the browser functionality as specified in draft-ietf-rtcweb-overview

· The WSWF is expected to support the server functionality as specified in draft-ietf-rtcweb-overview

3. Conclusions

Changes will reflect references to specific clauses within the overview document.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.371 and version 0.2.0.
* * * First Change * * * *
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3
Definitions and abbreviations

3.1
Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
3.2
Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
4
Overview of WebRTC access to IMS
Editor's note: This clause introduces the solution of WebRTC clients to access IMS.
4.1
General
The relationship between functional entities for the interface at the W1 reference point, between the WWSF and the UE, the interface at the W2 reference point, between the eP-CSCF and the UE, and the interface at the W3 reference point, between the UE and the eIMS-AGW, are defined in annex U of 3GPP TS 23.228 [4].

The relationship between the functional entities for interface at the Mw reference point, between the eP-CSCF and the remainder of the IP multimedia core network subsystem, is defined in 3GPP TS 23.228 [4].
A number of appropriate mechanisms exist for signalling communication between the WIC and the eP-CSCF. Sucessful use of a mechanism other than those specified in this document will require some form of prior agreement between the operator of the WWSF and the operator of the eP-CSCF, as to the nature of the signalling mechanism that is to be adopted, and therefore the interworking required at the eP-CSCF. The mechanism of prior agreement and the nature of such agreement is not defined in this document.

A signalling transport mechanism for SIP is standardised in this release of this document, i.e. SIP over websockets (see RFC 7118 [2]), but this is not a mechanism that has to be supported by all eP-CSCFs.

When SIP over websockets is used, it can be appropriate for the SIP used to conform to the definitions for SIP on the Gm reference point as specified in 3GPP TS 24.229 [3]. Such a requirement is not mandatory, but where other SIP mechanisms are used:

a)
the usage will require some form of prior agreement with the operator of the eP-CSCF, as to the nature of the signalling mechanism that is to be adopted; and

b)
the SIP mechanisms will have to enable the eP-CSCF to conform to the SIP requirements over the Mw reference point to the remainder of the IP multimedia core network subsystem as specified in 3GPP TS 24.229 [3].

SDP is used for the signalling session information between the WIC and the eP-CSCF. Such SDP conforms to requirements for SDP on the Gm reference point.
5
Functional entities
Editor's note: This clause introduces the functional entities for the WebRTC clients to access IMS.
5.1
General
5.2
WIC (WebRTC IMS Client)
A WebRTC IMS Client (WIC) establishing the service control signalling path over W2 interface, that is compliant with this specification shall implement the role of WIC capabilities defined in subclause 6.2, subclause 7.2 and subclause 8.2.
Where SIP over websockets is used, as specified in RFC 7118 [2], and no alternative SIP profiles have been agreed between the operator of the eP-CSCF and the operator of the WWSF, then the SIP used by the WIC over the W2 reference point shall conform to the requirements for UE over the Gm reference point as specified in 3GPP TS 24.229 [3].

The SDP used shall conform to the requirements for UE over the Gm reference point as specified in 3GPP TS 24.229 [3].
Editor's note: If specific exceptions are identified in this document, then this subclause will also need to point to those exceptions.
5.3
WWSF (WebRTC Web Server Function)
The WebRTC Web Server Function (WWSF) is the initial point of contact in the Web that controls access to the IMS communications services for the WIC as specified in 3GPP TS 23.228 [4].
5.4
eP-CSCF (P-CSCF enhanced for WebRTC)
For the Mw reference point, the eP-CSCF shall conform to the requirements for the P-CSCF as specified in 3GPP TS 24.229 [3].

Where SIP over websockets is used, as specified in RFC 7118 [2], and no alternative SIP profile have been agreed between the operator of the eP-CSCF and the operator of the WWSF, then the SIP used by the eP-CSCF over the W2 reference point shall conform to the requirements for P-CSCF over the Gm reference point as specified in 3GPP TS 24.229 [3].

The SDP used by the eP-CSCF over the W2 reference point used shall conform to the requirements for UE over the Gm reference point as specified in 3GPP TS 24.229 [3].

Editor's note: If specific exceptions are identified in this document, then this subclause will also need to point to those exceptions.
5.5
eIMS-AGW (IMS Access GateWay enhanced for WebRTC)
5A
Data transport
5A.1
General

5A.2
WIC (WebRTC IMS Client)
The WIC is expected to support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 4.
5A.3
WWSF (WebRTC Web Server Function)
The WSWF is expected to support the server functionality as specified in draft-ietf-rtcweb-overview [xx] clause 4.
5A.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 4.

5B
Data framing and securing
5B.1
General

5B.2
WIC (WebRTC IMS Client)
The WIC is expected to support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 5.
5B.3
WWSF (WebRTC Web Server Function)
The WSWF is expected to support the server functionality as specified in draft-ietf-rtcweb-overview [xx] clause 5.
5B.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 5.
5C
Data formats

5C.1
General

5C.2
WIC (WebRTC IMS Client)
The WIC is expected to support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 6.
5C.3
WWSF (WebRTC Web Server Function)
The WSWF is expected to support the server functionality as specified in draft-ietf-rtcweb-overview [xx] clause 6.
5C.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 6.
5D
Connection management
5D.1
General

5D.2
WIC (WebRTC IMS Client)
The WIC is expected to support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 7.
5D.3
WWSF (WebRTC Web Server Function)
The WSWF is expected to support the server functionality as specified in draft-ietf-rtcweb-overview [xx] clause 7.
5D.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 7.
5E
Presentation and control

5E.1
General

5E.2
WIC (WebRTC IMS Client)
The WIC is expected to support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 8.
5E.3
WWSF (WebRTC Web Server Function)
The WSWF is expected to support the server functionality as specified in draft-ietf-rtcweb-overview [xx] clause 8.
5E.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 8.
5F
Local system support functions

5F.1
General

5F.2
WIC (WebRTC IMS Client)
The WIC is expected to support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 9.
5F.3
WWSF (WebRTC Web Server Function)
The WSWF is expected to support the server functionality as specified in draft-ietf-rtcweb-overview [xx] clause 9.
5F.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall support the browser functionality as specified in draft-ietf-rtcweb-overview [xx] clause 9.
6
Registration and authentication
Editor's note: This clause specifies procedures that are related to registration and authentication.
6.1
General
6.2
WIC (WebRTC IMS Client)
6.3
WWSF (WebRTC Web Server Function)
6.4
eP-CSCF (P-CSCF enhanced for WebRTC)
7
Call origination and termination
Editor's note: This clause specifies procedures that are related to call origination and termination.
7.1
General
This clause specifies procedures that are related to call origination and termination in the IM CN subsystem that are required for support of WebRTC.
It is assumed that prior to the call origination and termination procedure, a WebSockets connection hase been established between the WIC and the eP-CSCF. The call control signalling between the WIC and the eP-CSCF is transport over the WebSockets connection.

The WIC shall support ICE procedures as described in RFC 5245 [22] with the additions specified in draft-ietf-rtcweb-stun-consent-freshness-03 [21]. The WIC shall perform ICE procedures when initiated by other subclauses in this document.
7.2
WIC (WebRTC IMS Client)
7.2.1
General
The WIC shall support RFC 5763 [5] and RFC 5764 [6].
The WIC using Gm shall follow the procedures as described in 3GPP TS 24.229 [3]. For the WIC using Gm, the appropriate signalling protocol is defined in 3GPP TS 24.229 [3].

The WIC using non-Gm SIP shall support RFC 3261 [19]. For the WIC using non-Gm, the appropriate signalling protocol is defined in RFC 3261 [19].

The WIC using non-SIP shall support RFC 3264 [20]. For the WIC using non-SIP, the appropriate signalling protocol is out of scope of this specification.
Editor's note: It needs to be studied how much the documentation of these options can be combined into a single text.
7.2.2
WIC originating call
When the WIC originates a call, the WIC shall: 
a)
perform the ICE procedures as defined in RFC 5245 [22]; and
b)
generate an SDP offer and send it towards the eP-CSCF using the appropriate signalling protocol as described in subclause 7.2.1.
Upon generating an SDP offer with an RTP based media, for each RTP based media, the WIC shall offer transport protocol according RFC 5763 [5], with the proto field in the "m=" line containing the "UDP/TLS/RTP/SAVPF" value according to RFC 5764 [6].
7.2.3
WIC terminating call

Upon receipt of an SDP offer, the WIC shall:
a)
perform the ICE procedures as defined in RFC 5245 [22]; and
b)
generate an SDP answer and send it towards the eP-CSCF using the appropriate signalling protocol as described in subclause 7.2.1.
Handling defined in RFC 5763 [5] and RFC 5764 [6] applies.
7.3
WWSF (WebRTC Web Server Function)
7.4
eP-CSCF (P-CSCF enhanced for WebRTC)
7.4.1
General
The eP-CSCF using Gm towards the WIC shall follow the procedures as described in 3GPP TS 24.229 [3]. For the eP-CSCF using Gm, the appropriate signalling protocol is defined in 3GPP TS 24.229 [3].
The eP-CSCF using non-Gm SIP towards the WIC shall support RFC 3261 [19]. For the eP-CSCF using non-Gm, the appropriate signalling protocol is defined in RFC 3261 [19].
The eP-CSCF using non-SIP towards the WIC shall support RFC 3264 [20]. For the eP-CSCF using non-SIP, the appropriate signalling protocol is out of scope of this specification.
Editor's note: It needs to be studied how much the documentation of these options can be combined into a single text.
The eP-CSCF shall support RFC 5763 [5] and RFC 5764 [6].
7.4.2
WIC originating call
Upon receipt of an SDP offer, the eP-CSCF shall:
a)
perform ICE procedures as defined in RFC 5245 [22]; and
b)
generate an SDP offer based on the SDP offer received from the WIC and forward it using the appropriate signalling protocol as described in subclause 7.4.1.
Upon receiving an SDP offer from the served WIC containing an DTLS-SRTP protected RTP based media, i.e. an "m=" line with the proto field containing the "UDP/TLS/RTP/SAVPF" value as specified in RFC 5764 [6], the eP-CSCF shall invoke IMS-ALG procedures, shall remove the SDP fingerprint attribute and shall act as defined in 3GPP TS 24.229 [3] as far as SDP and RTP is concerned.

Upon sending an SDP answer to the SDP offer, if the SDP offer was received from the served WIC, for each DTLS-SRTP protected RTP based media of the SDP offer from the served WIC which is accepted in the SDP answer, the eP-CSCF shall invoke IMS-ALG procedures, and shall indicate in the SDP answer to served WIC the transport protocol according to RFC 5763 [5], with the proto field in the "m=" line containing the "UDP/TLS/RTP/SAVPF" value according to RFC 5764 [6].

7.4.3
WIC terminating call

When receipt of an SDP answer, the eP-CSCF shall:
a)
perform ICE procedures as defined in subclause RFC 5245 [22]; and
b)
generate an SDP answer based on the SDP answer received from the WIC and forward it using the appropriate signalling protocol as described in subclause 7.4.1.
Upon receiving an SDP offer from a remote user with an RTP based media, for each RTP based media, the eP-CSCF shall invoke IMS-ALG procedures, and shall indicate in the SDP offer to served WIC the transport protocol according to RFC 5763 [5], with the proto field in the "m=" line containing the "UDP/TLS/RTP/SAVPF" value according to RFC 5764 [6].
Upon receiving an SDP answer to the SDP offer, if the SDP offer was received from the remote user, for each RTP based media of the SDP offer from the remote UE which is accepted in the SDP answer, the eP-CSCF shall invoke IMS-ALG procedures, shall remove the SDP fingerprint attribute and shall act as defined in 3GPP TS 24.229 [3] as far as SDP and RTP is concerned.
8
Data channel open and close
Editor's note: This clause specifies procedures that are related to media handling (e.g. MSRP over data channel).
8.1
General
This clause specifies the procedures for negotiating usage of, and opening and closing of, a WebRTC data channel between the WIC and the eP-CSCF.
The WIC and the eP-CSCF shall support draft-ietf-rtcweb-data-protocol-05 [17] and draft-ietf-mmusic-sctp-sdp-06 [18].

Editor's note: Use of data channel to transport other protocols, e.g. MSRP, BFCP and T.140 is ffs.
8.2
WIC (WebRTC IMS Client)
8.3
WWSF (WebRTC Web Server Function)
8.4
eP-CSCF (P-CSCF enhanced for WebRTC)
9
Call modification
Editor's note: This clause describes the call modification procedures.
9.1
General
9.2
WIC (WebRTC IMS Client)
9.3
WWSF (WebRTC Web Server Function)
9.4
eP-CSCF (P-CSCF enhanced for WebRTC)
10
WebRTC and MMTel support
10.1
General

This subclause describes the procedures for interaction of WebRTC based access to the IM CN subsystem and the execution of supplementary service as described in 3GPP TS 22.173 [7].
10.2
WIC (WebRTC IMS Client)
10.2.1
SIP based protocol used by the WIC

If the protocol between the WIC and the eP-CSCF is based on SIP, then in order to support an MMTel supplementary service, the SIP procedures shall conform to the SIP procedures specified in the 24series specification of the respective supplementary service. 3GPP TS 24.173 [8] lists the documents defining the MMTel supplementary services.
10.2.2
non-SIP based protocol used by the WIC

The support of MMTel supplementary services when accessing the IM CN subsystem with non-SIP based protocol is not specified in this version of the specification.
10.3
WWSF (WebRTC Web Server Function)
10.4
eP-CSCF (P-CSCF enhanced for WebRTC)
When a SIP is used on the W2 interface, then there are no supplementary specific requirements defined for the eP-CSCF.

When a non-SIP protocol is used on the W2 interface, then the eP-CSCF has to map information elements from non-SIP based protocol on W2 interface to the corresponding SIP information elements on the Mw reference point.
Annex A (informative):
Example signalling flows
Editor's note: This annex includes signalling flows for WebRTC clients to access IMS which provide examples of WebRTC specific behaviour.
A.1
Scope of signalling flows
A.2
Introduction
A.3
Signalling flows for registration

A.3.1
WIC registration of individual Public User Identity using IMS authentication
A.3.2
WIC registration of individual Public User Identity based on web authentication
A.3.3
WIC registration of individual Public User Identity from a pool of Public User Identities
A.4
Signalling flows for call origination and termination
A.4.1
Call origination
A.4.2
Call termination
A.5
Signalling flows for data channel open and close
A.5.1
Date channel open
A.5.2
Data channel close
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