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1. Abstract
This document discusses possible solutions on how UE non-detectable emergency call with privacy can be delivered to PSAP via IMS.
NOTE:
the UE non-detectable emergency call with privacy delivered to PSAP via CS domain is out of scope of this document since this is already covered in 24.229 CR#4727.

2. Problem statement
The following is currently not specified:
Issue 1) how to provide privacy when UE dials a number identifying an emergency service where privacy service is provided  (184110 for police in Japan) and call is routed to PSAP via IMS

Issue 2) whether it is necessary (and if so, how) to provide privacy when UE dials a number identifying an emergency service where privacy is not provided (110 for police in Japan) and the UE also inserts Privacy header field in the emergency request and call is routed to PSAP via IMS

3 Stage-1 requirements

TS 22.101 contains the following requirement:

If permitted by local regulation, it shall be possible for the user to prevent the sending of his public user identifiers and the location information to the PSAP (i.e. emergency response centre).

NOTE 3:
Operator policies (e.g. requirements for support of emergency communications) may over-ride the user request for suppression.

4 Possible solutions

4.1 Solutions for Issue 1

Problem statement copied from section 2: 

Issue 1) how to provide privacy when UE dials a number identifying an emergency service where privacy service is provided  (184110 for police in Japan) and call is routed to PSAP via IMS
4.1.1 Alternative solution Sol-I1-A
Principles:

-
each emergency service where privacy service is provided has URN different from URNs of emergency services where privacy service is NOT provided.

-
for emergency numbers identifying the emergency service where privacy is provided, the P-CSCF is configured accordingly (i.e. with emergency service URN identifying the emergency service where privacy service is provided)
-
when Request-URI contains emergency service URN of emergency service where privacy service is provided, then E-CSCF removes the privacy information

Flows:
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Figure 1:  UE non detectable emergency call which P-CSCF identifies and passes to E-CSCF
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Figure 2: UE non detectable emergency call which P-CSCF identifies and rejects with 380 response

4.1.2 Alternative solution Sol-I1-B
Principles:

-
each emergency service where privacy service is provided has URN different from URNs of emergency services where privacy service is NOT provided.

-
for emergency numbers identifying the emergency service where privacy is provided, the P-CSCF is configured accordingly (i.e. with emergency service URN identifying the emergency service where privacy service is provided)
-
when Request-URI contains emergency service identifier of emergency service where privacy service is provided, then P-CSCF inserts Privacy with appropriate value and E-CSCF removes the privacy information

Flows:
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Figure 1:  UE non detectable emergency call which P-CSCF identifies and passes to E-CSCF
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Figure 2: UE non detectable emergency call which P-CSCF identifies and rejects with 380 response

4.2 Solutions for Issue 2

Problem statement copied from section 2: 

Issue 2) whether it is necessary (and if so, how) to provide privacy when UE dials a number identifying an emergency service where privacy is not provided (110 for police in Japan) and the UE also inserts Privacy header field in the emergency request and call is routed to PSAP via IMS

4.2.1 Alternative solution Sol-I2-A
Principles:

-
do nothing. 

Reasoning: 

-
the solution for requesting privacy in emergency call is in CS domain based on dedicated dialling number. The solution must be provided in IMS domain too. The stage-1 requirement is fulfilled by this solution. No need to go beyond this.

-
numbers identifying an emergency service where privacy is not provided will likely be provided in USIM or via NAS, so the UE will make UE detectable IMS emergency call instead.
4.2.2 Alternative solution Sol-I2-B
Principles:

-
each emergency service where privacy service is provided has URN different from URNs of emergency services where privacy service is NOT provided.

-
P-CSCF deduces the emergency service URN from Request URI and Privacy header field
-
after emergency service URN was identified, P-CSCF acts as in Sol-I1-A or Sol-I1-B
Flows:
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Figure 1:  UE non detectable emergency call which P-CSCF identifies and passes to E-CSCF + Sol-I1-A
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Figure 2: UE non detectable emergency call which P-CSCF identifies and rejects with 380 response + Sol-I1-A
3. Proposal

It is proposed to discuss the solutions for Issue 1 and Issue 2.

For Issue 1, Ericsson sees both Sol-I1-A and Sol-I1-B as acceptable. Ericsson prefers not to impact UEs.
For Issue 2, Ericsson believes that unless regulatory requirements exist for Issue 2, Sol-I2-A is sufficient.
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