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1. Introduction
In their LS C1-134025 / S2-133859, SA2 encouraged CT1 to update ANDSF in ISRP area for WORM work item. SA2 have documented key issues and candidate solutions in 3GPP TR 23.890.

ANDSF / ISRP already makes it possible to determine the source and destination system for PS data offloading to WLAN.

The present version of 3GPP TS 24.312 allows also RAT-based routing rules, since it is possible to configure groups of GERAN, UTRAN and E-UTRAN cells based on LAC, TAC and cell ID to identify areas covered by different 3GPP RATs. However, no simple way to address a whole 3GPP RAT (GERAN, UTRAN, E-UTRAN) exists at the moment.

2. Problem 
Following WORM WI principles and problem statement in 3GPP TR 23.890, clause 4.1, Key Issue 1; a capability to indicate from which 3GPP source RAT to offload and from which source RATs there is no need to offload needs to be added. Example case with ISRP configured to offload data from GERAN and UTRAN, and not to offload when camping on E-UTRAN cell is considered.. 

3GPP TR 23.890 also identifies possible solution via the extension of <X>/ISRP<X>/ForFlowBased/<X>/RoutingRule/<X>/AccessTechnology leaf. This candidate solution would affect 3GPP TS 24.312, which is ANDSF stage 3 specifiation under CT1 control. Candidate solutions were not analysed or reviewed by CT1 before LS C1-134025 / S2-133859 was received from SA2 in CT1 #84bis in October 2013.


3. Structure of ISRP
Flow distribution containers ForFlowBased, ForServiceBased and ForNonSeamlessOffload in ISRP determine the conditions and the target system for offloading. Offloading of IP Flows matching the flow criteria configured in IPFlow node or APN node is attempted if the validity conditions in RoutingCriteria of the active rule match with the UE location (ValidityArea) and time stamp (TimeOfDay). RoutingRule indicates the target system(s) for offloading, and their relative priorities.




This figure shows an example case of routing rule in ForFlowBased. If the IP flow matches the flow condition and the time stamp and UE location (=source RAT) match with the validity condition, then the UE attempts to route the flow to the highest priority AccessTechnology in RoutingRule.
    


Fig 1. If Flow condition & Validity condition match => Offload according to RoutingRule


4. Alternative solutions
Currently it is possible to configure the ISRP to encourage offloading from 3GPP RAT, LAC, TAC or CID, but different 3GPP RATs can be distinguished only implicitly via LAC and TAC. ISRP should also provide an easy way to indicate from which 3GPP RAT to offload to WLAN, and from which RAT it is not necessary to offload. CT1 needs to add a prioritised source RAT condition to enable this capability.
4.1 Identification of source 3GPP RAT for offloading in ValidityArea

The use case we are studying can already be configured in the existing ISRP without any change. If 3GPP_Location node in ValidityArea is populated with “my PLMN” + “all LACs” and without any TAC, then the offloading rule will be valid throughout “my PLMN” network, but only on GERAN and UTRAN cells, based on their LAC. But adding specific RAT leaf makes such encoding more compact, so it is a good optimisation.

This approach enhances ValidityArea node by adding 3GPP RAT codes to 3GPP_Location. The example case where outgoing PS traffic that matches IPFlow is offloaded from GERAN and UTRAN but does not need to be offloaded from E-UTRAN would be encoded as follows. Two instances of 3GPP_Location are needed to offload from both GERAN and UTRAN:

ForFlowBased rule:
-----------------------------
IPFlow = TCP traffic to port X
RoutingCriteria/<X>/ValidityArea/3GPP_Location/
<X>/PLMN = my PLMN; RAT = UTRAN
<X>/PLMN = my PLMN; RAT = GERAN
RoutingRule
<X>AccessTechnology = WLAN; AccessNetworkPriority = priority 1
4.2 Prioritisation of target RAT for offloading in RoutingRule

This approach enhances RoutingRule node by adding 3GPP RAT codes to AccessTechnology. The example case where outgoing PS traffic that matches IPFlow is offloaded from GERAN and UTRAN but does not need to be offloaded from E-UTRAN would be encoded as follows. Since the rule is valid anywhere in “my PLMN”, RoutingRule for E-UTRAN is needed to ensure the UE does not attempt to offload E-UTRAN traffic to WLAN:

ForFlowBased rule:
-----------------------------
IPFlow = TCP traffic to port X
RoutingCriteria/<X>/ValidityArea/3GPP_Location/
<X>/PLMN = my PLMN 
RoutingRule
<X>AccessTechnology = E-UTRAN; AccessNetworkPriority = priority 1
<X>AccessTechnology = WLAN; AccessNetworkPriority = priority 2



4.3 Comparison of solutions

Both alternatives will serve the purpose of identifying from which 3GPP RATs to offload and from which ones to not offload. 

In 4,1, RoutingCriteria is in the validity condition part of the rule and it does not steer the cell and RAT selection and thus it cannot create any conflicts with 3GPP AS or NAS protocol requirements.

In 4.2, RoutingRule steers cell and RAT selection by determining the priorities of the target access technologies. Up to now RoutingRule can only select between complete systems, such as 3GPP or WLAN. Conflicts with specification related with each system are avoided by not defining any requirements inside 3GPP or WLAN in RoutingRule. If 3GPP RATs are prioritised in RoutingRule, this open up possibility for collisions with AS procedures. If this approach is taken, then some kind of conflict resolution mechanism needs to be specified. Two examples of of possible conflict are shown below.


On the left, UE camping on GERAN or UTRAN cell has got RoutingRules to prioritise E-UTRAN and WLAN as shown. If the UE is camping on GERAN or UTRAN cell matching ValidityArea, then it should offload to highest priority AccessTechnology in RoutingRule. In this example it would force the selection of distant E-UTRAN cell, which would be against 3GPP cell and RAT selection rules.

To avoid this problem, on the right only WLAN is prioritised for offloading. But now there is nothing to stop UE from offloading also from E-UTRAN, which defeats the purpose of this change. 

Optimal coding is also an issue to consider, to avoid unnecessary complexity of ANDSF. However, this is only a secondary issue to correct functionality, and no substantial differences between the encoding complexity exist in the foreseeable use cases between the two alternatives.

The originators prefer to respond to the new requirement by adding 3GPP RAT codes on RoutingCriteria side. RAT codes can be added in 3GPP_Location node of ValidityArea to identify those 3GPP RATs where offloading is desirable.


5. Proposal
It is proposed that CT1 decides which encoding alternative to take in order to meet the new requirement for differentiation of 3GPP RATs for offloading.

Further on, it is proposed that the alternative that adds 3GPP RAT codes in 3GPP_Location node of ValidityArea is more suitable way forward. CR following this principle is provided in C1-134576.

Finally, it is proposed that CT1 should consider yet again the contents of received incoming LS C1-134025 / S2-133859, and in particular the CR S2-133698 attached to it, and to decide whether it would be appropriate for CT1 to inform SA2 of this decision. This discussion paper makes no recommendation on whether LS should be sent to SA2, since that depends on the stage 3 solution chosen by CT1.
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