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***** Next change *****
4.2
Description

4.2.1
General description

The Explicit Communication transfer (ECT) service provides a party involved in a communication to transfer that communication to a third party.

There are three actors active in a transfer, they are acting in the following roles:
transferor:
the party that initiates the transfer of the active communication that it has with the transferee;

transferee:
the party which stays in the communication which is transferred;

transfer target:
the party which the communication is transferred to and which replaces the transferor in the communication.

There are two initial situations possible in which transfer shall be possible:

-
The transferor has no ongoing consultation communication with the transfer Target (Blind/Assured transfer), then:
-
Either, the transferor wants to do the transfer without any feedback on the transfer operation (Blind transfer);
-
Or, the transferor wants to have a feedback on the transfer progress and completion with the possibility to retrieve the communication with the transferee (Assured transfer).
-
The transferor has a consultation communication with the transfer Target (Consultative transfer).

The transferor AS takes care that it remains in the signalling path even after the communication is transferred, this allows:

-
Classical charging models.

-
Anonymization of the transfer Target.

***** Next change *****
4.5.2.1
Actions at the transferor UE
A UE that has initiated an emergency call, shall not perform any transfer operation involving the dialog associated with the emergency call.

A UE that initiates a transfer operation shall:

-
Issue a REFER request in the original communications dialog, where:

-
The request URI shall contain the SIP URI of the transferee as received in the Contact header field.

-
The Refer-To header field shall indicate the public address of the transfer Target. 

-
In case of Consultative transfer, the transferor UE has a consultation communication with the transfer Target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter.

-
The Referred-By header field can be used to indicate the identity of the transferor. When privacy was required in the original communications dialog and a Referred-By header field is included, the UE shall include a Privacy header field set to "user".
In case of Consultative and Assured transfer, after the REFER request is accepted by the other end with a 202 (Accepted) response, the transferor UE should get notifications of how the transferee's communication setup towards the transfer Target is progressing.

When a NOTIFY request is received on the REFER dialog that indicates that the transferee and the transfer Target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE message on the original dialog. 
In case of Assured transfer, the UE can invoke the "Transferee Retrieval" option as following:
-
When the transferor UE wants to limit the duration of the transfer progress, the transferor UE shall add  an Expires header field parameter, set to the value of the wanted duration of transfer attempt, in the Refer-To URI of the REFER request. 
-
When a NOTIFY request is received within the REFER dialog that indicates that the transferee and the transfer Target has not successfully setup a communication, then, the transferor UE may request to retrieve the original communication with the transferee UE, by sending a re-INVITE message on the original dialog.
4.5.2.2
Void
4.5.2.3
Void
4.5.2.4
Actions at the transferor AS
4.5.2.4.1
Invocation of ECT service

4.5.2.4.1.1
Prerequisite for invocation of the ECT service

For ECT to be provided to end users acting as transferor, the end user's AS providing ECT shall be in the signalling path for all communications.

4.5.2.4.1.2
Determine whether the ECT applies

The transferor AS is the one executing the ECT service logic, which is invoked by the transferor sending a special REFER request. 

4.5.2.4.1.2.1
REFER request received on a separate dialog

ECT does not apply in this case.

4.5.2.4.1.2.2
REFER request received in the to be transferred dialog

In order to know whether ECT service applies on a REFER request send by the served user, the following criteria shall apply before the ECT logic is executed:

-
the REFER request's request-URI (transferee) is targeted at the same UE instance that is involved in the dialog; and
-
the REFER request's Refer-To header contains a URI so that the method constructed from the URI according to RFC 3261 [6] is equal to INVITE. 

Any REFER request that does not comply with these criteria shall not invoke the ECT service and is depending on operator policy:

-
rejected;
-
handled by another service; or
-
proxied on.
If any of the of the following is true:

-
the initial INVITE request on the dialog on which the REFER request is received was identified as a PSAP callback request; or

-
the Refer-To header field in the REFER request contains a URI with which the referor is involved in a dialog where the intial INVITE request was identified as a PSAP callback request.

the AS shall based on local policy on how to handle PSAP callbacks reject the REFER request.

The mechanism to identify an INVITE request as a PSAP callback depends on local policy and can be based on the PSAP callback indicator specified in draft-ietf-ecrit-psap-callback [13].

4.5.2.4.1.2.2A
Procedures for call transfer with 3PCC

When a REFER request is received that invokes the call transfer service (see subclause 4.5.2.4.1), the AS shall follow procedures specified in 3GPP TS 24.628 [10] for special REFER request handling using 3PCC procedures.

For Blind communication transfer, if required by local policy to do so, the AS shall connect a media server to the transferee UE in order to provide in-band announcement about the progress of the communication establishment with the transfer target.
For Assured transfer – "Transferee Retrieval" option: If the AS receives a REFER containing an Expires header field parameter, set to the value of the wanted duration of transfer attempt, in the Refer-To URI, it shall start a timer set to the Expires header value when the 3PCC procedure is launched. When the transfer fails or when the timer expires, the AS shall cancel the session attempt with the transfer target.

If the transferor UE requests the "Transferee Retrieval", the AS will receive a re-INVITE in the initial dialog between the transferor and the transferee. The AS shall apply the basic communication procedures 3GPP TS 24.229 [1].
