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1. Abstract
This document discusses how to handle stage-2 requirement on negotiation of keep-alive internal in firewall traversal tunnel to IMS.
2. Discussion
2.1 Stage-2 text
33.203 subclause X.2 states:
------------------------------------------------------------------------------------------------------------------

X.2
Service and Media Reachability for Users over Restrictive Firewalls – Tunneled Firewall Traversal for IMS traffic
...
-
As a part of Tunnel Creation, negotiation of ... Keep Alive interval is required.

...
NOTE: 
The details of how ... keep-alive interval are negotiated are in the corresponding stage 3 specification.
...

X.2.1
Firewall detection procedure
...

Once the TCP/TLS connection is established, the tunnel creation procedure involves negotiating ... keep-alive intervals.

------------------------------------------------------------------------------------------------------------------

2.2 Evaluation

In order to refresh the binding in the firewall, the UE needs to periodically send data over the Firewall traversal tunnel to IMS (FFT-IMS). The data can be FTT-IMS envelope sent directly on top of the FFT-IMS or it can be an IP packet sent via the FFT-IMS.

2.3 Possible solutions
2.3.1 Solution 1
The FTT-IMS is used for access to IMS only. 
The UE and the P-CSCF are mandated to support RFC 6223 in the 24.229. 
If P-CSCF determines that a REGISTER request comes via EFTF (e.g. because EFTF has a dedicated range of IP addresses), regardless of the sent-by value in top Via header field of REGISTER request, the P-CSCF could set value of the keep parameter of top Via header field in 2xx response to REGISTER request. 
Due to the value of the keep parameter of top Via header field in 2xx response to REGISTER request, regardless of the sent-by value and received parameter in top Via header field of REGISTER request, the UE would periodically send STUN request according to RFC6223. 
The keep-alive requirements above would be satisfied with minimum implementation effort in P-CSCF and UE and no implementation effort in EFTF.

2.3.1 Solution 2
Vendor options of DHCPv4/DHCPv6 would be used to negotiate the keep-alive interval. 
DHCPv4 sub-option would be included in the Vendor-Identifying Vendor-Specific Information Option (as defined in RFC3925), where enterprise-number  is set to the 3GPP enterprise number. 
DHCPv6 encapsulated option would be included in the Vendor-specific Information Option (as defined in RFC33315), where enterprise-number is set to the 3GPP enterprise number.

The 3GPP enterprise number is 10415 (as in http://www.iana.org/assignments/enterprise-numbers/enterprise-numbers). 

IETF work is not required for assignment of the code points of the above DHCPv4 sub-option and DHCPv6. The code points can be assigned by 3GPP. 

The keep-alive messages would be sent as special FTT-IMS envelopes directly on top of the FFT-IMS.
3. Proposal

It is proposed to discuss and select solution for keep-alive in FTT-IMS.

