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****************** change 1 ******************

8.2.5.1
AT_FULL_NAME_FOR_NETWORK attribute

The AT_FULL_NAME_FOR_NETWORK attribute is coded according to figure 8.2.5.1-1 and table 8.2.5.1-1.
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Figure 8.2.5.1-1: AT_FULL_NAME_FOR_NETWORK attribute

Table 8.2.5.1-1: AT_FULL_NAME_FOR_NETWORK attribute

	Octet 1 indicates the type of this attribute as AT_FULL_NAME_FOR_NETWORK with a value of 141.


	Octet 2 is the length of this attribute in multiples of 4 octets as specified in RFC 4187 [33].


	Octet 3 is the full name length field and contains the length of the full name value field in octets.

	The full name value field starts at octet 4 and its length is indicated by the full name length field. The full name value field indicates the "full length name of the network" that the network wishes the UE to associate with MCC and MNC in the realm of the NAI used during authentication. The structure of the full name value field is the same as the structure of the Network Name defined in 3GPP TS 24.008 [46] subclause 10.5.3.5a except for the Network Name IEI and the Length of Network Name contents which are not included.



	The optional padding field starts after the last octet of the full name value field. Each octet of this field is set to zero by sending entity and ignored by receiving entity.


****************** change 2 ******************

8.2.5.2
AT_SHORT_NAME_FOR_NETWORK attribute

The AT_SHORT_NAME_FOR_NETWORK attribute is coded according to figure 8.2.5.2-1 and table 8.2.5.2-1.
	7
	6
	5
	4
	3
	2
	1
	0
	

	
Attribute Type = AT_SHORT_NAME_FOR_NETWORK
	octet 1

	
Length
	octet 2

	
Short name length
	octet 3

	
Short name value
	octet 4
octet n

	
Padding
	octet n+1

octet m


Figure 8.2.5.2-1: AT_SHORT_NAME_FOR_NETWORK attribute

Table 8.2.5.2-1: AT_SHORT_NAME_FOR_NETWORK attribute

	Octet 1 indicates the type of this attribute as AT_SHORT_NAME_FOR_NETWORK with a value of 140.


	Octet 2 is the length of this attribute in multiples of 4 octets as specified in RFC 4187 [33].


	Octet 3 is the short name length field and contains the length of the short name value field in octets.



	The short name value field starts at octet 4 and its length is indicated by the short name length field. The short name value field indicates the "abbreviated name of the network" that the network wishes the UE to associate with MCC and MNC in the realm of the NAI used during authentication. The structure of the short name value field is the same as the structure of the Network Name defined in 3GPP TS 24.008 [46] subclause 10.5.3.5a except for the Network Name IEI and the Length of Network Name contents which are not included.



	The optional padding field starts after the last octet of the short name value field. Each octet of this field is set to zero by sending entity and ignored by receiving entity.


****************** change 3 ******************

8.2.6
Handling of the unknown protocol data

If the receiving entity receives an unknown value in a recognized skippable attribute in an EAP-AKA or EAP-AKA' message, the receiving entity shall ignore the attribute and shall handle the rest of the message. The definition of skippable attribute see the RFC 4187 [33]. The receiving entity handling of the unrecognized skippable attribute is as specified in RFC 4187 [33].
