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***** First change *****
4.5.2
Invocation and operation

4.5.2.1
Actions at the transferor UE
A UE that has initiated an emergency call, shall not perform any transfer operation involving the dialog associated with the emergency call.

A UE that initiates a transfer operation shall:

-
Issue a REFER request in the original communications dialog, where:

-
The request URI shall contain the SIP URI of the transferee as received in the Contact header field.

-
The Refer-To header field shall indicate the public address of the transfer Target. 

-
If the transferor UE has a consultation communication with the transfer Target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter.

-
The Referred-By header field can be used to indicate the identity of the transferor. When privacy was required in the original communications dialog and a Referred-By header field is included, the UE shall include a Privacy header field set to "user".
After the REFER request is accepted by the other end with a 202 (Accepted) response, the transferor UE should get notifications of how the transferee's communication setup towards the transfer Target is progressing.

When a NOTIFY request is received on the REFER dialog that indicates that the transferee and the transfer Target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE message on the original dialog. 
Transferee retrieval option: 

When a NOTIFY request is received within the REFER dialog that indicates that the transferee and the transfer Target have not yet successfully setup a communication (eg. Subscription-state=”pending” or “terminated”) and the NOTIFY body contains a Replaces header, then, the transferor UE may request to retrieve the original communication with the transferee UE, by sending an INVITE message on the original dialog. This INVITE must contain the Replaces header with the dialog identifier of the session between the Transferee and the Transfer Target received in the NOTIFY request. 
4.5.2.2
Void
4.5.2.3
Void
4.5.2.4
Actions at the transferor AS
4.5.2.4.1
Invocation of ECT service

4.5.2.4.1.1
Prerequisite for invocation of the ECT service

For ECT to be provided to end users acting as transferor, the end user's AS providing ECT shall be in the signalling path for all communications.

4.5.2.4.1.2
Determine whether the ECT applies

The transferor AS is the one executing the ECT service logic, which is invoked by the transferor sending a special REFER request. 

4.5.2.4.1.2.1
REFER request received on a separate dialog

ECT does not apply in this case.

4.5.2.4.1.2.2
REFER request received in the to be transferred dialog

In order to know whether ECT service applies on a REFER request send by the served user, the following criteria shall apply before the ECT logic is executed:

-
The REFER request's request-URI (transferee) is targeted at the same UE instance that is involved in the dialog.

-
The REFER request's Refer-To header contains a URI so that the method constructed from the URI according to RFC 3261 [6] is equal to INVITE. 

Any REFER request that does not comply with these criteria shall not invoke the ECT service and is depending on operator policy:

-
Rejected.

-
Handled by another service.

-
Proxied on.
4.5.2.4.1.2.2A
Procedures for call transfer with 3PCC

When a REFER request is received that invokes the call transfer service (see subclause 4.5.2.4.1), the AS shall follow procedures specified in 3GPP TS 24.628 [10] for special REFER request handling using 3PCC procedures.

For blind communication transfer, a media server should be connected to the transferee UE in order to provide in-band announcement about the progress of the communication establishment with the transfer target.

Transferee retrieval option: 
Optionnally, when the AS sends a NOTIFY to the Transferor with a subscription-state equals to “pending” or “terminated”, the AS may include in the NOTIFY body a Replaces header field with the identifiers (Call-ID, from-tag and to-tag) of the session (not yet established) between the Transferee and the Transfer-Target. Then, if the AS receives from the an INVITE request containing the copied Replaces header, the AS shall send a re-INVITE to the Transferee UE so that the Transferor can retieve his/her initial call with the Transferee and a CANCEL towards the Transfer Target UE. 
4.5.2.4.1.2.3
Actions of ECT when invoked with a transfer request

When a REFER request is received that invokes the ECT service (see subclause 4.5.2.4.1), ECT service shall perform the following actions:

1) Create a new ECT Session Identifier URI addressed to this AS. The URI shall be created in such a way that a new dialog set up towards this URI can be easily correlated with the current REFER dialog.

2) The AS stores the value of the Refer-To header field (transfer Target URI) from the REFER request and links it to the ECT Session Identifier URI.

3) The AS replaces the Refer-To header field with the ECT Session Identifier URI (this ensures that the transferor AS remains in the loop when the transferee sets up the communication with the transfer Target).

NOTE:
If a Replaces header field parameter and/or a Require=replaces header field parameter are available in the URI contained in the Refer-To header field, the above step implies that they are not forwarded to the transferee.
4) If a Referred-By header is available in the request, the AS verifies if the provided Referred-By header contains a valid public identity of the served user. If not it will replace the Referred-By header with a valid value matching the REFER request's P-Asserted-Identity and if "id" privacy was requested, include a Privacy header field set to "user". If the Referred-By header field does not contain a valid public identity of the served user and multiple valid public user identities are received in the REFER request's P-Asserted-Identity header field, the AS shall select the first one on the list. The AS then stores the Referred-by header.

5) If no Referred-By header is available in the request a Referred-By header is added that matches the REFER request's P-Asserted-Identity and if "id" privacy was requested, include a Privacy header field set to "user". If multiple valid public user identities are received in the REFER request's P-Asserted-Identity header field, the AS shall select the first one on the list.
Editor's note: [WI: TEI11, CR#0012] Currently RFC 3892 does allow only one URI in the Referred-By header field. IETF "Draft Updates to Referred-By in the Session Initiation Protocol (SIP)" (draft-loreto-dispatch-3892bis-03) proposes to update RFC 3892 to allow more than one URI in Referred-By header filed. If this proposal is accepted by IETF, the above text should be modified so that the AS copies all the valid public user identity URIs received in the P-Asserted-Identity header filed in the Referred-By header.
6) The AS sends the REFER request on to the transferee using basic communication procedures 3GPP TS 24.229 [1].

If the AS receives a 403 Forbidden or 501 Not implemented in response to a REFER request, the AS of the initiator of the REFER request may initiate the special REFER handling procedures, according to 3GPP TS 24.628 [10].

If the AS receives a NOTIFY request with a sipfrag message body indicating a 420 Bad Extension as defined in RFC 3892 [3], the AS of the initiator of the REFER request may initiate the special REFER handling procedures according to 3GPP TS 24.628 [10].

As a network option, the AS of the initiator of the REFER request that has prior knowledge that the remote party is not allowed to receive or does not support the REFER method, may initiate the special REFER handling procedures directly, according to 3GPP TS 24.628 [10].

4.5.2.4.2
Subsequent procedures

4.5.2.4.2.1
Actions of ECT when invoked again by the transferred communication

When an INVITE is received targeted at the ECT Session Identifier URI created earlier when the served user requested transfer of an ongoing communication, ECT shall perform the following actions:

0)
If the stored transfer target URI linked to the ECT Session Identifier contains a Replaces header field parameter, then the AS inserts the Replaces header field in the INVITE request and:

a)
If the INVITE request does not contain a Requires header field, then the AS inserts a Requires header field in the INVITE request including a "replaces" token.

b)
If the INVITE request does contain a Requires header field without a "replaces" token, then the AS inserts a Requires header field in the INVITE request including a "replaces" token.

7) Strip all header field parameters and method parameter from the stored transfer Target URI and replace the request URI with the stripped version of the stored transfer Target URI linked to the specific ECT Session Identifier URI.

8) If a Referred-By header is available in the request, the AS verifies if the provided Referred-By header contains a valid identity of the served user. If not it will replace the Referred-By header with a valid value matching the REFER request's P-Asserted-Identity and if "id" privacy was requested, include a Privacy header field set to "user". If the Referred-By header field does not contain a valid public identity of the served user and multiple valid public user identities are received in the REFER request's P-Asserted-Identity header field, the AS shall select the first one on the list.
9) If no Referred-By header is available in the request a Referred-By header is added that matches the REFER request's P-Asserted-Identity , and if "id" privacy was requested, include a Privacy header field set to "user". If multiple valid public user identities are received in the REFER request's P-Asserted-Identity header field, the AS shall select the first one on the list.
Editor's note: [WI: TEI11, CR#0012] Currently RFC 3892 does allow only one URI in the Referred-By header field. IETF "Draft Updates to Referred-By in the Session Initiation Protocol (SIP)" (draft-loreto-dispatch-3892bis-03) proposes to update RFC 3892 to allow more than one URI in the Referred-By header filed. If this proposal is accepted by IETF, the above text should be modified so that the AS copies all the valid public user identity URIs received in the P-Asserted-Identity header filed in the Referred-By header.
NOTE:
If needed the AS can generate charging events to charge for the extra leg.

10) The INVITE request is forwarded towards the transfer Target using basic communication procedures 3GPP TS 24.229 [1].
