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	Reason for change:
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	From Rel-8 forward, IPMS (IP Mobility Management Selection) has been specified to only cover the mobility mechanisms when the UE has connectivity to a PGW (see TS 23.402 subclause 4.1.3). NSWO (Non-seamless Wlan Offload) is not part of IPMS (see TS 23.402 subclause 4.1.5). 

The only IPMS values listed in clause x are: DSMIPv6, MIPv4, NBM. In other words, it is not possible for the network to notify the UE that EPC access is not allowed. The 3GPP AAA server indicates the IPMS decision to the UE per existing TS 24.302, Returning any existing value when EPC access is not allowed is problematic as it implies authorization to access the EPC.

Furthermore, it is not clear if the network can forbid NSWO for an UE and indicate it to the UE. 

The concepts IPMS and NSWO should remain separated because a UE can be authorized by the AAA server for EPC only, NSWO only, or both EPC and NSWO. Whether the UE establishes a PDN connection or NSWO access is a different matter: 

·    When the 3GPP AAA server allows the UE EPC access only, or NSWO only, then there is no need for a complementary decision: the UE has to respects the permisions
·    When the 3GPP AAA server allows the UE for both EPC access and NSWO, the decision needs to be taken in other entities (either by proper configuration in UE and in the network (e.g. ePDG configuration from Rel-10, TWAN configuration in Rel-11), or by means of e.g. a connection protocol (as planned in further releases for SaMOG)).
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	· A value for "No EPC access" is added to the supported values in the IPMS indicator in AKA and AKA' for use by the 3GPP AAA Server when EPC access is not allowed.  
· A new NSWO attribute is defined to enable the 3GPP AAA Server to tell the UE whether NSWO is allowed or not.
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	The AAA server would not be able to notify the UE on whether EPC access is allowed independently from NSWO. The AAA server would not be able to notify the UE on whether NSWO is allowed independently from EPC access.

The AAA server would not be able to notify the UE that EPC access is not allowed in scenarios where it only wants to authorize NSWO. 

UEs would be able to activate functionalities or applications that cannot be provided by the access method actually granted to the UE; e.g. UE may activate applications that require EPC connectivity while only being granted non-seamless WLAN offload service.
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	Other comments:
(

	In the SaMOG scenario where the 3GPP AAA Server authorizes both EPC access and NSWO and let the TWAN decide which access to grant to the UE, the UE will receive in EAP authorization for both EPC access (i.e. "NBM") and NSWO ("NSWO allowed"). The UE can determine based on local configuration per SSID which kind of access it is granted by the TWAN.
NSWO is a release 10 feature, and thus corresponding requirements shall be supported from Rel-10 onwards. Furthermore SaMOG Phase 1 (Rel-11) assumes UEs w/o changes. 


***** First change*****
6.3.1
General

The IP Mobility Mode Selection mechanisms supported between 3GPP and non-3GPP accesses to access EPC within an operator and its roaming partner's network may be based on either:

a)
Static Configuration; or

b)
Dynamic Configuration.

The choice between a) and b) depends upon operators' preferences or roaming agreement or both.

***** Next change (Dynamic configuration of inter-access mobility mechanism)*****
6.3.3.0
General

Dynamic IP Mobility Mode Selection (IPMS) consists of:
-
Decision on allowing EPC access for the UE; and
-
If EPC access is allowed for the UE, IP mobility management protocol selection between Network Based Mobility (NBM) or Host Based Mobility  (HBM) (i.e.DSMIPv6 or MIPv4); and
-
Decision on IP address preservation if NBM is selected.
Upon initial attachment to a non-3GPP access and upon handoff to non-3GPP accesses, the UE performs IPMS by providing an indication during network access authentication for EPC. For trusted access, the indication is provided before an IP address is allocated to the UE, while in untrusted access network, the indication is provided during IKEv2 signalling for IPSec tunnel establishment with the ePDG.
When the UE provides an explicit indication for IPMS, then the network shall provide the indication to the UE identifying the selected mobility management mechanism.
When the dynamic IP mobility mode selection is used, if the UE does not receive any indication of a selected mobility protocol after the UE provided an explicit indication, it is considered as an abnormal case and the UE may not get connectivity to the EPC.
NOTE:
The scenarios for mobility mode selection are described in subclause 4.1.3 of 3GPP TS 23.402 [6].
***** Next change*****
6.3.3.1.2
IPMS indication from 3GPP AAA server to UE
A 3GPP AAA server supporting IPMS shall include the AT_RESULT_IND attribute within the EAP-Request/AKA-Challenge and corresponding EAP-AKA' message payload.
If the 3GPP AAA server does not allow EPC access for the UE, the 3GPP AAA server shall indicate to the UE that EPC access is not allowed by using the AT_IPMS_RES attribute set to the value 'No EPC Access', by invoking an EAP-Request/AKA-Notification dialogue when EAP-AKA is used or an EAP-Request/AKA'-Notification dialogue when EAP-AKA' is used.
If EPC access is allowed for the UE and if the UE provided an explicit indication as described in subclause 6.3.3, the 3GPP AAA server shall inform the UE of its decision on the mobility protocol and IP preservation mode by invoking an EAP-Request/AKA-Notification dialogue when EAP-AKA is used or an EAP-Request/AKA'-Notification dialogue when EAP-AKA' is used.

On selecting the mobility protocol based on UE indication, access network capabilities and network policies, the 3GPP AAA server shall indicate the selected protocol to the UE by using the AT_IPMS_RES attribute. If the 3GPP AAA server does not receive any indication from the UE but knows the UE's policies allow the usage of NBM and knows the home and access network supports NBM, the network shall use NBM for providing connectivity to the UE.
If the AT_IPMS_RES attribute indicates No EPC access,  the UE shall not perform any IP mobility procedure for PDN connection setup over EPC via the current non-3GPP access network. 
If the AT_IPMS_RES attribute indicates DSMIPv6 then the UE shall follow the procedures defined in 3GPP TS 24.303 [11].

If the AT_IPMS_RES attribute indicates MIPv4 support, then the UE shall follow the procedures defined in 3GPP TS 24.304 [12].
The detailed coding of this attribute is described in subclause 8.2.1.2.
***** Next change*****
6.3A
Non seamless WLAN offload
6.3A.1
General
A 3GPP AAA server supporting non-seamless WLAN offload (NSWO) decides whether NSWO is allowed for the UE based on the subscriber profile, access network, the selected WLAN identifier if available, and the trusted wireless access network's NSWO capability if available (see 3GPP TS 29.273 [17]).

During network access authentication, a 3GPP AAA server supporting NSWO shall indicate to the UE whether NSWO is allowed for that UE by using an attribute in the EAP-AKA and EAP-AKA' protocols extending these protocols as specified in subclause 8.2 of IETF RFC 4187 [33]. 
6.3A.2
NSWO indication

6.3A.2.1
NSWO indication from 3GPP AAA server to the UE
A 3GPP AAA server supporting NSWO shall indicate to the UE whether NSWO is allowed or not for that UE by using the AT_NSWO_RES attribute, by invoking an EAP-Request/AKA-Notification dialogue when EAP-AKA is used or an EAP-Request/AKA'-Notification dialogue when EAP-AKA' is used. 

If the AT_NSWO_RES attribute indicates 'NSWO not allowed', the UE shall not perform any IP mobility procedure for NSWO via the current non-3GPP access network. 

The detailed coding of this attribute is described in subclause 8.2.5a.1.

***** Next change*****
6.4.3.2
EAP-AKA and EAP-AKA' based Authentication

The 3GPP AAA server shall support EAP AKA based authentication as specified in IETF RFC 4187 [33] and EAP-AKA' based authentication as specified in IETF RFC 5448 [38]. 3GPP TS 33.402 [15] specifies the conditions under which one or the other of these two methods is used. If the UE provides an explicit indication for the supported mobility protocols and the network supports multiple IP mobility mechanisms and EPC access is allowed, the network shall select the protocol to be used and communicate the decision to the UE as defined in subclause 6.3.3.1.2. If the 3GPP AAA server does not allow EPC access for the UE, the 3GPP AAA server shall communicate its decision ('No EPC access') to the UE as defined in subclause 6.3.3.1.2.
***** Next change*****
6.4.4
Multiple PDN support for trusted non-3GPP access
Connectivity to multiple PDNs via trusted non-3GPP access is supported in the EPS when the network policies, the non-3GPP access and the user subscription allow it.
NOTE 1:
In 3GPP, there is a limitation to the maximum number of simultaneous PDN connections per UE which is 11 (caused by the EPS bearer identity, see 3GPP TS 24.007 [48]). Not complying with this limitation when accessing non-3GPP access can lead to unexpected consequences, e.g. connectivity loss in case of handover to 3GPP access.

If the UE supports dynamic mobility management selection and the network allows EPC access for the UE, the UE shall use the same mobility protocol when multiple connections are established, see 3GPP TS 23.402 [6].

When using the S2a interface to establish connections to additional PDNs the UE shall send a trigger for additional PDN connectivity specific to the non-3GPP access. The UE shall include an APN in this trigger to connect to the desired PDN. The UE shall also indicate the Attach Type to the trusted non-3GPP access during additional PDN connectivity. The Attach Type shall distinguish between Initial Attach and Handover Attach.

NOTE 2:
The indication about Attach Type is non-3GPP access network specific and its coding is out of scope of this specification.
NOTE 3:
The trigger for additional PDN connectivity is non-3GPP access network specific and its coding is out of scope of this specification.
When using the S2c interface, the UE shall follow the procedures described in 3GPP TS 24.303 [11] to connect to multiple PDNs.
If the UE is handing over from a source access network to a target non-3GPP access using S2a and the UE has more than one PDN connection to a given APN in the source access network, the UE shall transfer all the PDN connections for the given APN to the target trusted non-3GPP access network as specified in 3GPP TS 23.402 [6].
If multiple PDN connections to a single APN are not supported over the target trusted non-3GPP access network, only one PDN connection to the given APN shall be established in the target non-3GPP access as specified in 3GPP TS 23.402 [6]. If multiple PDN connection requests to the same APN are received but the target trusted non-3GPP access network does not support multiple PDN connections to the same APN, the network shall reject the additional PDN connection requests to the same APN received from the UE when one PDN connection to the same APN has already been established. The UE shall determine which PDN connection is re-established in the non-3GPP access based on the home address information (i.e. IPv4 address or IPv6 prefix or both) provided by the network.
NOTE 4:
The protocol details of the PDN connection reject procedure is non-3GPP access network specific and its coding is outside the scope of this specification.
NOTE 5:
When UE supporting IP address preservation for NBM with multiple PDN connections to the same APN hands over to the non-3GPP access network, the UE can, as an implementation option, prioritise the re-establishment for a particular PDN connection before re-establishing the remaining PDN connections. The way a UE prioritizes a particular PDN connection is non-3GPP access network specific and its coding is out of scope of this specification. Another implementation option can be to send multiple re-establishment requests concurrently.

NOTE 6:
Any unsuccessful re-establishment of any of the multiple PDN connections to the same APN can be managed in an implementation specific manner avoiding UE making repeated re-establishment attempts to the network.
If the UE did not handover all the PDN connections for a given APN to the target trusted non-3GPP access network, the network may disconnect the remaining PDN connections for that given APN after an implementation dependent time.
***** Next change*****
8.2.1.2
AT_IPMS_RES attribute
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Figure 8.2.1.2: AT_IPMS_RES attribute.

Table 8.2.1.2: AT_IPMS_RES attribute

	Octet 1 indicates the type of attribute as AT_IPMS_RES with a value of 138.



	Octet 2 is the length of this attribute which shall be set to 1 as per IETF RFC 4187 [33]

	Octet 3 and 4 is the value of this attribute. Octet 3 is reserved and shall be coded as zero. Octet 4 shall be set as follows. All other values are reserved.

	7
	6
	5
	4
	3
	2
	1
	0
	
	Protocol Selected

	0
	0
	0
	0
	0
	0
	0
	1
	
	DSMIPv6 

	0
	0
	0
	0
	0
	0
	1
	0
	
	NBM 

	0
	0
	0
	0
	0
	0
	1
	1
	
	MIPv4 

	0
	0
	0
	0
	0
	1
	0
	0
	
	No EPC access


***** Next change*****
8.2.5a
Non-Seamless WLAN Offload
8.2.5a.1 AT_NSWO_RES attribute
The AT_NSWO_RES attribute is coded according to figure 8.2.5a.1-1 and table 8.2.5a.1-1.
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Figure 8.2.5a.1-1: AT_NWSO_RES attribute
Table 8.2.5a.1-1: AT_ NWSO_RES attribute

	Octet 1 indicates the type of attribute as AT_NSWO_RES with a value of XYZ.

	Octet 2 is the length of this attribute which shall be set to 1 as per IETF RFC 4187 [33].

	Octet 3 is reserved and shall be coded as zero. Octet 4 shall be set as follows. All other values are reserved.

	7
	6
	5
	4
	3
	2
	1
	0
	
	Decision on NSWO

	0
	0
	0
	0
	0
	0
	0
	1
	
	NSWO allowed

	0
	0
	0
	0
	0
	0
	1
	0
	
	NSWO not allowed
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