
3GPP TSG CT WG1 Meeting #82
C1-130041
San Jose del Cabo, Mexico, 28 January - 1 February 2013
Source:
Orange
Title:
Solutions for Network provided Geographical Identifier
Agenda item:
11.14
Document for:
Decision

1. Introduction
This document discusses the possible solutions for insertion of the Geographical Identifer information by the P-CSCF in SIP requests.
3GPP TS 23.228 contains the following text:

E.8
Geographical Identifier

A Geographical Identifier may be described in a geospatial manner (e.g. geodetic coordinates) within a country or territory or as civic user location information (e.g. a postcode, area code, etc.), or use an operator-specific format. It is assumed that a given cell cannot belong to more that one area identified by a Geographical Identifier.

A network which requires the Geographical Identifier to be generated in the IMS may implement a mapping table between CGI and Geographical Identifier. The P-CSCF may then, based on operator policy, obtain the mapping from CGI to Geographical Identifier, and insert the Geographical Identifier in the SIP signalling, thus enabling routing decision in downstream IMS entities or interconnected network

2. Discussion
According to the stage 2 requirement, there are  three types of information that need to be transported in SIP signalling:

· Geospatial information

· Civic information

· Opertator specific information

There is a need to indicate in SIP signalling that this information is “network-provided”.

2.1. Usage of Geolocation Information (RFC 6442) 

2.1.1 Transport of the location information

Geospatial information: A PIDF location object describing the geospatial information encoded as per RFC 6225 can be inserted in the SIP  message body (location by value: the Gealocation header contains a cid-url) or referenced in the Gealocation (location by reference).
Civic information: A PIDF location object describing the civic information encoded as per RFC 4776 can be inserted in the SIP  message body (location by value: the Gealocation header contains a cid-url)  or referenced in Geogloaction header (location by reference).

Operator specifc information: a new RFC is needed to extend the PIDF-Location Object. 
2.1.2 Transport of the “network-provided” indication

Different solutions are possible:
1. Location URI with “np” parameter:
· When inserting a Geaoloction header either by value or by reference, the P-CSCF adds a “np” (Network Porvided) as a URI parameter.

· When the P-CSCF receives a SIP message containing a Location Information with a Loaction URI containing the “np” parameter, the P-CSCF either removes the “np” parameter or rejects the SIP message (it it’s a SIP request).

Pros: 

· Easy to implement.
· Allows the P-CSCF to behave as a Proxy for checking the location information inserted by the UE.
Cons: 

· Would require IETF involvement to specify the “np” URI parameter.
2. Use of certificates 
· The P-CSCF uses a certificate to sign the Location Information as per RFC 6442.

· The entities that consume the location information know the P-CSCF certificate. 

Pros: 

· No  IETF involvement needed

· Follows RFC 6442 recomandation

· No need to ckeck the location information inserted by the UE.

Cons: 

· Requires a mechanism for certificates distribution; which may be complex to manage.

3. Use of the “provided-by” element in the location object:
· A new value for the Provided-By XML element is defined: “3GPP network”. This requires the definition of a new XML schema that needs to be registered within IANA

· The P-CSCF adds a Provided-By element set to “3GPP network” in the inserted PIDF-LO.
· When the P-CSCF receives a SIP message containing a Location Information, it chekcks that the PIDF-LO inserted in the message body or referenced by a URI does not contain a Provided-By element set the value “3GPP Network”. If such value is present, the P-CSCF rejects the SIP message (if it’s a SIP request).

Pros: 

· No  IETF involvement needed

Cons: 

· Requires the P-CSCF to behave as a B2BUA to check the location information inserted by the UE by value
· Requires the P-CSCF to derefence the location information inserted by the UE by reference. This may impact the P-CSCF performance and induces significant delay to treat SIP messages. 

4. Use of a new “network-provided” header field parameter 

· When inserting a Geaoloction header either by value or by reference, the P-CSCF adds a “np” (Network Porvided) as a header field parameter to the Geolocation header.
· When the P-CSCF receives a SIP message containing a Geolocation header with the “np” parameter, the P-CSCF either removes the np parameter or rejects the SIP message (it it’s a SIP request).
· A SIP entity that consumes the location information assumes that only the last added location information is “network provided” in case the the Geolocation header contains the “np” header parameter and more than one location URI are present. 
Pros: 

· No new RFC is needed to define the “np” header field parameter. Only IETF expert review and IANA registration are needed. 
· Allows the P-CSCF to behave as a Proxy for checking the location information inserted by the UE.

Cons: 

· This solution does not work in case another upstream intermediary entity inserts a location information.
5. Use of the Geolocation Routing header field 
· When inserting the location information:

· If no Geaolocation-Routing header is present: the P-CSCF inserts a Geoloaction-Routing header set to the value “yes”.

· If a Geolocation-Routing header is present (i.e. was inserted by the UE) and set to the value “no”, the P-CSCF modifies the value “no” by the value “yes”. This is not compliant with RFC 6442

Pros: 

· No  IETF involvement needed

· Allows the P-CSCF to behave as a Proxy for checking the location information inserted by the UE.

Cons: 

· Breaks RFC 6442 rules.

2.2. Usage of P-Access-Network-Info (PANI)

 2.2.1 Transport of the location information

Geospatial information: The PANI is extended with a new parameter: geospatial -GI which can be set with the value of a PIDF-LO describing the geospatial information encoded as per RFC 6225
Civic information: The PANI is extended with a new parameter: civic-GI which can be set with the value of a PIDF-LO describing the civic information encoded as per RFC 4776.

Operator specifc information: The PANI is extended with a new parameter: operator-specific-GI which can be set to an operator specifc string value. 
2.2.2 Transport of the “network-provided” indication

The already defined “np” for the PANI is used.
2.3 Conculsion:
The usage of the P-Access-Network-Info to transport the Geolocation Identifier inserted by the P-CSCF seems to be the easiest solution. This solution is aligned with the RFC 3455 as its about transporting a network-based location of the UE (the location information is deduced from the cell-id).
The usage of the Gealocation header has the following limitation:

· Not suitable to transport the operator specific location information.

· There is no simple solution for carrying the indication “network provided” .

2.4 Solutions
Solution A: 

Usage of the PANI to transport the three types of location information.
Solution B:

· Usage of the Gealocation header to transport geospatial and civic location information

· Usage of a new “np” URI parameter to carry the indication “network provided” ( as described in 1) of 2.1.1)

· Usage of the PANI to transport the operator specifc information.
2.1 Usage of Geaolocation header 
3. Proposal

It is proposed to adopt solution A and then agree C1-130042. 
