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Introduction

A number of open issues are identified in 3GPP TS 24.229 relating to the IOC work item. This discussion document
 attempts to close the remaining issues.

Interoperation of overload protocols

The first open issues in an editor's note in subclause 4.12.

Editor's note: [WI: IOC-CT, CR#4153] It is for further study if the interaction between the feedback mechanism and the load filter mechanism needs to be specified.
It is clear that both mechanisms can be used in parallel at the same entity. For example the text in draft-ietf-soc-load-control-event-package-05 section 8.2 (8.2.  Relationship with Other IETF SIP Load Control Efforts) specifies the use of the event package to add controls to the use of the feeback based mechanism.
   The load filter defined in this specification is generic and expected

   to be applicable not only to the load filtering mechanism but also to

   the feedback overload control mechanism in

   [I-D.ietf-soc-overload-control].  In particular, both mechanisms

   could use specific or wildcard filter identities for load control and

   could share well-known load control actions.  The time duration field

   in the load filter could also be used in both mechanisms.  As

   mentioned in Section 1, the load filter distribution mechanism and

   the feedback overload control mechanism address complementary areas

   in the load control problem space.  Load filtering is more proactive

   and focuses on distributing the filter towards the source of the

   traffic; the hop-by-hop feedback based approach is reactive and

   targets more at traffic already accepted in the network.  Therefore,

   they could also make different use of the generic filter components.

   For example, the load filtering mechanism may use the time field in

   the filter to specify not only a control duration but also a future

   activation time to accommodate a predicable overload such as the one

   caused by Mother's Day greetings or a viewer-voting program; the

   feedback-based control might not need to use the time field or might

   use the time field to specify an immediate control duration.

And in draft-ietf-soc-overload-control-10 section 5.10.1:
   A SIP client SHOULD honor user-level load control filters installed

   by signaling neighbors [I-D.ietf-soc-load-control-event-package] by

   sending the SIP messages that matched the filter downstream.

And in section 7:

7.  Relationship with other IETF SIP load control efforts

   The overload control mechanism described in this document is reactive

   in nature and apart from message prioritization directives listed in

   Section 5.10.1 the mechanisms described in this draft will not

   discriminate requests based on user identity, filtering action and

   arrival time.  SIP networks that require pro-active overload control

   mechanisms can upload user-level load control filters as described in

   [I-D.ietf-soc-load-control-event-package].

How these are applied in parallel to the same route is down to network design within the network, and therefore additional details do not need to appear in 3GPP TS 24.229.

It is believed that this should be covered in each of the referenced drafts and that therefore this editor's note should be deleted.

Support by other entities

Subclause 4.12 of 3GPP TS 24.229 contains a second editor's note as follows:

Editor's note: [WI: IOC-CT, CR#4153] For overload control using the load filter mechanism, it needs to be determed if it should be supported by other entities.
This editor's note has been deleted by C1-124263.
Subclause 4.1 as modified by C1-123605 limit the usage of the load filter mechanism to the S-CSCF, AS and the IBCF.
C1-124263 changes the IBCF usage to be that of the additional routeing function, and is this is proceeded with then C1-123605 needs a revision to align.

C1-124263 then goes on to add an additional editor's note.

Editor's note: [WI: IOC-CT, CR#4258] Support for event based overload mechanism for the case where the MGCF or the BGCF implemlents the routeing capabilities described in I.2 and I.3 requires further studies.
The scenarios using the load filter mechanism currently identified by subclause 4.12 as modified by C1-124263 are therefore:
· S-CSCF subscribing to AS
· AS subscribing to AS

· IBCF hosting additional routeing capatbilities as specified in subclause I.2 and/or in subclause I.3 and acting as an entry point subscribing to AS

It is believed that these are currently sufficient and therefore associated editor's notes can be deleted, as can the new one in C1-124263.

This CR merely deletes the editor's note in A.2.1.2. C1-124263, which changes the IBCF to be the additional routeing function, should make the appropriate change to c114 in table a.4 and table A.4A.

Response codes

C1-124263 specifies response codes to be used if a call is rejected.

Section 5.10.2 of draft-ietf-soc-overload-control-10 specified:

   A SIP server that is under overload and has started to throttle

   incoming traffic MUST reject this request with a "503 (Service

   Unavailable)" response without Retry-After header to reject some

   requests from upstream neighbors that do not support overload

   control.

Section 6.4 of draft-ietf-soc-load-control-event-package-05 specifies

   The default "alt-action" is

   value is "reject" where the server will reject the request with a 503

   (Service Unavailable) response message.

It is believed that this fully covers the proposed text in C1-124263, and therefore these components of C1-124263 are not needed, i.e. there is no need to specify the use of a 503 response as that already exists in the referenced internet-drafts.
