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****************** change 1 ******************
5.10.1
General

As specified in 3GPP TS 23.228 [7] border control functions may be applied between two IM CN subsystems or between an IM CN subsystem and other SIP-based multimedia networks based on operator preference. The IBCF may act both as an entry point and as an exit point for a network. If it processes a SIP request received from other network it functions as an entry point (see subclause 5.10.3) and it acts as an exit point whenever it processes a SIP request sent to other network (see subclause 5.10.2).

The functionalities of the IBCF include:

-
network configuration hiding (see subclause 5.10.4);

-
application level gateway (see subclause 5.10.5);

-
transport plane control, i.e. QoS control (see subclause 5.10.5);

-
screening of SIP signalling (see subclause 5.10.6);

-
inclusion of an IWF if appropriate;

-
media transcoding control (see suclause 5.10.7);
-
privacy protection (see subclause 5.10.8); and
-
inclusion of a transit IOI when acting as an entry point for a transit network.
NOTE 1:
The functionalities performed by the IBCF are configured by the operator, and it is network specific.

The IBCF shall log all SIP requests and responses that contain a non-empty P-Debug-ID header field based on local policy.

When an IBCF acting as an exit or an entry point receives a SIP request, the IBCF may reject the SIP request based on local policy by sending an appropriate SIP 4xx response.

NOTE 2:
The local policy can take bilateral agreements between operators into consideration.

NOTE 3:
Some SIP requests can be rejected by an AS instead of the IBCF according to local policy.
The IBCF which is located between visited network and home network shall preserve the dialog identifier, i.e. shall not change the Call-Id header field value, the "tag" header field parameter value of From header field in any SIP INVITE request and any SIP response to SIP INVITE request, and shall preserve the "tag" header field parameter value of To header field, in any SIP response to SIP INVITE request.

NOTE 4:
The IBCF can identify whether it is located between visited network and home network based on local configuration.
