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Intoduction
At the last CT1 meeting it was not possible to identify the mechanism by which the ISC gateway function routes requests between the AS and the S-CSCF. This document discusses the options that are available.
Existing procedures for AS routeing

3GPP TS 24.229 subclause 5.4.3.2 specifies that the S-CSCF builds a Route header field consisting of the URI of the AS to be visited, followed by its own URI as follows:

a)
insert the AS URI to be contacted into the Route header field as the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4;

An AS acting as a SIP proxy or an AS acting as a Routeing B2BUA will use the Route header to get back to the S-CSCF, as in the following procedure:

-
after executing the required services, route the request based on the topmost Route header field.

For an AS acting as an intiating B2BUA there is no requirements specified for the Route header field. However if it preserves the original dialog identifier, then it must be attached to the URI in the Route header field which happens to be the S-CSCF URI.
At the moment subclause 5.7.3 of 3GPP TS 24.229 states:
In order to support an AS acting as an originating UA, the AS has to be within the same trust domain as the S-CSCF to which requests will be sent.

This would therefore appear to preclude this As type from usage within VINE. However a later section of the document does discuss how this might be resolved if it was intended to support this type of operation.

It is not clear whether this restriction applies to initiating B2BUAs in all cases. The restriction seems to exist because access is needed to the Sh interface in order to obtain the S-CSCF address. If the initiating B2BUA has at least one incoming leg that initiates the transaction, then it could learn this information from the incoming leg.

Requirements for VINE

The ISC gateway function must be routed to on both the outgoing leg from the S-CSCF and on the incoming leg to the S-CSCF. This is required to support future capabilities.

Proposed mechanisms

A number of possible mechanisms can be defined for for ISC gateway routeing depending on the possibility of changing or enhancing existing procedures, versus a potentially acceptable reduction in flexibility. Note that all these mechanisms allow the ISC gateway function to have different entry and exit URIs if that is desired:
1)
Preconfiguration at ISC gateway function
The ISC gateway function, as identified by a particular address, has a one to one relationship with the application server.

S-CSCF puts ISC gateway address in Route header field (and this is the address that appears in the provided filter criteria list), as per existing procedures (downloaded in filter criteria), followed by the S-CSCF address as the next URI. The Route header field at this point is therefore:

Route: ISC gateway URI, S-CSCF URI

The ISC gateway function replaces the entry in the Route header field that represented the ISC gateway address with that of the application server, and also adds its own URI as the next Route header field URI. The Route header field at this point is therefore:

Route: AS URI, ISC gateway URI, S-CSCF URI

If the call is returned to the S-CSCF, then the application server follows existing procedures, removes its own URI, and uses the topmost Route header field to route the request. This is the address of the ISC gateway function. The Route header field is as follows:

Route: ISC gateway URI, S-CSCF URI

The ISC gateway function removes its own URI from the Route header field, as in standard RFC 3261 procedures, and routes on the next topmost Route header field back to the S-CSCF.

Route: S-CSCF URI

If the ISC gateway function wishes to police the transaction to ensure that this is occurring, it could store the original dialog identifier along with the S-CSCF address from the original request, and then ensure that it only forwards on requests with this combination of parameters.

2)
Configuration table in S-CSCF (selection of ISC exit point from network by S-CSCF)

Where downloaded address (address of the enterprise AS) in filter criteria appears in the configuration table, then S-CSCF adds a Route header field, or set of Route header fields, from the preconfigured table. These Route header fields would include the address of the ISC gateway function. 
The inintial route header field generated by the S-CSCF might therefore look like:

Route: ISC gateway URI, AS URI, ISC gateway URI, S-CSCF URI

Route header fields are consumed in the normal fashion by the ISC gateway function and the application server.

3)
Download from HSS
Rather than just the topmost entry in the Route header field being provided in the filter criteria, then a complete Route set is provided in the filter criteria by the HSS. Presumably this would need changes to 29.228/229, but the resultant Route header field generated by the S-CSCF would be identical to that in 2) above, that is:
Route: ISC gateway URI, AS URI, ISC gateway URI, S-CSCF URI

Route header fields are consumed in the normal fashion by the ISC gateway function and the application server.

Handling originating requests from an application server

If this functionality was desired, then the AS would need to be preconfigured with the address of the ISC gateway function it should use.
The ISC gateway function would have to have access to the Sh interface in the same manner as an application server. It would then use the Sh interface to obtain the address of the S-CSCF and proceed with the request as if it was an AS as defined in subclause 5.7.3 of 3GPP TS 24.229, that is:

-
if the AS intends to send the originating request to the home network of the public user identity or the operator policy requires it, insert a Route header field pointing to the S-CSCF where the public user identity on whose behalf the request is generated is registered or hosted (unregistered case) or to the entry point of the public user identity's network. The AS shall append the "orig" parameter to the URI in the topmost Route header field; and

NOTE 5:
The address of the S-CSCF can be obtained either by querying the HSS on the Sh interface or during third-party registration.

The "orig" parameter may well be already there in this case from the real application server in the enterprise. However in the absence there is enough other information available (or rather the fact that an S-CSCF address is not available) for the ISC gateway function to know this is the procedure it has to use.

A different solution would be to open up the Sh interface to use by the VINE application server in the enterprise, but if this is desired it would definitely be a capability for a later release.
