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Stage 2 requirements 

3GPP stage 2 requirements are in TS 32.422. Although out of scope of 3GPP, OMA also has trace requirements in OMA Service Provider Environment Requirements, Candidate Version 1.0 – 14 June 2005, OMA-RD-OSPE-V1_0-20050614-C subclauses 6.4, 6.5, 6.6. 
3GPP Rel-8 solution summary 
Providing trace configuration 
TS 24.323 specifies managed object is specified that contains all trace parameters. These parameters can be provided to SIP entities either directly from a management object server or by the SIP entity subscribing to an event package for trace configuration. 
Starting and stopping trace 
The UE starts logging and adds a P-Debug-ID header to the SIP request to trigger logging at other entities that receive this signalling. 
Subscribing to the tracing event package 

The UE and the P-CSCF are triggered to subscribe to the debug event package by receiving an empty P-Debug-ID header field in a 2xx response to a REGISTER request. 
IMS Trace for entities not on the path of the register request
SIP entities are triggered to subscribe to the debug event package by receiving an empty P-Debug-ID header field.
Existing solution and IETF 

debug header field parameter 
The INSIPID working group did not include the debug header field parameter in its scope. Therefore the 3GPP solution needs a new way to trigger subscription to the debug event package and to trigger logging of signalling by entities not on the path of the register request. 

Proposed solution and IETF 

RFC 6080 A Framework for Session Initiation Protocol User Agent Profile Delivery (March 2011) 

This RFC specifies a general capability for providing configuration to a user device and is very well suited to supplying trace configuration. The RFC specifies three general profiles (see below) for which types can be registered with IANA by referring to a document where they are described ("specification required"), i.e. a new type can be created by a 3GPP specification.
From RFC 6080 clause 3. Overview

When the PDS accepts a subscription, it sends a NOTIFY to the device. The initial NOTIFY from the PDS for each profile may contain profile data or a reference to the location of the profile, to be retrieved using HTTP or similar file retrieval protocols. By maintaining a subscription to each profile, the UA will receive additional NOTIFY messages if the profile is later changed. These may contain a new profile, a reference to a new profile, or a description of profile changes, depending on the Content-Type [RFC3261] in use by the subscription. The framework describes the mechanisms for obtaining three different profile types, but does not describe the data model they utilize (the data model is out of scope for this specification).

From RFC 6080 subclause 3.3. Profile Types

   Local Network Profile:  contains configuration data related to the local network to which a device is directly connected, provided by the local network provider.

   Device Profile:  contains configuration data related to a specific device, provided by the device provider.

   User Profile:  contains configuration data related to a specific User, as required to reflect that user's preferences and the particular services to which it is subscribed.  It is provided by the SIP service provider.
The UE enrols for debug configuration as described in RFC 6080 subclause 5.1.1. 

Enrollment request transmission

      Profile enrollment is initiated when the device transmits a SIP

      SUBSCRIBE request [RFC3265] for the 'ua-profile' event package,

      specified in Section 6.  The profile being requested is indicated

      using the 'profile-type' parameter.  The device MUST transmit the

      SIP SUBSCRIBE message via configured outbound proxies for the

      destination domain, or in accordance with RFC 3263 [RFC3263].

   document.

The S-CSCF can act as the profile delivery server (PDS) as described in RFC 6080 subclause 5.1.1.

A PDS that admits the enrollment request verifies applicable

      policies, identifies the requested profile data and prepares a SIP

      NOTIFY message to the device.  Such a notification can either

      contain the profile data or contain content indirection

      information that results in the device performing profile content

      retrieval.  The PDS then transmits the prepared SIP notification.

      When the device successfully receives and accepts the SIP

      notification, profile enrollment is complete.
Tracing configuration can be provided (as an XML file with a defined MIME type) as a new profile type called"3gppdebug". 

From RFC 6080 subclause 6.2.1 

6.2.1.  "profile-type" Parameter

   The "profile-type" parameter is used to indicate the token name of

   the profile type the user agent wishes to obtain and to be notified

   of subsequent changes.  This document defines three logical types of

   profiles and their token names.  They are as follows:

   local-network:  specifying the "local-network" type profile indicates

      the desire for profile data, and potentially, profile change

      notifications specific to the local network.

   device:  specifying the "device" type profile(s) indicates the desire

      for the profile data, and potentially, profile change notification

      that is specific to the device or user agent.

   user:  specifying the "user" type profile indicates the desire for

      the profile data, and potentially, profile change notification

      specific to the user.

   The profile type is identified in the Event header parameter:

   "profile-type".  A separate SUBSCRIBE dialog is used for each profile

   type.  Thus, the subscription dialog on which a NOTIFY arrives

   implies which profile's data is contained in, or referred to, by the

   NOTIFY message body.  
<text deleted>

Follow-on standards defining specific profile contents may find it

   desirable to define additional tokens for the profile-type parameter.
   Also, additional content types may be defined along with the profile

   formats that can be used in the Accept header of the SUBSCRIBE to

   filter or indicate what data sets of the profile are desired.

session-ID header field 
The INSIPID working group will specify a session-ID header field that contains an end-to-end value that identifies a session, with a target to complete the specification in 2012. The "Debug_ID" leaf of the MO specified in TS 24.323 is therefore no longer needed since its purpose was to supply such an identifier. 
Allow-Events header field 

RFC 3265 specifies the Allow-Events header field that can be used, by a server or a client, to indicate supported event packages. For the The Allow-Events header field will be used by the S-CSCF to indicate support of the 3gppdebug user profile and trigger subscription to the event package for 3gppdebug. The Allow-Events header field set to a value that indicates the 3gppdebug user profile will be included by the UE to trigger logging. 
Proposals 
New mechanisms 
1) Instead of a debug header field parameter, use the Allow-Events header field with value "ua-profile; profile-type=3gppdebug" to indicate support of the debug functionality and to trigger subscriptions and logging by entities that are not on the path of the REGISTER request. 
2) Define the trace configuration in 3GPP as an RFC 6080 profile type called "3gppdebug", which is "specification required" for IANA registration. The managed object specification (TS 24.323) already contains all of the necessary information for the profile type 3gppdebug. 
3) According to RFC 6080 subclause 6.2.1

   The Accept header of the SUBSCRIBE request MUST

   include the MIME types for all profile content types for which the

   subscribing user agent wishes to retrieve profiles, or receive change

   notifications.  

Therefore a new MIME type must be registered for the debug configuration. 

IETF dependencies 
1) The event package for debug re-uses the configuration framework specified in RFC 6080. The only dependency is for MCC to IANA register a new user profile type called debug. The IANA registration will refer to TS 24.323, the managed object specification for IMS service-level trace. 
2) Triggering to subscribe to the event package for IMS service level trace will use the Allow-Events header field specified in RFC 3265. The Allow-Events header field will contain the name of the debug event package, i.e. ua-profile; profile-type=3gppdebug. This creates no extra IETF dependency. 
3GPP release 8 

It is proposed to delete the IMS service-level trace feature from Rel-8 Because the Session-ID header field is available from Rel-9 onwards. 
CRs summary 

NOTE: IMS service level trace uses the session-ID header field as an end-to-end identifier. Because session-ID was introduced in Rel-9, the IMS service level trace feature is removed from Rel-8.

CT1
	3GPP Specification 
	Proposed CR 

	TS 24.323
	Add that this specification defines the RFC 6080 user profile type "3gppdebug". The Debug_ID leaf is deleted because the session-ID header field serves the purpose of providing an end-to-end session identifier. 

	TS 24.229
	UE, P-CSCF subscribe to the user profile type "3gppdebug" if they receive an "Allow-Events" header field (specified in RFC 3265) containing ua-profile; profile-type=3gppdebug in a 2xx response to a REGISTER request. 

	TS 24.229
	UE to include an Allow-Events header field containing ua-profile; profile-type=3gppdebug in an initial SIP request that matches the configuration for debug. 

	TS 24.229
	P-CSCF to remove an Allow-Events header field containing ua-profile; profile-type=3gppdebug if an initial request does not match the configuration for debug. 


CT4
	3GPP Specification 
	Proposed CR 

	23.008
	Reference to debug IETF draft to be replaced with a reference to the MO spec TS 24.323.

	29.228
	Reference to debug IETF draft to be replaced with a reference to the MO spec. TS 24.323

	29.328
	Reference to debug IETF draft to be replaced with a reference to the MO spec. TS 24.323


