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1st Change
Annex D (normative):
IP-Connectivity Access Network specific concepts when using I-WLAN to access IM CN subsystem

D.1
Scope

The present annex defines IP-CAN specific requirements for a call control protocol for use in the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP), and the associated Session Description Protocol (SDP), where the IP-CAN is Wireless LAN Interworking (I-WLAN).

D.2
I-WLAN aspects when connected to the IM CN subsystem

D.2.1
Introduction

A WLAN UE accessing the IM CN subsystem, and the IM CN subsystem itself, utilise the services provided by I-WLAN to provide packet-mode communication between the WLAN UE and the IM CN subsystem.

Requirements for the WLAN UE on the use of these packet-mode services are specified in this clause. Requirements for the PDG in support of this communication are specified in 3GPP TS 29.161 [11C]. When using the I-WLAN, the IP-CAN bearer is provided by an I-WLAN tunnel.

D.2.2
Procedures at the WLAN UE

D.2.2.1
I-WLAN tunnel activation and P-CSCF discovery

Prior to communication with the IM CN subsystem, the WLAN UE shall:

a)
perform I-WLAN network selection, i.e. gaining 3GPP Direct access as described in 3GPP TS 24.234 [8C] in the access dependent case;

b)
establish an IKEv2 security association and an IPsec ESP security association (I-WLAN tunnel) with the PDG according to the W-APN and PDG selection criteria described in 3GPP TS 24.234 [8C]. The IKEv2 security association and IPsec ESP security association (I-WLAN tunnel) shall remain active throughout the period the WLAN UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration.;

The WLAN UE may carry both signalling and media on an IPsec ESP security association.

c)
Acquire a P-CSCF address(es).

The methods for P-CSCF discovery are:

I.
Use DHCP mechanism

II.
Use DNS


When using IPv4, the WLAN UE may request a DNS Server IPv4 address(es) via RFC 2132 [20F]. When using IPv6, the WLAN UE may request a DNS Server IPv6 address(es) via RFC 3315 [40] and RFC 3646 [56C].

III.
Obtain the list of P-CSCF address(es) from the IMS management object

The WLAN UE can freely select method I, II, or III for P-CSCF discovery. If DHCP is used, the following procedures apply:


Upon establishing an IP-CAN, the WLAN UE may use the Dynamic Host Configuration Protocol (DHCP) specified in RFC 2131 [40A] or Dynamic Host Configuration Protocol for IPv6 (DHCPv6) specified in RFC 3315 [40] to discover the P-CSCF.


Prior to accessing the DHCP server, the WLAN UE will have obtained an IP address via means other than DHCP and DHCPv6. Hence, if the WLAN UE uses DHCP or DHCPv6 for P-CSCF discovery, the WLAN UE shall only request the configuration information from the DHCP server through a single request and reply exchanged with the DHCP server.


If the WLAN UE uses DHCP for P-CSCF discovery and the WLAN UE is unaware of the address of the DHCP server, the WLAN UE shall send the DHCPINFORM using the limited broadcast IP address (i.e., 255.255.255.255) and UDP port 67. If the WLAN UE knows the IP address of the DHCP server, the WLAN UE shall send the DHCPINFORM to the DHCP server’s unicast IP address and UDP port 67. The DHCP server shall send the DHCPACK on the IP address specified in the Client IP Address field of the DHCPINFORM. The DHCP server may include, in the DHCPACK, the SIP Server DHCP Option specified in RFC 3361 [35A], which carries either a list of IPv4 address(es) of the P-CSCF(s) or a list of DNS fully qualified domain name(s) that can be mapped to one or more P-CSCF(s). If the WLAN UE uses DHCPv6 for P-CSCF discovery and the WLAN UE is unaware of the address of the DHCP Server, the WLAN UE shall send an Information Request using the IPv6 multicast address FF02::1:2 and the UDP port 547. If the WLAN UE knows the IP address of the DHCPv6 server, the WLAN UE shall send the Information Request message to the DHCPv6 server’s unicast IP address and UDP port 547. In the Information Request, the WLAN UE may request either one or both the SIP Servers Domain Name List option and the SIP Servers IPv6 Address List option specified in RFC 3319 [41]. The DHCP server shall send the Reply to the IP address specified in the Information Request. The DHCP server may include in the Reply either one or both the SIP Servers Domain Name List option and the SIP Servers IPv6 Address List option, as requested by the WLAN UE.


In case several P-CSCF's IP addresses or domain names are provided to the WLAN UE, the WLAN UE shall perform P-CSCF selection according to RFC 3361 [35A] or RFC 3319 [41]. The WLAN UE shall perform the procedure for the resolution of domain name according to RFC 3263 [27A]. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the WLAN UE is implementation specific.




D.2.2.1A
Modification of a I-WLAN tunnel used for SIP signalling

Not applicable.

D.2.2.1B
Re-establishment of the I-WLAN tunnel used for SIP signalling

Not applicable.

D.2.2.1C
P-CSCF restoration procedure
A WLAN UE supporting the P-CSCF restoration procedure uses the keep-alive procedures described in RFC 6223 [143].

If the P-CSCF fails to respond to keep-alive requests the WLAN UE shall acquire a different P-CSCF address using any of the methods described in the subclause D.2.2.1 and perform an initial registration as specified in subclause 5.1.

D.2.2.2
Void

D.2.2.3
Void

D.2.2.4
Void

D.2.2.5
I-WLAN tunnel procedures for media

D.2.2.5.1
General requirements

The WLAN UE can establish media streams that belong to different SIP sessions on the same I-WLAN tunnel. 

During establishment of a session, the WLAN UE establishes data streams(s) for media related to the session. Such data stream(s) may result in activation of additional IPsec ESP security associations (I-WLAN tunnels). 

If the WLAN UE receives indication within the SDP according to RFC 3524 [54] that media stream(s) belong to group(s), the media stream(s) shall be set up on separate IPsec ESP security associations (I-WLAN tunnels) according to the indication of grouping of media streams. The WLAN UE may freely group media streams to IPsec ESP security association (I-WLAN tunnel(s)) in case no indication of grouping of media streams is received from the P-CSCF.

If the capabilities of the originating WLAN UE, or operator policy at the PDG prevents the originating WLAN UE from establishment of additional IPsec ESP security associations (I-WLAN tunnels) according to the media grouping attributes given by the P-CSCF in accordance with RFC 3524 [54], the WLAN UE will not establish such grouping of media streams. Instead, the originating WLAN UE shall negotiate media parameters for the session according to RFC 3264 [27B].

If the capabilities of the terminating WLAN UE or operator policy at the PDG prevents the originating WLAN UE from establishment of additional IPsec ESP security associations (I-WLAN tunnels) according to the media grouping attributes given by the P-CSCF in accordance with RFC 3524 [54], the WLAN UE will not establish such grouping of media streams. Instead, the terminating WLAN UE shall handle such SDP offers in accordance with RFC 3388 [53].

The WLAN UE can receive a media authorization token in the P-Media-Authorization header field from the P-CSCF according to RFC 3313 [31]. If a media authorization token is received in the P-Media-Authorization header field when a SIP session is initiated, the WLAN UE shall reuse the existing I-WLAN tunnel and ignore the media authorization token.

D.2.2.5.1A
Activation or modification of I-WLAN tunnel for media by the WLAN UE

Not applicable.

D.2.2.5.1B
Activation or modification of I-WLAN tunnel for media by the network

Not applicable.

D.2.2.5.1C
Deactivation of I-WLAN tunnel for media

Not applicable.
D.2.2.5.2
Special requirements applying to forked responses

Since the WLAN UE is unable to perform bearer modification, forked responses place no special requirements on the WLAN UE. 

D.2.2.5.3
Unsuccessful situations

Not applicable.

D.2.2.6
Emergency service

The details of network selection to select HPLMN or VPLMN are specified in 3GPP TS 24.234 [8C]. 
The WLAN UE may reuse an existing I-WLAN tunnel for the purpose of making an IMS emergency call only if the WLAN UE is not roaming (i.e. not accessing via a VPLMN) as described in 3GPP TS 24.234 [8C].
D.2A
Usage of SDP

D.2A.0
General
Not applicable.

D.2A.1
Impact on SDP offer / answer of activation or modification of I-WLAN tunnel for media by the network

Not applicable.

D.2A.2
Handling of SDP at the terminating WLAN UE when originating WLAN UE has resources available and IP-CAN performs network-initiated resource reservation for terminating WLAN UE

Not applicable.

D.2A.3
Emergency service
No additional procedures defined.
D.3
Application usage of SIP

D.3.1
Procedures at the WLAN UE

D.3.1.1
P-Access-Network-Info header field
The WLAN UE shall always include the P-Access-Network-Info header field where indicated in subclause 5.1.
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