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1. Introduction
The current version of TR 24.820 (V0.4.0) failed to implement an agreed CR as well as there are several smal errors.
2. Reason for Change
The current version of TR 24.820 failed to implement the the reference to IETF 4303 added by the agreed P-CR in C1-121727.
In addition, there are several small errors such as reference to wrong sub-clauses, missing of appropriate references and editorials.
 3. Conclusions
TR 24.820 is corrected adding the missing reference as well as fixing several small errors.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.820 v 0.4.0.
* * * First Change * * * *
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3
Definitions and abbreviations

Editor note: description of additional definitions and abbreviations to 24.302. 
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [5] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [5].

Fixed Broadband Access Network: This refers to the Fixed BBF access network defined by BBF TR-058 [8], BBF TR-059 [12], BBF TR-101 [9], BBF WT-134 [10], BBF WT-145 [13], and BBF WT-203 [11].

UE reflective QoS function:A UE function that supports Reflective QoS for uplink traffic over a Fixed Broadband Access network as specified in 3GPP TS 23.139 [1].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.303 [14] subclause 3.1 apply:

Home Agent (HA)

3.2
Abbreviations

DSCP
Differentiated Services Code Point
NAT
Network Address Translation

P‑GW
PDN Gateway

QoS
Quality of Service

RQSI
Reflective QoS Indication 
* * * Next Change * * * *

7.4.2.1
Sending Reflective QoS Indication (RQSI) to 3GPP AAA server

During EAP-AKA and EAP-AKA' based authentication, UE may provide an explicit indication to the 3GPP AAA server about the supporting of UE reflective QoS function. The explicit indication is sent using an attribute in the EAP-AKA and EAP-AKA' protocols, to extend these protocols as specified in subclause 8.2 of IETF RFC 4187 [4]. This attribute is provided in EAP-Response/AKA-Challenge and corresponding EAP-AKA' message payload.

If the UE reflective QoS function is supported, the UE shall provide the RQSI using AT_RQSI_IND attribute in EAP-AKA or EAP-AKA'. The indication is provided if the UE receives the AT_RESULT_IND attribute within the EAP-Request/AKA-Challenge message, or the EAP-Request'/AKA-Challenge' message when EAP-AKA' is used. If the UE provides the AT_RQSI_IND attribute within the EAP-Response/AKA-Challenge message payload, or the EAP-Response'/AKA-Challenge' message payload when EAP-AKA' is used, the UE shall also provide the AT_RESULT_IND attribute within the message.

The detailed coding of this attribute is described in subclause 13.1.1.

* * * Next Change * * * *

7.4.3.1
RQSI from 3GPP AAA server to UE
A 3GPP AAA server supporting RQSI, shall include the AT_RESULT_IND attribute within the EAP-Request/AKA-Challenge and corresponding EAP-AKA' message payload.

If the UE provided an explicit indication as described in subclause 7.4.2.1, the 3GPP AAA server shall inform the UE of its decision of the UE reflective QoS function by invoking an EAP-Request/AKA-Notification dialogue when EAP-AKA is used or an EAP-Request'/AKA-Notification' dialogue when EAP-AKA' is used. The UE reflective QoS function decision is sent to the UE by using the AT_ RQSI_RES attribute.

The UE reflective QoS function decision is made by the 3GPP AAA server based on the capabilities of the UE, the type of access, the access identity and local policies. 

The detailed coding of this attribute is described in subclause 13.1.1.

Editor note: it is FFS on the abnormal or unexpected behave on handling of RQSI. 
* * * Next Change * * * *

8.1
General
During the procedure of initial attach for Fixed Broadband Access network over S2b, the UE shall initiate the IKEv2 tunnel establishment as defined in IETF RFC 5996 [16] with the ePDG through the Fixed Broadband Access Network. In an IPv4 Fixed Broadband Access Network, NAT may be deployed, e.g. RG. If NAT is deployed, the UE behind the NAT shall invoke the NAT traversal procedure for IKEv2.
* * * Next Change * * * *

8.2.1.1
Tunnel establishment
Once the ePDG has been selected, the UE shall initiate the IPsec tunnel establishment procedure using the IKEv2 protocol as defined in 3GPP TS 24.302 [2] with the following additions:

a)
if the UE supports Reflective QoS, the UE shall provide the RQSI using AT_ RQSI_IND attribute as defined in subclause 13.1.1.1 within the IKE_AUTH request message;
b)
the UE shall support the NAT detection function as defined in section 2.23 of IETF RFC 5996 [16]; and

c)
if NAT is detected between the UE and the ePDG,

-
the UE shall use UDP encapsulated for ESP as defined in IETF RFC 5996 [6]; and

-
the UE may send the NAT-keepalive packet to keep NAT mapping alive as defined in the IETF RFC 3948 [18].
8.2.1.2
Tunnel modification

This procedure is used if MOBIKE as defined in IETF RFC 4555 [31] is supported by the UE. The tunnel modification procedure is as specified in 3GPP TS 24.302 [2] subclause 7.2.3 with the following additions:

a)
the UE should support the NAT re-mapping detection function as defined in IETF RFC 4555 [17]; and

b)
if the NAT re-mapping (i.e. the IP address or the UDP port number or both are reallocated) is detected, the UE shall send an INFORMATIONAL request containing the UPDATE_SA_ADDRESSES notification to the ePDG as defined in IETF RFC 4555 [17].
8.2.1.3
Tunnel disconnection
The procedure of tunnel disconnection initiated by the UE is as specified in 3GPP TS 24.302 [2].
* * * Next Change * * * *

9.2.2.2
UE procedure

The UE shall support the NAT detection function as defined in the section 2.23 of IETF RFC 5996 [16].

If NAT is detected between the UE and HA, the following procedures shall be performed:

-
the UE shall use UDP-Encapsulated ESP as defined in IETF RFC 5996 [16]; and

-
the UE may send the NAT-keepalive packet to keep NAT mapping alive as defined in the IETF RFC 3948 [18].

* * * Next Change * * * *

10.2.1
General
The IPsec tunnel is established using the IKEv2 protocol as defined in IETF RFC 5996 [x] between the H(e)NB and the SeGW. And the IPSec ESP shall be supported (see IETF RFC 4303 [19]) in order to provide secure tunnels between the H(e)NB and the SeGW.  
If NAT is deployed in an IPv4 Fixed Broadband Access Network, the H(e)NB behind the NAT shall use the NAT traversal for IKEv2. The IPsec tunnel is encapsulated over UDP in the Tunnel-Mode as specified in IETF RFC 5996 [16].
* * * End of Changes * * * *

