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This discussion document was presented on the interim conference call held on 3rd May 2012. While many of the issues were dealt with, it is revised and presented again if any background to previous discussion is needed, and if there are still open issues to be resolved based on the presented CRs.

Introduction

This document examines the various indicators needed in the SIP call control protocol to support RAVEL and control the loopback.
Stage 2 requirements
Stage 2 intent was that TRF could optionally signal a TRF address. There is no need for an indication if no preferred TRF address is to be indicated. It is then up to bilateral policy as to whether the loopback occurs between those two networks, and therefore whether loopback is supported in the originating visited network. 

The stage 2 document for example merely states (3GPP TS 23.228 subclause M.3):

Based on operator policy, the P-CSCF adds a reference to the preferred Transit and Roaming Function.

The S-CSCF then determines whether the loopback should occur, and indicates such. The need or not is based solely on bilateral agreement. The provision of such an indication can be taken as confirming that the call is anchored.

The stage 2 document states as follows for the S-CSCF (3GPP TS 23.228 subclause M.3):

a roaming agreement for VPLNM call routing is in place, and home routing is not required, the S-CSCF decides to route back to the VPLMN for call routing. A loopback indicator is included in the INVITE request to inform the VPLMN that this request is being routed back to the VPLMN for call routing. The S-CSCF can also forward UE location information to the VPLMN. If a reference to the preferred Transit and Roaming Function is available in the request, the S-CSCF uses this information to route the session back to the VPLMN. If a reference to the preferred Transit and Roaming Function is not available, the S-CSCF uses a default derived address to the Transit and Roaming Function to route the session back to the VPLMN.

And then back at the TRF:

Based on the loopback indicator, the Transit and Roaming Function detects that this is a loopback request. The Transit and Roaming Function performs calling party routing toward the destination network based on available SIP URI, ENUM lookup, or BGCF routing. The Transit and Roaming Function can use information such as originating UE location to select a nearby egress point for media anchoring.

The TRF can be independent of the original call request and all loopback information therefore needs to be supplied in the INVITE request. 

Encoding requirements

The problem then is to identify the best way of encoding this.

The proposal in C1-121626 provided for a media feature tag g.3gpp.trf

This media feature tag when included in a Feature-Caps header field as specified in draft-holmberg-sipcore-proxy-feature [60] in a SIP response to an INVITE request indicates the presence of an transit and routing function (TRF) capability in accordance with the roaming architecture for voice over IMS with local breakout.  

While this appears to be an appropriate mechanism for indicating the support, this proposal makes no provision for the address of the TRF to be indicated. The main stage 2 requirement in this flow is to transfer an address for the TRF where one is to be provided. We have no issue with this being tagged to a support indicator, but the support indicator cannot override the need for the bilateral agreement between the home and visited network to determine the support, and it is this determination that must take priority in the home network.

Moreover, in order to ensure that such a TRF address is not passed to the remote user, it should not be included unless the bilateral agreement to support RAVEL exists.
At the S-CSCF, the policy applied is specific to each originating visited network and depends on the bilateral agreement with that visited network. As such the key protocol element available at the S-CSCF is the P-Visited-ID header field generated in the registration flow originally received from the P-CSCF in the visited network.

The proposal in C1-121626 then provided for a media feature tag "g.3gpp.loop-back" defined as:

This media feature tag when included in a Feature-Caps header field as specified in draft-holmberg-sipcore-proxy-feature [60] in a SIP INVITE request indicates the support of a the roaming architecture for voice over IMS with local breakout.  

The purpose of the tag as defined is to command the loopback to occur. It is not an indication of support in the HPLMN; the HPLMN expects the VPLMN to perform some specific functionality (in accordance with prior business commitments) when it receives the request. It cannot just be ignored. This is not an appropriate definition for a media feature tag.

Some other mechanism is therefore required. However at the moment we have no proposal for a solution here and further discussion is required. As it is an indication carried between two networks, it does require full specification, including appropriate IANA registration of any values.
In regard to the proposed loopback media feature tag, the discussion is probably advanced by agreeing on what should happen at the TRF in the loopback media feature tag was missing. We think the answer should be - it will route in exactly the same way as if it was there. So this raises the question - what exactly is the loopback media feature tag doing.

At the moment, two possibilities arise:

· it is identifying a specific resource associated with the TRF URI in the entity addressed by this Route header field - but the idea of URIs is that they address resources - if I want to address a different resource then surely I should use a different URI?

· that we want to make some specific statement about the charging associated with this transit of the visited network. But for where we hit a very similar issue to that in transfer, we are inventing a new bit of the P-Charging-Vector header field called the related ICID.

If a TRF address was provided to the S-CSCF, then the addition of this address to the normal routeing mechanism in the loopback request should be sufficient. If no TRF address was provided then it is derived from bilateral agreement and used in the same manner.

Additional issues

Deferred loopback

The stage 2 text in 3GPP TS 23.228 further states (subclause M.3):

If local policy requires access to BGCF routing data to make the loopback decision for a particular SIP request, then the loopback decision can be performed in the BGCF.

Any local policy that exists at the S-CSCF can also be configured at the BGCF. However, there is information that is known at the S-CSCF that is not known at the BGCF. The presence of an application server using MRF functionality can be a reason not to perform loopback. 

Additionally, any entity making the loopback decision needs to know the identity of the originating visited network. Currently the P-Visited-ID header field is not propagated beyond the S-CSCF (where it only existed in the REGISTER transaction in the first place), and the information is difficult or impossible to derive reliably from the contents of the Via header field in the INVITE request.

There would therefore appear to be a need for information sent from S-CSCF to BGCF that overrides loopback in this case. 
Additionally it is also possible for the same reason that the AS may also need to override loopback in either the S-CSCF or BGCF. This is an HPLM internal issue and is not further discussed in the stage 2 description. An indication is required in the call path that states. "There is now something in the call path that indicates loopback is not a viable option". The intent is to override any routeing to visited network. Such an indication would not be sent to the visited network, i.e. not propagated outside the home network.

Invalid usage of feature tags

· There is a general issue of what occurs to prevent feature tag misuse.

· For the feature tags used in the RAVEL capability, we do not expect any of these feature tags to be used by the UE so what do needs to be put in place to prevent a non-well behaved UE inserting any of these feature tags. It should be noted that it is perfectly valid for a complex UE (subscription based business trunking) to use the Feature-Caps mechanism with either an AS in the home network or with some remote enterprise apparatus, so we cannot just prevent the UE using the header field.
· In terms of RAVEL, we have not yet put together a threat model, but at least some of them have implications, particularly if I send you a REFER to ask you to generate an INVITE with such a Feature-Caps header field. Can the URI be placed in the trf feature tag, such that the resulting loopback can be used for tariff avoidance.
· Any analysis should also take into account requirements when interworking with other SIP network using 3GPP TS 29.165.

One possible solution is to make it a general part of the screening functionality at every entry IBCF, but it is unclear whether it is appropriate to want screening at an IBCF for the validity versus non-validity of every possible mediate feature tag in the Feature-Caps header field. One of the prime functions so far of this mechanism is within application servers, and it is undesirable to upgrade IBCFs every time a new application or application feature is deployed in IMS.
Handling of calls where the Request-URI is a PSI

· Nothing is stated about what happens if the Request-URI is a PSI..
· When a PSI is used, it is believed there is no use case for RAVEL loopback.
· In the visited network, neither the P-CSCF or any other visited network entity has any idea that this is a PSI so the home network has to deal with any RAVEL related indications still being included. 
· There are two mechanisms in the home network by which PSIs are handled:

1. If the PSI is a subdomain based PSI, at the I-CSCF the call can be routed directly to the application server, bypassing the S-CSCF. This means the AS will receive the trf media feature tag. The application server should understand that it has been addressed by a PSI, and therefore it should just remove or discard the media feature tag. 
· The application server requires a requirement to do this (rather than for example passing it on to a subsequent entity). 
· Alternatively, for subdomain based PSI, the I-CSCF could remove any RAVEL related feature tags.
2. If the I-CSCF routes the request normally to the S-CSCF, the S-CSCF might or might not understand that this is a PSI. PSI handling in the S-CSCF can be based entirely on filter criteria on the Request-URI
