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1. Introduction:

This document intends to discuss how to enforce network topology hiding on the ISC interface based on operator preference when AS is placed in an external network (e.g. third party network) different the one from S-CSCF.
2. Discussion:

2.1. Purpose for discussion
At the previous CT1 meeting, NTT has proposed the architecture to add the IBCF on the ISC interface for applying border control concept in C1-121192, but the questions and clarification were needed on the following two points. In this paper, NTT would like to solve these issues.
1) What functionality(ies) need(s) to be applied on the ISC interface among the functionalities of border control concept? (see section 2.2)
2) What is the appropriate entity to hide the network topology, i.e. to use SCIM or IBCF? (see section 2.3)
2.2. Functionality needed over ISC interface
In general, the fundamental need for applying boarder controller in between two different operators that are not in the same trust domain is to apply topology hiding. In that sense, the THIG functionality is required over ISC interface on either edge of the networks or both.
It is asked that CT1 agrees on applying THIG functionality over the ISC interface based on operator preference when AS is placed in an external network different from S-CSCF.
2.3. Possible solutions
In this section, it is analyzed what is the appropriate entity to hide the network topology when AS is placed in an external network different from S-CSCF.
2.3.1. Solution 1 (Use SCIM)
One solution is to use SCIM (Service Capability Interaction Manager) and connect AS to that SCIM via ISC. By using SCIM, the network topology of the third party network could be hidden as a result, if SCIM is implemented in a way so that information relevant to topology of AS(s) is not passed on to the S-CSCF. (see figure 1)
2.3.2. Solution 2 (Use IBCF)

Another solution is to use IBCF.
THIG functionality in IBCF is already specified in TS 24.229 clause 5.10.4, and can be used over ISC interface in the similar way as other interfaces. (see figure 2)
2.3.3 Evaluation
2.3.3.1. Solution 1 (Use SCIM)
SCIM is defined as an internal component of SIP application server.
This implies that SCIM can only be placed on the AS side of ISC interface as shown in figure 1, i.e. cannot use the THIG functionality in the network of S-CSCF (and can only be used in third party network if AS is operated by such network).
This means that the network of S-CSCF will not able to hide the network topology.
Therefore, this solution cannot be applied unless SCIM is redefined within the network of S-CSCF (i.e. in the S-CSCF side of the ISC interface) and stage 3 procedures are to be specified.
2.3.3.2. Solution 2 (Use IBCF)
It is possible for the IBCF (THIG) (which provide the proxy role) to be placed in both the network of S-CSCF and the network of AS, as shown in figure 2. Also, procedures needed are already specified in TS 24.229 subclause 5.10.4. Therefore, this solution is more appropriate than solution 1 in order to apply the network topology hiding.
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Figure 1: Using SCIM
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Figure 2: Using IBCF (THIG)




It is asked that CT1 agrees on applying IBCF (THIG) over the ISC interface based on operator preference when AS is placed in an external network different from S-CSCF.
3. Proposal:
Based on the evaluation above, it is proposed to add the IBCF providing THIG functionality to hide the network topology on the ISC interface in TS 23.218 as one possible configuration (based on operator preference). 
 (C1-121857 is the CR of this proposal for TS 23.218).
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Request sending from third party network side





Request sending from home network side
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Request sending from third party network side (after applying the topology hiding)








Request sending from home network side (after applying the topology hiding)
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