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Abstract of the contribution: This is a proposed QoS related text for Fixed Access Broadband interworking

1. Introduction

This is a proposed QoS related text for fixed access broadband interworking

2. Reason for Change

As specified in TS 23.139, at BBF interworking, QoS may be provided by DSCP marking. Fixed Broadband Access network currently supports the DSCP marking as specified in BBF TR-092 for BRAS, in BBF TR‑101 for Access Nodes and Aggregation Nodes and in BBF TR-124 Issues 2 for the RG.
2.1
Downlink

For downlink traffic, the PGW in the 3GPP domain sets a per-flow DSCP marking on each packet outer header, as defined in TS 23.402. In un-trusted scenarios, the ePDG shall copy that marking to the new outer header. 

For the H(e)NB case, the PGW in the 3GPP domain sets a per-flow DSCP marking on each packet outer header, as defined in TS 23.401. The SeGW shall copy that marking to the new outer header. 

The BBF network may perform QoS treatment and QoS remapping based on DSCP value of the outer IP header.
2.2
Uplink

For uplink traffic, the UE may support reflective QoS on uplink traffic when accessing a BBF network. The UE reflective QoS is achieved by creating a DSCP marking rule based on the received downlink traffic. 
For the H(e)NB case, DSCP marking is performed by the H(e)NB according to the QoS information of the EPS bearer/PDP context. The H(e)NB shall copy the marking to the outer header.

The BBF network may perform QoS treatment and QoS remapping based on DSCP value of the outer IP header.
2.3
Anti-replay
When IPSec tunnel is established between the UE and the network, if the optional anti-replay feature is used in both AH and ESP, the ePDG/SeGW (downlink) and UE/H(e)NB (uplink) should map IP flows of different DSCP to different child SA to avoid this problem

3. Conclusions

It is proposed to agree the following changes to 3GPP TR 24.820 v 0.1.0.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.820 v 0.1.0.

* * * First Change * * * *
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3.2
Abbreviations
ESP
Encapsulating Security Payload

DSCP
Differentiated Services Code Point
* * * Next Change * * * *

7
QoS
7.1
General
At interworking with a Fixed Broadband Access network, QoS is provided by DSCP marking.

For downlink traffic, the 3GPP network sets a per-flow DSCP marking on the outer header of each IP packet. When tunnelling the UE IP packet, the network copies DSCP marking to the new outer header.

For uplink traffic, the reflective QoS on uplink traffic is optional supported by the UE when accessing a Fixed Broadband Access network. The UE reflective QoS is achieved by creating a DSCP marking rule based on the received downlink traffic.
The BBF network may perform QoS treatment and QoS remapping based on DSCP value of the outer IP header.

7.2
UE procedures


7.2.1
General
Optionally, a UE may support reflective QoS for uplink traffic. The UE may create uplink DSCP marking rules based on the received downlink traffic. The uplink DSCP marking rules are used to set the DSCP marking value of the outer IP header of the outgoing IP packets.

Editor note: it is FFS how the UE is informed to enable or disable the QoS reflective by the network.
7.2.2
DSCP marking rule
The DSCP marking rules contains following parameters:
-
Source IP address;

-
Destination IP address;

-
Source port number;

-
Destination port number;

-
Protocol type;

-
DSCP marking value; and

-
Timestamp.
The source IP address refers to the IP address used by the UE as source IP address when generating IP traffic.

The destination IP address refers to the IP address of the data packets destined for the UE.
The source port number refers to the port number used by the UE as source port number when generating IP traffic.

The destination port number refers to the port number of the data packets destined for the UE.
The protocol type is a value among the internet protocol numbers as defined in IANA Assigned Internet Protocol Numbers [z]. In case of IPv4, the protocol type value is the value of the last protocol type field. In case of IPv6, the protocol type value is the value of the last next header field.

The timestamp is the time that the DSCP marking rule was created or the last time the DSCP marking rule was used.
7.2.3
Maintaining DSCP marking rules
The UE shall maintain a DSCP marking table of created DSCP marking rules at per PDN connection basis.
The DSCP marking table is created when the first DSCP marking rule is created based on the received downlink IP packet.
The n-tuple is used at DSCP marking table lookup. Depends on the protocol type, the n-tuple is either a 5-tuple (including: source IP address, destination IP address, source port number, destination port number, and protocol type) or a 3-tuple (including source IP address, destination IP address, and protocol type).
The lifetime of the DSCP marking table is same as the associated PDN connection.
A UE may remove the expired entries from the table based on the timestamp. How long the entry shall be maintained in the table is an implementation specific value.
7.2.4
Receiving an IP packet
When receiving an IP packet, the UE shall perform a lookup in the DSCP marking table based on the n-tuple of the IP header. If tunnel is established between the UE and the network, the lookup is performed after the tunnel de-capsulation.
If no matching entry is found, a new entry shall be created as followings:

-
The source IP address of the new entry is the destination IP address of the received packets;
-
The source port number of the new entry is the destination port number of the received packets;
-
The destination IP address of the new entry is the source IP address of the received packets;
-
The destination port number of the new entry is the source port number of the received packets;
-
The protocol type value is either the value of the last protocol type field in IPv4 case, or the value of the last next header field in case of IPv6;
-
The DSCP marking value is set as same as the DSCP marking value of the received outer IP header; and
-
The timestamp is set.
If a matching entry is found, the timestamp shall be set.
7.2.5
Sending an IP packet
When sending an IP packet, the UE shall perform a lookup in the DSCP marking table based on the n-tuple of the IP header. If tunnel is established between the UE and the network, the lookup is performed before the tunnel encapsulation.
If a matching entry is found, the UE shall set the DSCP marking value of the outer IP header according to the matched DSCP marking rule and set the timestamp of the entry. If there is already a DSCP marking value in the outer IP header set by the UE application, it shall be overwritten by the DSCP marking value from the DSCP marking rule.

If a no matching entry is found, the UE shall set the DSCP marking value of the outer IP header according to a default value.
7.3
Network procedures


The 3GPP network shall create DSCP marking rules per QoS flow based on policies as defined in 3GPP TS 23.139 [1].

When tunnelling the UE downlink traffic, the network shall copy the DSCP marking value from the received IP header into the new outer header before forwarding to the UE.
Optionally, the network may perform DSCP marking remapping based on the operator's policy.
* * * End of Change * * * *
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