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1. Introduction
The following requirements have been added to TS 23.228:
· An AS may include in SIP signalling identification of the service that it has executed and/or services that should be avoided. 
· An AS receiving a SIP message containing these indications may, depending on local policy, take this information into account
· The service interaction information shall be such that an AS receiving this information should not be able to misinterpret the information and shall ignore information that it does not recognize
· Service interaction information for standardized services shall be standardized but there shall also be the ability to exchange globally unique service information for non-standardized services. 
· The IBCF shall remove any service interaction information not in compliance with service level agreements with other domains.
Therefore, there is a need to define how the service interaction information shall be transported over SIP signaling. This paper discusses different solutions for carrying this information.
2. Possible solutions to carry service interaction information
Solution 1: Usage of feature tags

· Services are identified via new feature tags

· Definition of no-(service id) feature tags to indicate that a service should be avoided (e.g. no-CFU).

· The AS can insert the feature tags in the Contact header (as per RFC 3840) or in the Record-Route headers (by using http://tools.ietf.org/html/draft-holmberg-sipcore-proxy-feature-01 ).

Note that Request-Disposition header defined in RFC 3841 (Caller Preferences for the Session Initiation Protocol (SIP) cannot be used as it’s the RFC clearly states: 


   The set of request disposition directives is not extensible on

   purpose.  This is to avoid a proliferation of new extensions to SIP

   that are "tunneled" through this header field.

Pros
· Reuse of existing mechanisms
Cons

· Media feature tags are destined to indicate supported capabilities while for service interaction information we need to indicate the executed services and the one that should be avoided. Hence, the usage of media feature tags to convey such information would not be compatible with RFC 3840 and http://tools.ietf.org/html/draft-holmberg-sipcore-proxy-feature-01. 
· B2BUA elements in the signaling path may remove this information.
Solution 2: History Info with extended Reason

IETF draft http://

 HYPERLINK "http://tools.ietf.org/html/draft-mohali-sipcore-reason-extension-application-01" tools.ietf.org/html/draft-mohali-sipcore-reason-extension-application-01 provides the possibility for an intermediary entity to add the identification of the application being executed in History-Info header, by defining a new protocol value "Application" for the Reason Header field, which can be conveyed as a parameter of the History-Info header.
Therefore, this extension can allow an AS to indicate, in History-Info header, the service that it has executed. 
Pros
· Usage of an existing mechanism.

· Can cross B2BUA elements.

Cons

· Does not allow indicating services/applications that should be avoided.
Solution 3: Usage of a dedicated header
IETF Draft http://tools.ietf.org/html/draft-shen-interaction-ind-08 specifies a new SIP header: P-interaction-Indicator which allows indicating:

· Services that are being executed.

· Services that should be avoided

· Services that should be activated.

Pros: 

· Allows to explicitly carrying the necessary service interaction information.

· Can cross B2BUA elements.

Cons: 

· IETF adoption is needed.
Solution 4: New XML body
Definition of a new XML body to be inserted in SIP messages.
Pros: 

· Allows to explicitly carrying the necessary service interaction information.

· No IETF action is required.
Cons: 

· The XML body may be removed by B2BUAs element in the SIP path.
· Requires that IBCF act as a B2BUA to remove service interaction information.

· An Application Server that needs to insert this information needs to act as B2BUA.
3. Conclusion
Solution 3 and 4 are the only ones that allow satisfying all the requirements for exchanging service interaction information defined in stage 2. 
Solution 3 has fewer disadvantages. 
