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Introduction
During the previous two meetings the issue has been raised about how to make the originating Visited network aware of the IMS communication service and how to allocate appropriate QoS in the visited network. This contribution discuses some of the issues raised and proposed solutions so far and recommends a long term solution for requesting QoS from the visited network and for providing the IMS communication service identifier.
Problems to solve
· Enable visited PCRF to control the QoS other characteristics of the bearers based on the IMS communication service as known in the home network 
· Provide charging information in the visited network of the QoS and other characteristics of the bearers provided in the visited network
Solutions identified so far

· Updating RFC 6050 so that P-Asserted-Service header field can be sent in responses

· Not likely to be easy to do in IETF (within a  reasonable time frame)

· RFC 6050 was itself quite controversial in IETF

· Including P-Asserted-Service header field in responses has a number of technical concerns due to the removal of the header field from the request at the trust domain boundaries

· RFC 6050 was finally published in November 2010 and initial version of the draft submitted May 2007

· 3GPP participants had 3.5 years to provide feedback on requirements for ICSI usage in the draft. What is the impact on 3GPP credibility in IETF if 6 months after approval we go back and say “oh sorry but we got the requirements wrong”?

· 3GPP defining its own container for transporting ICSI in responses

· Likely to be highly controversial in CT1

· No suitable container has yet been proposed

· It was already decided that the appropriate mechanism for transporting the network verified/assigned ICSI was a header field defined specifically for that purpose.

· All the trust domain issues would still need to be addressed

· Still creates a credibility issue with IETF (IETF provide us with a standard solution and then we start going around the solution)

· In Conclusion

· Including ICSI in responses is probably not an agreeable general solution for the problem
Issues to consider with Service Identification 
· Not all networks will support service ID (Enterprises, Cable, Fixed, internet service providers, not even all 3GPP)

· Services still need to work even when not all the networks involved in the session support service ID or agree on the same service identifier value

· Having all operators agree on common service identifiers and their associated characteristics (e.g QoS) for all services will effectively kill the creation of new services (which was what IMS was supposed to be about)

· Fully standardising all or most  services is not really in the interest of operators as it leads to a lack of service differentiation which leads to commodity pricing
Proposed Way Forward
· Long term general solution needed 
· QoS and other characteristics of the bearers need to be communicated between Home and Visited networks independent of Service ID

· If the service ID used in the home network needs to be known to the visited network this needs to be communicated outside of SIP signaling and is of informational value

· Architecture work for SA2

· Short term solution (for GSMA and MMTel)

· An existing issue is that the UE does not have knowledge that the MMtel service has been invoked by the home network and is available for the session because there is no indication that the MMTel AS has been included in the route

· Draft-holmberg-sipcore proxy-feature allows feature tags to be included in Record-Route headers.  MMTel AS can include the ICSI feature tag in the Record-Route header which will be returned in the responses.

· UE can use this  to determine that MMTel services (e,g supplementary services) are provided by the network 

· Visited P-CSCF can use this for obtaining the ICSI value (which can be trusted since it was included by the AS in the Home network)

UE needs to identify the TAS 
For MMtel it is useful for the UE to have the following information:
· Knowledge that the Telephony Application Server (TAS) for the served user is included on the Route of the SIP Session Signaling for the purpose of providing Supplementary Services to the user.
· Knowledge of the Contact URI of the Telephony Application Server (TAS) so that Supplementary Service related requests can be addressed to the TAS (without requiring that the TAS overwrite the Contact header field.
It should be noted that the Accept-Contact header being end to end does not indicate that the Telephony Application Server (TAS) for the served user has been included on the Route of the SIP Session Signaling.
Determining the TAS is on the Route (and MMTEL service)
When the TAS forwards an MMTEL related SIP INVITE request or other initial request it includes its URI in the Record-Route header. If the terminating UE can recognise the URI of the TAS in the Record-Route header in the request as that of the TAS serving it then it can determine that the TAS is in the signalling route. Likewise if the Originating UE can recognise the URI of the TAS in the Route header in the response as the TAS serving it, then it can determine that the TAS is in the signalling route. The UE can therefore provide the user with the possibility to invoke their Supplementary Services as well as obtain the contact address to send such Supplementary Service related requests. Draft-holmberg-sipcore proxy-feature provides a mechanism for including feature tags in the Record-Route header (and this draft is already being used in release 10 for IUT and eSRVCC). Thus using this mechanism the TAS can include the MMTel service ID in the Record-Route header which will allow the UE to identify that multimedia telephony supplementary services are available at the URI of the TAS and also allow the P-CSCF in the originating visited network to obtain the service identifier, which since it is inserted by the TAS can be trusted.
Proposal
· The TAS uses the mechanism in draft-holmberg-sipcore proxy-feature to include the MMTel service ID in the Record-Route header
· That the P-CSCF can use this to determine that MMtel service is used.
· If such a proposal is agreeable RIM can a CR to implement this in release 10 or 11 for the next meeting
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