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Introduction

IETF RFC 5876 defines that a P-Asserted-Identity can be included in an Register Request. 
This contribution discusses a registration case for fixed line UE's in combination with a NASS bundled authentication
Discussion

Use Case:

Within a fixed line environment Integrated Access Devices (IAD) are used to satisfy the customer using their old PSTN/ISDI equipment. To avoid that customers have to configure their equipment with an enormous amount of parameters, usernames and passwords an "auto configuration" based on the dsl line is thought. 

As TS 24.229 describes the NASS bundled authentication still needs parameters which are pointing to the identity to be registered (i.e. temporary public user identity, a private user identity and a home network domain name as well as an Authorization header to address the SIP REGISTER). This still has to be provisioned by the user or automaticly and will even persistent when the IAD changes the owner.
This was identifies as one disadvantage and security gap for provisioning such devices.

Also the registration via Line-Id adds more complexity to the Registrar/HSS procedures.

Therefore a trusted and asserted identity as describes within RFC5876 would be helpful.

RFC5876 describes the Registrar Behaviour

4.3.  Registrar Behaviour

   If a registrar receives a REGISTER request containing a P-Asserted-

   Identity header field, it MUST disregard the asserted identity unless

   it is received from a node within the Trust Domain.  If the node is

   within the Trust Domain (the node having been authenticated by some

   means), the registrar MAY use this as evidence that the registering

   UA has been authenticated and is represented by the identity asserted

   in the header field.

Within 3GPP's IMS the P-Asserted-Identity will be asserted and included by the P-CSCF. 
But how could the P-CSCF assert the identity where no identity is available. 

Therefore the NASS e2 interface could help. This interface already delivers the "dsl-location" for the NASS bundled authentication.

The "dsl-location" parameter is set with the value received in the Location-Information header field in the User-Data Answer command as specified in ETSI ES 283 035 [98] 

Within ETSI ES 283 035 there is also the possibility to exchange the identity of the NASS User that is attached to the network. With regard to that AVP the identity could be used to include it within the P-Asserted-Identity for Registration.

The information name element name is "NASS User ID" and the AVP name is "User-Name" which can be retrieved by the AF within the P-CSCF. See ETSI ES 283 035 Section 5.2.1.

This Identity is then included within the P-Asserted-Identity. The S-CSCF uses the for registration P-Asserted-Identity purpose instead of the. Such a mechanism allows normalising the database of the HSS to public user identities. 
In such a case the identities included within the From header are only temporally used and has no direct influence on HSS procedures. Therefore this avoids the persistent storage of personal user credentials instead of that temporary elements are used.

The following picture shows a possible registration using NAS
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The advantage for using a public user identity for NASS bundled registration purpose will also help to keep HSS databases more unified and faster to response to Registration requests..
Proposal
CT1 is kindly asked to discuss the proposed methods and usability for IMS.
