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1. Abstract
During an Inter-UE Transfer procedure, the SCC AS may involve in an IMS session a UE that is not yet involved by sending a SIP INVITE to this UE. According to current procedures in TS 24.337 and TS 24.229, the generation of this SIP INVITE by the SCC AS will cause the S-CSCF to apply other iFCs, which may result in other Application Servers to be inserted in the signalling path between the SCC AS and the UE resulting in incorrect service experience after the Inter-UE Transfer.

This discussion paper discusses the problem and proposes 2 alternative solutions.
2. Problem
During a session other AS may be involved. In order to guarantee a coherent service for the user and avoid undesribale interaction with other ASs that may be involved in the session, TS 23.237 states that the SC AS shall be among, the ASs involved in the same session, the closest AS to the served UE, as shown in the figure below:


[image: image1]
To assure this configuration, the iFCs in the S-CSCF shall be configured in a way that will make the SCC AS the first AS triggered for originating sessions and the last one triggered for the Terminating sessions.  When the new leg is established by the UE, this iFCs configuration guarantees the AS is the closest AS to the UE. However, this is not sufficient when the new access leg is established by the SCC AS as the S-CCSF may trigger other Terminating iFCs. This is illustrated in the following figure, where the “Access leg 2” is created by the SCC AS.
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3. Possible solutions Problem

Solution 1: use of Route header

The SCC AS is aware of all the registered contact addresses by the SCC user UEs. When the SCC AS creates a new leg with a SCC UE, it inserts a Route header containing, in addition to the P-CSCF URI, the contact addresses of the UE to which the INVITE shall be delivered.  As the INVITE request contains a Route header, the S-CSCF will use this header to route the request according to RFC 3261 and TS 24.229 procedures.

Hence, the SCC AS needs to know the registered contact addresses of the SCC user UEs. This need can be satisfied by using Third Party Register encapsulating the Register request which would allow the SCC AS to learn this information from the contact and Path headers of the encapsulated Register request. 

Pros:

No impact on S-CSCF.

Cons:

The SCC AS needs to memorize all the registered contact addresses in addition to the associated P-CSCF URI of the SCC user.
Solution 2: use of an explicit parameter 
When the SCC AS initiates a new access leg, it inserts in the Route header of generated INVITE, the URI of the S-CSCF with an explicit parameter (“no-ifc”) requesting the S-CSCF to not excute any iFC for the request.
The S-CSCF when receiving such INVITE does not execute any other iFC and routes the request towards the UE.

Pros:

S-CSCF procedures need to be modified.

Cons:

Simple and does not require the SCC AS to memorize all the registered contact addresses in addition to the associated P-CSCF URI of the SCC user.
4. Proposal
 Solution 2 is simpler.  It’s proposed to adopt solution 2 and to agree the correspoinding CRs: C1-111912 and C1-111875. 
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