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	Reason for change:
(
	When reading TS24.008/TS25.331 from PPAC (Paging Permission with Access Control) perspective, it is unclear whether Attach procedures can be barred/alleviated via PPAC functionality.
TS24.008: paging permission, location updating, routing area updating can be controled by PPAC functionality.

TS25.331: paging permission, location updating, routing area updating and Attach procedures can be controled by PPAC functionality.

So there exists inconsistency between specifications.

When we look into stage1 (TS22.011) and stage2 (TS23.122), there is no description to exclude Attach procedures from PPAC control, so the description in TS24.008 should be corrected to align with other specifications.

See details below.

[1. Snip from TS25.331  sub clause 8.1.1.6.3]

“3>
when initiating a Location/Registration procedure to CS domain, act on the IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "CS",as specified in [4];

3>
when initiating an access to CS domain for any other reason, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4];

3>
when initiating a Location/Registration procedure to PS domain, act on the IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "PS", as specified in [4];

3>
when initiating an access to PS domain for any other reason, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].”
RRC layer only know whether the upper layer set its RRC establishment cause to “Registration” or not.
In that sence, there is no distinction between LAU/RAU/Attach procedures from RRC perspective.

[2. Description from TS24.008 Annex L]
For MM: NAS layer sets RRC establishment case as “Registration” for Location update. This applies to Location updating at LA change, periodic location updating, as well as IMSI attach procedure.
For GMM: NAS layer sets RRC establishment cause as “Registration” in the following two cases.

Case1: If the ATTACH REQUEST has Attach type not set to "Emergency attach", the RRC establishment cause shall be set to Registration.
Case2: “Routing area Update – all cases other than ‘Directed Signalling Connection Re-Establishment” and “If the MS does not have a PDN connection established for emergency bearer services, the RRC establishment cause shall be set to Registration.”
From above, it is clear that when NAS initiate GPRS Attach procedures (no emergency) then RRC evaluates the logic(location/registration permitted or not).

But in TS24.008 subclause 4.1.1.5 it looks like ONLY LAU and RAU are subject to PPAC.

This is the cause of inconsistency between specifications.

[3. Snip from TS 24.008 4.1.1.5]

“4.1.1.5
Access class control
The network can restrict the access for certain groups of mobile stations. These groups are also known as access classes.
The restriction can apply for access to both domains (common access class control) or to one domain only (domain specific access control) (see 3GPP TS 23.122 [14]).
Additionally, the network can alleviate the access restriction in both domains or domain specifically, and allow restricted mobile stations to respond to paging messages or to perform location updating or routing area updating.
A network operator can also restrict some MSs to access the network for location registration, although via common access class control or domain specific access class control the MSs are permitted to access the network for other purposes. Therefore, for each access to the network the mobile station shall determine from the information received via the system information broadcast whether access is allowed or not:

-
For paging response the mobile station shall evaluate the control information for common access control (as specified in 3GPP TS 44.018 [84], 3GPP TS 44.060 [76], and 3GPP TS 25.331 [23c]), domain specific access control (as specified in 3GPP TS 25.331 [23c]), and the specific control information for paging response (as specified in 3GPP TS 25.331 [23c]; see "Paging Permission with Access Control").

-
For location updating and routing area updating the mobile station shall evaluate the control information for common access control (as specified in 3GPP TS 44.018 [84], 3GPP TS 44.060 [76], and 3GPP TS 25.331 [23c]), domain specific access control (as specified in 3GPP TS 25.331 [23c]), and the specific control information for location registration (as specified in 3GPP TS 25.331 [23c]; see "Paging Permission with Access Control").


The same control information shall also be taken into account, when the present document requires the mobile station to initiate a location updating or routing area updating procedure when it detects that a domain changes from barred to unbarred (see e.g. subclauses 4.1.1.2.1 and 4.1.1.2.2).

-
For all other purposes the mobile station shall evaluate the control information for common access control (as specified in 3GPP TS 44.018 [84], 3GPP TS 44.060 [76], and 3GPP TS 25.331 [23c]) and domain specific access control (as specified in 3GPP TS 25.331 [23c]).”

	
	

	Summary of change:
(
	Correct that whether GPRS Attach procedure is barred or not is also controlable by the serving network as one of PPAC functionality.
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not approved:
	Wrong specification. Inconsistency remains within the TS and between other specifications.
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****************** change 1 ******************
4.1.1.5
Access class control
The network can restrict the access for certain groups of mobile stations. These groups are also known as access classes.
The restriction can apply for access to both domains (common access class control) or to one domain only (domain specific access control) (see 3GPP TS 23.122 [14]).
Additionally, the network can alleviate the access restriction in both domains or domain specifically, and allow restricted mobile stations to respond to paging messages or to perform location updating or GPRS attach or routing area updating.
A network operator can also restrict some MSs to access the network for location registration, although via common access class control or domain specific access class control the MSs are permitted to access the network for other purposes. Therefore, for each access to the network the mobile station shall determine from the information received via the system information broadcast whether access is allowed or not:

-
For paging response the mobile station shall evaluate the control information for common access control (as specified in 3GPP TS 44.018 [84], 3GPP TS 44.060 [76], and 3GPP TS 25.331 [23c]), domain specific access control (as specified in 3GPP TS 25.331 [23c]), and the specific control information for paging response (as specified in 3GPP TS 25.331 [23c]; see "Paging Permission with Access Control").

-
For location updating, GPRS attach and routing area updating procedures the mobile station shall evaluate the control information for common access control (as specified in 3GPP TS 44.018 [84], 3GPP TS 44.060 [76], and 3GPP TS 25.331 [23c]), domain specific access control (as specified in 3GPP TS 25.331 [23c]), and the specific control information for location registration (as specified in 3GPP TS 25.331 [23c]; see "Paging Permission with Access Control").


The same control information shall also be taken into account, when the present document requires the mobile station to initiate a location updating or GPRS attach or routing area updating procedure when it detects that a domain changes from barred to unbarred (see e.g. subclauses 4.1.1.2.1 and 4.1.1.2.2).

-
For all other purposes the mobile station shall evaluate the control information for common access control (as specified in 3GPP TS 44.018 [84], 3GPP TS 44.060 [76], and 3GPP TS 25.331 [23c]) and domain specific access control (as specified in 3GPP TS 25.331 [23c]).
****************** end of change ******************


























































































