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****************** change 1 ******************

4.9.1.1
Communication Diversion Element

The communication diversion configuration contains a noReplyTimer element, a rule set, or a noReplyTimer element followed by a rule set. The rule set reuses the syntax as specified by the common policy draft (see RFC 4745 [18]).

   <communication-diversion active="true">

       <NoReplyTimer>NoReplyTimerValue</NoReplyTimer>
       <cp:ruleset>





rule1





rule2

       </cp:ruleset>

   </communication-diversion>

In general the following procedure applies:

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action shall be executed. 

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching rule is found or the set of remaining rules is empty.

However not all rules can be matched at the same moment in the call. Some conditions imply that rules that carry them are checked at specific events in the call, for example the no-answer condition only holds when the called party does not answer after a while. In this case the same procedure shall apply as above with the modification that the set of rules to process contains only the rules applicable for that specific network event. 

In subclause 4.9.1.3 all allowed conditions are specified, normally rules are evaluated at communication setup time, for conditions where this is not the case this is explicitly indicated.

The shown "active" attribute is inherited from the simservType from 3GPP TS 24.623 [4], its meaning is also specified in 3GPP TS 24.623 [4].

****************** change 2 ******************

4.9.1.1A
NoReplyTimer
NoReplyTimer: An optional element that covers the time to elapse until the communication diversion shall perform, if the served user does not answer when alerted.

****************** change 3 ******************

4.9.1.4
Communication Diversion Rule Actions

The action supported by the CDIV service is forwarding of calls. For this the forward-to action has been defined. The forward-to action takes the following elements:

target: Specifies the address of the forwarding rule. It should be a SIP URI (IETF RFC 3261 [6]) or TEL URL (IETF RFC 3966 [6]). 

notify-caller: An optional element that can be used to disable the default behaviour that the caller is notified that the call is being forwarded. (see subscription option "Originating user receives notification that his communication has been diverted (forwarded or deflected)" in table 4.3.1.1)

reveal-served-user-identity-to-caller: An optional element that can be used to disable the default behaviour that the caller, when notified that the call is being forwarded, receives the diverting party's identity information. (see subscription option "Served user allows the presentation of his/her URI to originating user in diversion notification" in table 4.3.1.1)

reveal-identity-to-caller: An optional element that can be used to disable the default behaviour that the caller, when notified that the call is being forwarded, receives some diverted-to party's identity information. (see subscription option "Served user allows the presentation of diverted to URI to originating user in diversion notification" in table 4.3.1.1)

notify-served-user: An optional element that can be used to enable that the served user is indicated that calls are being forwarded. Default this is switched off. (see subscription option "Served user receives indication that a communication has been forwarded (indication of communication diversion to the diverting user)" in table 4.3.1.1)

notify-served-user-on-outbound-call: An optional element that can be used to enable that the served user is notified that calls are being forwarded when he makes a call attempt. Default this is switched off. (see subscription option "Served user receives reminder indication on outgoing communication that CDIV is currently activated" in table 4.3.1.1)

reveal-identity-to-target: An optional element that can be used to disable the default behaviour that the diverted-to party receives some identity information of the diverting party. (see subscription option "Served user allows the presentation of his/her URI to diverted‑to user" in table 4.3.1.1) 


