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Introduction and background

A wildcarded public user identity is a syntactically correct SIP URI, thus a string describing a wildcarded public user identity could be a distinct public user identity as well. Currently there is no way in the  P-CSCF to distinguish SIP URIs representing a wildcarded public user identity and a distinct public user identity that includes (by coincidence) a delimited regular expression.
Application Servers can query the HSS for "IdentityType" parameter of public user identities, but the information is not available in third party registration and thus may not available for all third party Application Servers.

DISCUSSION

Problem
1. For SIP URIs the wildcarded public user identity includes a delimited regular expression located in the userinfo part (according to 3GPP TS 23.003 the regular expression "shall take the form of Extended Regular Expressions (ERE) as defined in chapter 9 in IEEE 1003.1-2004 Part 1 [60]. The delimiter shall be the exclamation mark character ("!")).

A SIP URI matches the wildcarded public user identity if its userinfo part matches the regular expression of the wildcarded public user identity and their domains are identical. The problem is that a wildcarded public user identity is a syntactically correct SIP URI, thus the actual string describing the wildcarded public user identity can be a distinct public user identity as well. For example the "sip:user!.*!@example.com" can be a wildcarded public user identity or a distinct public user identity. In the HSS the "IdentityType" parameter of the Public Identification class defines whether the stored public user identity is a wildcarded one or a distinct one. This information is transferred from HSS to the S-CSCF during the server assignment transaction as part of the service profile data. However on SIP level (implicitly registered identities are transferred from S-CSCF to P-CSCF in P-Associated-URI SIP header and/or in the XML part of the reg-event notifications) nothing indicates whether a specific SIP URI represents a distinct public user identity or a wildcarded public user identity. If the userinfo part of the SIP URI includes a delimited regular expression as defined in 3GPP TS 23.003, the P-CSCF can not determine whether it is in fact a wildcarded public user identity or just a distinct public user identity that includes a syntactically correct delimited regular expression, but must not be considered as a delimited regular expression.
2. For Tel URIs the wildcarded public user identity includes a delimited regular expression located in the telephone-subscriber portion of the Tel URI. For example "tel:+36209849!(0|1|2|3|4|5|6|7|8|9){3}!" represents the phone number range +36209849000 to +36209849999. Obviously the wildcarded public user identity itself is not a syntactically correct tel URI. Thus whenever a wildcarded public user identity describing a set of tel URIs must be transferred on SIP level, some implementations may have problems to accept headers where only identities represented by SIP URI or tel URI is expected, and a wildcarded public user identity is received instead.
Possible solutions
It is necessary to introduce a SIP protocol solution to carry information on the identity type. This information is sent from the S-CSCF to the P-CSCF during registration: 
· either to be sent in the 200 OK response to the REGISTER request (part of body sent in 3rd pary REGISTER to AS), 
· and/or in the reg-event notifications to P-CSCF (the latter one guarantees that even if operator adds a wildcarded public user identity to an already registered implicit registration set, the additional wildcarded public user identity will be transferred to P-CSCF and ASes).
Solutions:

1. Introduce a new SIP header field to carry wildcarded public user identities in responses to the P-CSCF. The P-Associated-URI header will not carry wildcarded public user identities. 
Pro: Clean, clear solution. It restricts all "wildcarded issues" to a single header. It can be included both in 200 OK responses to REGISTER request, in third party REGISTER requests.

Con: New header field would need to be defined in IETF. 
2. Use the P-Profile-Key to provide identity type information to the P-CSCF. For this, the P-Profile-Key header field would need to be extended to allow multiple entries. Currently P-Profile-Key can carry a single wildcarded public user identity, only. As it is possible to have multiple wildcarded public user identities in a single implicit registration set, the syntax of the P-Profile-Key would need to be extended to a COMMA-separated multi header. In addition, the usage of P-Profile-Key header would need to be defined for responses, too. The P-Associated-URI header will not carry wildcarded public user identities (
Pro: Clean, clear solution. Can be included both in 200 OK responses to REGISTER request, in third party REGISTER requests.

3. Extend reg-event notification to carry the "IdentityType" parameter of the public user identities as well. In case the policy download to P-CSCF issues is solved via reg-event mechanism, then it should be studied whether this “Identity Type” can be included in reg-event as well.
The P-Associated-URI header still will carry wildcarded public user identities.

Pro: Extends only the XML of reg-event notification, no new/modified SIP header.

Con: Does not solve problem 2. P-Associated-URI header still carries wildcarded public user identities, which may cause errors in P-CSCFs.
Proposal 
CT1 is asked to discuss the issue and provide a solution within Rel-10. We propose to not go for solution number 1. 
