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Introduction
TISPAN plans to use the 3GPP Rel-9 Inter UE Transfer feature together with the IPTV work as mentioned in a previous liaison to 3GPP.
Consideration #1

TISPAN would like to inform 3GPP about an important aspect of the IPTV application, to be considered by CT1 within the context of their session transfer specifications, namely the following:
- For the IPTV services defined in TISPAN Release 2, the UEs originates the IPTV session (by sending an SIP INVITE request) to invoke an IPTV service (for example CoD or Live TV). 

As such, a UE that only supports the Release 2 IPTV services will always reject incoming SIP INVITE’s.

TISPAN is considering for Release 3 network originated INVITE for new optional features. A session transfer solution that is based on an incoming INVITE to the target UE poses a potential problem. Currently, the UE has no way to be able to distinguish an incoming INVITE for session transfer purposes between one that should be accepted and other INVITEs for optional features that should be rejected. 
Consideration #2
TISPAN has defined stage 2 level procedures for session transfer that gives the UE control over originating an IPTV session (by sending an SIP INVITE request) to receive an IPTV service. Refer to sequence below. The UE as shown in the sequence in step 9 originates the session initiation (SIP INVITE).

The motivation for this approach is to allow the target UE (UE2 in sequence) to have the control of the decision to accept proposal from another UE to initiate a session for either a TV program or CoD.
For a TV program, in the case of UE service invocation, the network does not always have the information on the channel selected by the originating UE. This information can be passed in the session transfer request. The network (SCF in this case) is transparent to this information. For CoD it is possible to send the position to the content that the target UE shall resume from as well as the content identifier.

Conclusion
This LS requests that CT1 take the above aspects into consideration.

Reference Information
The following section is taken from Stage 2 specification, Draft ETSI RTS 182 027 V3.3.0 (2009-08), entitled “Telecommunications and Internet converged Services and Protocols for Advanced Networking TISPAN); IPTV Architecture; IPTV functions supported by the IMS subsystem“.

8.4.4.1 Terminal centric session transfer pushed from transferor UE to transferee UE
Figure 31A provides an overview of the information flows for direct CoD session transfer between the transferor UE (UE1) and the transferee UE (UE2). For clarity purpose, core-IMS is not indicated in the figure but all messages go through it.

In this scenario the transferor UE discovers the devices to which a potential transfer can be initiated. The transferor UE selects a devices and initiates the procedure
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Figure 31A: Terminal centric session transfer pushed from transferor UE to transferee UE 

1) UE1 has initiated a dialogue to the CoD service as defined in clause 8.4.1. A session is on going with the MF1.
2) The user decides to transfer the session to another device. UE1 performs device discovery (UE awareness) as defined in 3GPP TS 23.237 [13D], and TS 24.237 [13E] to discover the devices that it can transfer the session to. 

3) The UE1 may send an offset notification to the SCF. If the SCF has not received an offset notification from UE1 it uses CoD Service Action Data requested by the SCF  procedure to acquire an offset.

4) UE1 sends a Session Transfer Request to the SCF via the core-IMS containing Session transfer identifier- STI (identity of the session to be transferred). The SCF obtains the CoD content-id, and perform service authorisation and checks that the user is authorised to perform session transfer. The SCF also obtains the UE2 identity and the target user identity from the incoming request.  

To allow UE2 to acquire the content id used to set up the initial session, UE1 shall include the content id in the session transfer request. 

5) The Session Transfer Request, including the offset, is forwarded from the SCF to the UE2 via the Core-IMS. 

6) UE2 receives an invitation to initiate a CoD session for the content indicated by the content-id. It acknowledges the Request by sending a Session Transfer Response to the SCF via the Core-IMS..

7) The SCF forwards the Session Transfer Response to the UE1 via the Core-IMS

8) The UE2 informs the UE1 that it initiates the CoD session initiation by sending a Session Transfer Start Notification to the UE1 via the core-IMS. 

NOTE 1: 
This message can optionally go through the SCF.

9) CoD session initiation between the UE2 and MF2 via core-IMS is done as defined in clause 8.4.1.1.1.

10) The UE2 informs the UE1 that CoD session initiation is complete by sending a Session Transfer Complete Notification to the UE1. 

NOTE 2: 
This message can optionally go through the SCF.

11) The UE1 terminates the CoD session with the MF1 as defined in clause 8.4.3.1
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