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1. Introduction
At CT1#59, P-CR C1-093067 added the I1 protocol overview to TS 24.294. This document makes some editorial improvements to the document due to some mistakes that were introduced by C1-093067.
2. Reason for Change
There are some editorial mistakes in this overview that may affect the understanding of this TS.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.294 V0.2.0
* * * First Change * * * *

7.1
Overview of I1 protocol functionality 

The I1 protocol includes the procedures for establishing, maintaining, and clearing call legs between the UE and the SCC AS (see Figure 7.1). 
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Figure 7.1 UE session signalling and bearer path using I1 interface for Service Control Signalling Path

NOTE:
Figure 7.1 illustrates an MSC server that is not enhanced for ICS. I1 can also be used when deploying an MSC server enhanced for ICS as specified in TS 23.292 [xx]
The I1 protocol is a message based point-to-point protocol. The I1 protocol messages are exchanged between the UE and the SCC AS over a point-to-point transport-layer connection (e.g. USSD). Therefore, the I1 protocol does not include any routing capabilities.
The I1 protocol assumes that there is an associated connection-control protocol that incorporates media negotiation capabilities and provides the setting up and clearing of the connection over which the media will be exchanged. Therefore, any signalling between the UE and the CS access domain (see Figure 7.1), as well as the SIP signalling between the CS-MGCF and the SCC AS should be viewed as a procedure to establish a media connection rather then a call control signalling. Obviously, the I1 endpoints will correlate and synchronize the progress of the call establishment and clearing of the call with the associated media-establishing procedures. 

NOTE 1:
The primitives that are used to communicate between the I1 protocol call-controlling entity and the associated connection-control protocol entity, internally in the UE and SCC AS, respectively, are not specified in this document.
The transport-layer connection that is used to transfer the I1 protocol messages is a bi-directional point-to-point connection between the UE and the SCC AS. This transport-layer connection is a symmetric connection, i.e. the source-point on the transport-layer connection that is used to send the I1 protocol messages is also a destination-point for the incoming I1 protocol messages.
The I1 protocol assumes that the application level segmentation of the I1 protocol messages is not supported. The size of the I1 protocol messages is constrained by the limits of the transport-layer message size. For example, USSD allows for a message size of 160 bytes. This means that it is not possible to send an I1 protocol message greater than 160 bytes, unless message segmentation is designed into the I1 protocol. A USSD dialogue is already segmented by the use of USSD sub-dialogues as a USSD conversation, and this usage of USSD is inappropriate for the I1 protocol.
Editor's note: It has to be specified whether the transport-layer connection provides a reliable transport (i.e. the messages will not be lost, delayed, duplicated, or delivered out of order). In case of an unreliable transport, the I1 protocol will incorporate timeouts, retransmissions, and sequencing mechanisms to account for the lost, duplicated, and out of order I1 protocol messages. 

The I1 protocol is a transport-independent protocol, i.e. the I1 protocol call control entities can exchange the I1 protocol messages over any transport-layer connection that connects the UE and the SCC AS. The UE sends the I1 protocol messages to the SCC AS over a transport-layer connection (e.g. USSD) that the UE knows it will reach the SCC AS. Likewise, The SCC AS sends the I1 protocol messages to the UE over a transport-layer connection (e.g. USSD) that the SCC AS knows that it will reach the UE. For example, the SCC AS forwards the I1 protocol message to the UE over the same transport-layer connection (e.g. USSD) over which it received the previous I1 protocol message from the UE. 

The I1 protocol message are self-identifying, i.e. the information contained in the I1 protocol message uniquely identifies the call to which the I1 protocol message pertains to.

Editor’s Note: It is FFS how a particular UE’s public user identity bound to a given transport-level connection used for signaling, will be described. For example, the establishment of an USSD channel can implicitly bind the UE’s E.164 number to this transport-layer connection.
In this release of this document, it is assumed that the UE, when establishing a transport-layer connection (e.g. USSD channel) to the SCC AS, will be authenticated by the CS domain. Due to a relationship between the SCC AS and the CS domain, the UE is not authenticated (e.g. challenged) by the SCC AS when sending any I1 protocol message to the SCC AS.
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