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1. Introduction
Figure-A presents a model of the I1 protocol and only related functions/entities are shown.

In Figure-A, I1 protocol runs over CS transport protocols (i.e., USSD, SMS, etc.) and I1 protocol call control function is responsible for management of the transport-layer connection (e.g., USSD dialogue creation and release, etc.).  For the SCC AS, I1 protocol call control function is part of the CAA (CS Access Adaptation). IUA shall convert the called party identity (i.e., IMS public user identity) to CS domain number (i.e., MSISDN, MDN, etc.), so the transport protocols can address the ICS UE in CS network.
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Figure-A: Model of the protocol (only I1 protocol related functions/entities are addressed)

I1 protocol does not support authentication with the ICS UE as specified in TS 24.294 section 7.1 Overview of I1 protocol functionality.

“In this release of this document, it is assumed that the UE, when establishing a transport-layer connection (e.g. USSD channel) to the SCC AS, will be authenticated by the CS domain. Due to a relationship between the SCC AS and the CS domain, the UE is not authenticated (e.g. challenged) by the SCC AS when sending any I1 protocol message to the SCC AS.”
However, the I1 request messages shall be checked based on the From header value from the ICS UE in case an invalid IMS public user identity is included by the ICS UE. The CS domain number received from transport-layer is trustable and shall be conveyed to IUA to check the From header value (i.e. the URI of the UE) before providing SIP UA behaviour on behalf of the ICS UE. CAA is only an adaptation function for the service control signalling communicated transparently via the CS domain and service control signalling validation is not involved.
As to transport protocol, the current version of the specification the application layer protocol is run over Unstructured Supplementary Service Data (USSD) transport as defined in TS 24.090 [3].
USSD provides a two-way-alternate interactive service (i.e., semiduplex) to the user, which means that only the entity (UE or SCC AS) with the turn may send and its counterpart is permitted only to receive. So, I1 protocol call control function (in UE or SCC AS) has to buffer the I1 protocol message triggered by the IUA until it has the turn. And if it hasn’t sent an I1 protocol message for a specific time, it shall transfer the turn (e.g., by sending an I1-Dummy message) to the counterpart with the consideration of not delaying the counterpart’s I1 protocol message transmission. 
2. Reason for Change
in section 6.2.1 Structure of I1 protocol, general description is needed.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.294 v0.2.0.
* * *1st Change begins* * * *

4.2 Structure of the protocol

Editor's note: This subclause will describe the protocol structure and overall requirements for each of them.
4.2.1
Introduction
Editor’s Note:
Usage of SIP instead of defining the I1 protocol is FFS.
The I1 protocol is a point to point protocol. The I1protocol’s notation maintains a format of verb and header. The I1 protocol has the concept of a header with an individual header field. Header fields are name value pairs with the format:

Header-Code Header-Value

The protocol defines the header codes and how header values are to be encoded. 
Editor’s Note:
I1 protocol message parameters are the minimum set that needs to be transferred from UE to SCC AS to stimulate SIP UA in creating an SIP request or SIP response.  The I1 protocol does not need a mechanism that forces I1 messages to be routed through elements. I1 does not need a Header-Code with similar functionality such as a SIP Record-Route header field. Whether a Header-Code name needs to be included is the I1 protocol message remains FFS.
4.2.2
Application level protocol
Overall descriptions with application level protocol are specified as following:

1)
it is used to access IMS services (e.g., IMS session origination);
2)
it is a point to point protocol between the ICS UE and the SCC AS;
3)
it protocol does not support authentication;
4)
it does not support segmentation of messages;

5)
its messages are self-identifying; and
6)
it runs over any point-to-point transport-layer connection (e.g. USSD).
4.2.3
Transport level protocols
4.2.3.1
USSD as transport level protocol
When USSD used as transport level protocol, overall descriptions are specified as following:

1)
the application level protocol messages shall be buffered until the USSD layer (in the UE or CS network) gets the turn to send on the USSD connection;
2) 
if the USSD connection still in maintenance and the USSD layer (in the UE or CS network) hasn’t sent an application level protocol message for a specific time, an I1-Dummy message shall be delivered to the counterpart；and
3)
if the I1 session is established, USSD connection will be released.
* * *1st Change ends* * * *

* * *2rd Change begins* * * *

7
Protocol specification and implementation
Editor's note: This clause describes detailed protocol specification for the I1 application level protocol.
7.1
Overview of I1 protocol functionality 

The I1 protocol includes the procedures for establishing, maintaining, and clearing call legs between the UE and the SCC AS (see Figure 7.1). 
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Figure 7.1 UE session signalling and bearer path using I1 interface for Service Control Signalling Path

The I1 protocol is a message based point-to-point protocol. The I1 protocol messages are exchanged between the UE and the SCC AS over a point-to-point transport-layer connection (e.g. USSD). Therefore, the I1 protocol does not include any routing capabilities. To address the ICS UE in CS network and establish a transport-layer connection, (the IUA of) the SCC AS shall convert the called party identity (i.e., IMS public user identity) to the CS domain number (i.e., MSISDN, MDN, etc.).
The I1 protocol assumes that there is an associated connection-control protocol that incorporates media negotiation capabilities and provides the setting up and clearing of the connection over which the media will be exchanged. Therefore, any signalling between the UE and the CS access domain (see Figure 7.1), as well as the SIP signalling between the CS-MGW and the SCC AS should be viewed as a procedure to establish a media connection rather then a call control signalling. Obviously, the I1 endpoints will correlate and synchronize the progress of the call establishment and clearing of the call with the associated media-establishing procedures. 

NOTE 1:
The primitives that are used to communicate between the I1 protocol call-controlling entity and the associated connection-control protocol entity, internally in the UE and SCC AS, respectively, are not specified in this document.

The transport-layer connection that is used to transfer the I1 protocol messages is a bi-directional point-to-point connection between the UE and the SCC AS. This transport-layer connection is a symmetric connection, i.e. the source-point on the transport-layer connection that is used to send the I1 protocol messages is also a destination-point for the incoming I1 protocol messages.
When USSD is used as the transport-layer level protocol, because the USSD provides a two-way-alternate interactive service (i.e., semiduplex) to the user, which means that only the entity (UE or SCC AS) with the turn may send and its counterpart is permitted only to receive, I1 protocol call control function (in UE or SCC AS) has to buffer the I1 protocol message triggered by the IUA until it has the turn. And if the SCC AS hasn’t sent an I1 protocol message for a specific time, the SCC AS shall transfer the turn (e.g., by sending an I1-Dummy message) to the UE with the consideration of not delaying the UE’s transmission of I1 protocol message, and vice versa.
The I1 protocol assumes that the application level segmentation of the I1 protocol messages is not supported. The size of the I1 protocol messages is constrained by the limits of the transport-layer message size. For example, USSD allows for a message size of 160 bytes. This means that it is not possible to send a I1 protocol message greater than 160 bytes, unless message segmentation is designed into the I1 protocol. A USSD dialogue is already segmented by the use of USSD sub-dialogues as a USSD conversation, and this usage of USSD is inappropriate for the I1 protocol.

Editor's note: It has to be specified whether the transport-layer connection provides a reliable transport (i.e. the messages will not be lost, delayed, duplicated, or delivered out of order). In case of an unreliable transport, the I1 protocol will incorporate timeouts, retransmissions, and sequencing mechanisms to account for the lost, duplicated, and out of order I1 protocol messages. 

The I1 protocol is a transport-independent protocol, i.e. the I1 protocol call control entities can exchange the I1 protocol messages over any transport-layer connection that connects the UE and the SCC AS. The UE sends the I1 protocol messages to the SCC AS over a transport-layer connection (e.g. USSD) that the UE knows it will reach the SCC AS. Likewise, The SCC AS sends the I1 protocol messages to the UE over a transport-layer connection (e.g. USSD) that the SCC AS knows that it will reach the UE. For example, the SCC AS forwards the I1 protocol message to the UE over the same transport-layer connection (e.g. USSD) over which it received the previous I1 protocol message from the UE. 

The I1 protocol message are self-identifying, i.e. the information contained in the I1 protocol message uniquely identifies the call to which the I1 protocol message pertains to.

Editor’s Note: It is FFS how a particular UE’s public user identity bound to a given transport-level connection used for signaling, will be described. For example, the establishment of an USSD channel can implicitly bind the UE’s E.164 number to this transport-layer connection.
In this release of this document, it is assumed that the UE, when establishing a transport-layer connection (e.g. USSD channel) to the SCC AS, will be authenticated by the CS domain. Due to a relationship between the SCC AS and the CS domain, the UE is not authenticated (e.g. challenged) by the SCC AS when sending any I1 protocol message to the SCC AS. However, the SCC AS will check the UE identity (i.e. From header value) for potential invalid IMS public user identity included by the ICS UE. The CS domain number received from the transport-layer is trustable and will be used by (the IUA of) the SCC AS to check the URI of the UE (i.e. From header value) before the SCC AS provides SIP UA behaviour on behalf of the ICS UE.
* * *2rd Change ends* * * *
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