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1 Introduction

The usage of WLAN (IEEE 802.11) connected to 3GPP network as I-WLAN or as Non-3GPP access network has created a lot of discussions and different understanding between the WGs. On this relationship in CT-093202 SA2 asks to CT1 some clarification and point out that access authentication based on EAP is optional. The scope of this contribution is to point out the relationship between I-WLAN and WLAN used as Non-3GPP access network in EPC.

2 I-WLAN

The I-WLAN architecture has been defined in TS 23.234 for the first time in Rel-6 in 2001 for enabling the interworking with the GPRS network, i.e. with the 3GPP core network based on TS 23.060 The Interworking WLAN standards have been updated from Rel-6 to Rel-8 and the whole series of specification is composed by TS 22.234, TS 23.234, TS 23.237, TS 24.234, TS 24.237, TS 29.161, TS 29.234, TS 32.252, TS 33.234 and a couple of TRs.


The TS 23.234 architecture, shown in Figure 1, is characterized by some key elements as the PDG which terminates the MOBIKE tunnel and an intermediate element between WLAN network and the PDG, the WAG. Furthermore the traffic can transit from the PDG toward PDN or directly towards internet via the Wi interface, which is equivalent to the Gi. The authentication is based on EAP-AKA or EAP-SIM and the access authentication is mandatory.


It is important to point out that in 2001, when the first standard has been developed the reference use case was the public hot spot scenario and a step approach has been taken, starting from a business model which includes only authentication and charging to a session continuity scenarios.  
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Figure 1: TS 23.234 interworking WLAN architecture

3     WLAN as Non-3GPP access network

In the context of EPC the interworking of a generic Non-3GPP access network, which by the way includes the WLAN, has been defined in Rel-8 in TS 23.402 and the related standards. The EPS architecture defined in TS 23.402 is shown in Figure 2 and it is well known.

In this scenario the WLAN can be considered both as untrusted or trusted, the WLAN can be both a public hot spot and a domestic WLAN. Furthermore the mobility protocol can be DSMIPv6 or PMIPv6, while in I-WLAN scenario the mobility protocol is only DSMIPv6. The ePDG is connected to the PDN GW and the WAG is disappeared. The difference between the two architectures is discussed deeply in the following section. 
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Figure 2: TS 23.402 Non-3GPP interworking architecture

4     Differences between WLAN in EPS and I-WLAN

The discussion about I-WLAN and WLAN is due to the presence in Release-8 of both I-WLAN and EPS including the WLAN as Non-3GPP access network. Unfortunately the relationship between these two scenarios has been not addressed in any standard. The differences and the analogies are many, some of them are listed in Table 1. In addition Figure 3 shows in a single picture the IWLAN and the EPC architecture (  the reference points specific for I-WLAN are shown in red colour). As can be easily noticed, the WAG is no more present in EPC architecture, the ePDG is not a simple replacement of the PDG, but includes PDG functionalities plus other new features (see also TS 23.234 for references). Furthermore I-WLAN can be deployed with or without the support of the session continuity, while the EPC supports the session continuity by default. 
In conclusion, even considering these macro differences without providing a deep description of single details, we can conclude that the interworking of a WLAN as I-WLAN or as Non-3GPP in EPC architecture implies different features and that they are not the same. In order to avoid confusion it is suggested to use two different terms to identify the two possible architectural alternatives. In EPC the generic term “Non-3GPP access network” includes an assortment of technologies, e.g. WLAN, WiMAX, 3GPP2, so it is proposed that when the generic term of “WLAN” is used in this context. For this reason “WLAN” shall be understood as a Non-3GPP access network connected to 3GPP EPC, while the term “I-WLAN” refers to the I-WLAN architecture as defined in TS 23.234, TS 23.237 and other relevant standards.

	
	I-WLAN
	WLAN as Non-3GPP access network in EPS

	Core network
	GPRS core network (TS 23.060)
	EPC (TS 23.402)

	Architecture
	TS 23.234 without session continuity
TS 23.237 with Session continuity support
	TS 23.402

	Trusted or untrusted?
	Untrusted
	Untrusted or Trusted

	Authentication
	EAP-AKA, EAP-SIM
	EAP-AKA’ or EAP-AKA

	Access authentication
	mandatory for direct IP access 
	optional

	Mobility protocol
	DSMIPv6
	DSMIPv6, PMIPv6

	Session continuity
	Handover between WLAN and 23.060 GPRS
	Handover between WLAN and 23.401 3GPP EPC (including LTE) and other N3GPP connected via EPC

	Access to IP
	WLAN Direct IP access (Access to IP directly from WLAN)

WLAN 3GPP IP access (Access to IP from 3GPP system) 
	Equivalent definition not present, however only access to IP from 3GPP system is defined

	
	PDG discovery based on W-APN defined as w-apn.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org
	ePDG discovery based on FQDN of PDG epdg.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org


Table 1: Main characteristic of I-WLAN and EPC architectures
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Figure 3: EPC and I-WLAN architecture

5      EPS PLMN selection and I-WLAN PLMN selection

In previous section the relationship between IWLAN and Non-3GPP access network has been described, but the basic question on IWLAN and EPC PLMN selection procedure is still open. The PLMN selection procedure defined for IWLAN takes into account the specificity of the WLAN as defined by the IEEE 802.11. The clauses 4 and 5 of the TS 24.234 define how the PLMN selection can be perform for I-WLAN. The scope is to find the WLAN access network identified by SSID which is connected to the “right” PLMN, i.e. one of the PLMN which shall be selected according to the 3GPP PLMN procedure, for example  HPLMN or one of the PLMN included within the preferred list according to the priority order. Simplifying the whole process, the basic principle of the whole procedure can be resumed as follow:
A. The UE searches if a SSID included in its SSID preferred list it is available. It is suppose that the SSID represents a WLAN which is connected to the “right” PLMN.

B. The UE tries to perform a PLMN discovery:

1. If IEEE 802.11u is supported by UE and WLAN, then the information is available on radio interface, so EAP-based discovery mechanism is not needed

2. If IEEE 802.11u is not supported by UE or by WLAN, then the EAP-based discovery mechanism can be used

3. If IEEE.802.11u is not supported by UE or by WLAN and the EAP-based authentication for access network is not supported, then the only solution is “try and error”, i.e. the UE select a SSID and try authentication, if it fails, the UE can try a different SSID. 

In practice the IWLAN PLMN selection procedure performs the access  and PLMN selection procedure, i.e. at the end of the process UE as selected the PLMN and the access that it is connected the selected PLMN. 

Can the process defined in TS 23.234 section 4 and 5 be applied to 3GPP EPC interworking?

The answer is: yes, it can.

In fact the PLMN selection process involves the UE, WLAN, 3GPP AAA server or a 3GPP AAA proxy (i.e. the STa, Wa and SWm interfaces), that can be considered in that respect invariant for IWLAN and EPC. The preferred list already defined, e.g. the "I-WLAN Last Registered PLMN", "User Controlled PLMN Selector for I-WLAN access", etc can be reused since they represent the PLMN connected to I-WLAN or WLAN indifferently. The other lists, such as "User Controlled WLAN Specific Identifier list" which contains the WSID can be also reused, since the WSID concept is the same in both cases and there is no difference in selecting a WLAN in IWLAN architecture or in EPC architecture. 
In respect to IWLAN scenario, the WLAN interworking with EPC, is based also on optional of EAP-based access authentication and on Trusted scenario (s2a) or Untrusted based on S2c and s2b. So the above step A is applicable in all scenarios, since it is based on SSID and SSID list which are WLAN specific. The step 1 is based on support of IEEE 802.11u which is transparent for EPC, so it work for all EPC scenario. The step 2 is applicable to the  S2a scenario, since user authentication EAP-based is required. In case of s2c and s2b step 2 can be not supported, but as mentioned the PLMN selection can be performed when PDG or HA are selected based on the FDQN which includes the PLMN information and the subsequent authentication in DSMIPv6 or MOBIKE. So considering the WLAN EPC scenario the above steps are applicable as follow:

A. the UE searches if a SSID included in its SSID preferred list it is available. It is suppose that the SSID represents a WLAN which is connected to the “right” PLMN. This step is applicable to all scenario of WLAN EPC. 
B. The UE tries to perform a PLMN discovery:

1. if IEEE 802.11u is supported by UE and WLAN, then the information is available on radio interface, so EAP-based discovery mechanism is not needed. This step is applicable to all scenario of WLAN EPC.
2. If IEEE 802.11u is not supported by UE or by WLAN, then the EAP-based discovery mechanism can be used. This step is always applicable for trusted WLAN s2a-based, while can be not applicable for s2b and s2c scenario.
3. If IEEE.802.11u is not supported by UE or by WLAN and the EAP-based authentication for access network is not supported, then the a “try and error” solution can be used. This step is applicable for s2b and s2c scenario, the UE selects a SSID and discovers the ePDG or PDN GW by means of FQDN and try security association. If ePDG or HA are not reachable or security association fails, the UE can try with different SSID. This step never occurs for s2a WLAN EPC scenario.
In conclusion the TS 23.234 access and network selection is applicable to the WLAN EPC scenario.
The contribution LS from SA2 requires clarification about the IWLAN and WLAN EPC network selection. The answer to SA2 is that “the IWLAN PLMN selection procedure shall be used WLAN EPC selection procedure” 

5.1      Access  selection and PLMN selection
The contribution LS from SA2 (CT1-0932002) requires clarification about the IWLAN and WLAN EPC network selection referring to TS 24.302 section 5.1.1 regarding the Access network selection discovery and selection procedure in EPC and section 5.2 deals with EPC network selection. 


The Access selection and PLMN selection procedure unfortunately is a quite old concept which in a multi-access scenarios is increasing the complexity and the confusion. Without debating the reason for that, we can start from some simple use case. 

Let consider a multi-access terminal, with a 3GPP radio, a WLAN, as concluded in previous section the TS 23.234 access and PLMN selection can be used also in case of WLAN EPC scenario. The terminal can have 1 radio or 2 radios. After the lack of coverage or at switch-ON, Table 2 shown some possible scenarios. In case of WLAN the PLMN selection, as above mention, allows to select the SSID and the PLMN at which the WLAN is connected, so the IWLAN procedure can be resused. 

It is important to point out that in case of a terminal with two radios ON, current specification does not indicates which radio shall be used as first radio, so it is left to UE implementation. Furthermore in roaming scenario in case that 3GPP and N3GPP access network are available, in case that the accesses are connected several PLMN, if 2 accesses, 1 3GPP and 1 N3GPP are connected to the same PLMN and the PLMN is included in preferred list with the same order of priority, the same PLMN should be selected. If any of the available PLMN are not included in any list, the UE can selected two different PLMNs for each access network, since  there is no requirement to indicates that the same PLMN shall be selected on both access. This is independent by access and the EPC procedure.
Last row in the table shows the scenario of 3GPP and WiMAX access network, the behaviour is equivalent to the 3GPP/WLAN scenario. 


In conclusion, as above mentioned the IWLAN selection procedure can be used as WLAN EPC selection procedure. For multi-access terminal when more than one radio is active, the order of which radio and related PLMN selection procedure is left to implementation, e.g. before 3GPP or IWLAN. Furthermore the relationship between 3GPP and N3GPP access selection procedure has some open issues regarding which PLMN shall be selected from different accesses when HPLMN is not present.
	Radio available on terminal
	Access network available
	Procedure

	3GPP Radio ON
	3GPP
	PLMN selection based on TS 23.122 is performed

	3GPP Radio ON
	WLAN
	UE starts a 3GPP selection procedure , which fails

	WLAN radio ON
	3GPP
	UE starts PLMN selection defined by TS 24.234, which fails

	WLAN radio ON
	WLAN
	UE starts PLMN selection defined by TS 24.234, which allow to select a WLAN SSID and a PLMN.

	3GPP radio ON

WLAN radio ON
	3GPP
	The UE starts or the TS 23.122 procedure on 3GPP radio or the TS 24.234 procedure on WLAN. The TS 23.234 procedure fails since no WLAN access network is present. 

	3GPP radio ON

WLAN radio ON
	WLAN
	The UE starts or the TS 23.122 procedure on 3GPP radio or the TS 24.234 procedure on WLAN. The TS 23.122 procedure fails since no 3GPP access network is present.

	3GPP radio ON

WLAN radio ON
	3GPP

WLAN


	The UE starts or the TS 23.122 procedure on 3GPP radio or the TS 24.234 procedure on WLAN. Which procedure shall be execute before is not specified.

if UE starts before with 3GPP PLMN selection, it selects a PLMN. When a WLAN TS 23.234 procedure is performed, the UE should select the SSID which is connected to the same PLMN, if available. A requirements for WLAN PLMN selection procedure which occurs after a 3GPP PLMN selection is not present and this scenario is not currently specified.



	3GPP radio ON

WiMAX radio ON
	WiMAX
	The UE starts or the TS 23.122 procedure on 3GPP radio or the TS 24.302 procedure on WiMAX (section 5.3 which refers to WiMAX network selection procedure). The TS 23.122 procedure fails since no 3GPP access network is present.


Note 1: the WLAN can be considered as either IWLAN or WLAN EPC. 

Note: The TS 23.122 defines the PLMN selection for a multi mode MS that supports both 3GPP and 3GPP2 systems. TS 24.234 defines the WLAN access selection and PLMN selection for IWLAN scenario.

Table 2: Access and metwork selection scenarios
6      Proposals
In order to resolve the ambiguity between IWLAN and WLAN is proposed to use the term “IWLAN” to define the interworking based on TS 23.234 and TS 23.060, while the generic term “WLAN” identifies the interworking for EPC as by defined in TS 23.402 where the Non-3GPP access network is a WLAN.
Definition:

· Interworking WLAN:  a WLAN system connected to a TS 23.060 based core network as defined by TS 23.234 and TS 23.237
· WLAN: a generic WLAN system considered as a Non-3GPP access system 

Furthermore it is proposed:

· to use as WLAN EPC procedure the IWLAN network selection procedure defined in TS 23.234 clause 5.
· In case of multi-access UE when more than one radio is active, the order of which radio and related PLMN selection procedure is left to implementation, e.g. before 3GPP or IWLAN.

The CR in contribution  C1-093349 implements this proposal, in addition to new text for a better clarification.
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