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Introduction:

In the last meeting, CT1 discussed (C1-091622) issues related to Malicious Call Identification, especially how to deal with situations, where the MCID AS does not receive the identity of the calling party in a P-Asserted-Identity header. In these cases, an AS will try to retrieve the calling party’s identity by sending an INFO request towards the originating side. In the last meeting, CT1 could not conclude how to solve the case.
Discussion:

The problem discussed in the last meeting is as follows: 
An INVITE request arrives in an MCID AS for a subscriber that has subscribed to MCID. The INVITE request may not contain an identity of the originating subscriber in a P-Asserted-Identity header. This can happen due to the several reasons, e.g. there is no agreement between the two network providers to deliver identity information.

As described in TS 24.616, the MCID AS will issue an INFO request in order to retrieve the identity of the calling subscriber. 

However, if the call originated from a SIP network, rather than from the PSTN, the INFO request containing a body with MCID XML Request schema will potentially be forwarded to the originating subscriber (i.e. SIP UE). This should be avoided, as it does indicate to the originating subscriber that he/she is regarded as malicious and is subject to malicious call identification. Therefore the INFO request for the above described situation should not reach the originating user.

The potential solution as described in C1-091622, where the IBCF acting as the entry point to the IMS would terminate the INFO request for cases where there is no agreement on identity delivery with the originating network was seen as not compliant to Rel-8 IBCF capabilities. 

As an alternative to the solutions in C1-091622, the MCID case can be solved as outlined below 

------------------->  IBCF
 INVITE
 no P-A-I

no agreement with originating 
network to deliver identity

----------------------->  Application Server
INVITE
P-A-I sip:mcid_not_possible@operator.org

Application Server deduces from info in P-A-I header that INFO procedure is not possible

continues with regular session setup
I.e. the IBCF would indicate via a dedicated value in the P-Asserted-Identity header in the INVITE, that retrieval of identity from the originating network is not possible. An MCID AS receiving this value would skip the retrieval procedure and continue with regular session setup. The functionality in IBCF is already covered by existing IBCF capabilities.

If CT1 can agree on the above proposal, NSN will bring the necessary CR against 24.616 to the next meeting. The CR would specify that an MCID AS will take information (i.e. the dedicated value) in P-A-I and operator policy into account when deciding whether or not to start requesting the identity of the originating side by sending an INFO request.

